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Abbreviations & Definitions

Term Description
1D One-dimensional
2D Two-dimensional
A&M Approach & Methodology
AEBAS Aadhar Enabled Bio-metric Attendance System
AG Accountant General
AMC Annual Maintenance Charges
ANSI American National Standards Institute
API Application Program Interface
BASM Average number of bottles sold at all retail outlets within UP in a month
BCP Business Continuity Planning
BDS Bid Data Sheet
BEC Bid Evaluation Committee
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BI Business Intelligence
BOM Bill of Material
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CMDB Configuration Management Database
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CR Change Request
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EPF Employees' Provident Fund
FAQs Frequently Asked Questions
FL Function Level
FRS Functional Requirements Specification
FTP File Transfer Protocol
FY Financial Year
GB Giga Byte
GCC General Conditions of Contract
GIS Geographic Information Centre
GST Goods & Service Tax
GSTIN GST Identification Number
GUI Graphical User Interface
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HLD High-Level Design
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HTML Hypertext Mark-up Language
HTTPS Hypertext Transfer Protocol Secure
ICT Information and Communication Technology
IEEE Institute of Electrical and Electronics Engineers
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IMPS Immediate Payment Service
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ITB Instructions to Bidders
LDAP Lightweight Directory Access Protocol
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MIS Management Information System
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NEFT National Electronic Fund Transfer
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NSDL National Securities Depository Limited
NVR Network Video Recorder
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O&M Operations & Maintenance
OC Officer in Charge
OEM Original Equipment Manufacturer
OOA Object Oriented Analysis
OPEX Operating Expenditures
OS Operating System
OTP One-Time Password
PAN Permanent Account Number
PBG Performance Bank Guarantee
PC Personal Computer
PD Potable Distillery
PKI Public Key Infrastructure
PLS Physical Layer Specification
PMC Project Management Consultant
POA Power of Attorney
POC Proof of Concept
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RFP Request for Proposal
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RTI Right to Information
RTO Regional Transport Office
SEO Search Engine Optimization
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SCC Special Conditions of Contract
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SMS Short Message Service
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SOP Standard Operating Procedures
SRS Software Requirements Specification
SSL Secure Socket Layer
STQC Standardisation Testing and Quality Certification
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TIN Taxpayer Identification Number
TP Transport Pass / Permit
UAT User Acceptance Testing
UI User Interface
UIDAI Unique Identification Authority of India
UML Unified Modelling Language
UP Uttar Pradesh
UPED Uttar Pradesh Excise Department
UPS Uninterruptible Power Supply
USB Universal Serial Bus
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VDC Video Domain Controller/Volts DC
VGA Video Graphics Array
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VPC Virtual Path Connection
VPN Virtual Proxy Network
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1. Bid Data Sheet
# Particulars Details

1.1 RFP Number IESCMS/002

1.2 Name of the Client Department of Excise, Government of Uttar Pradesh
(UP)

1.3 Correspondence details Concerned person for correspondence:

Joint Excise Commissioner (Taskforce)

Phone: 05222306800

E-Mail – upexcise.pmc@gmail.com

Address:

Office of Commissioner of Excise, Department of Excise,
Government of Uttar Pradesh, 1st Floor, Building. No.
TC-12V, Vibhuti Khand, Gomti Nagar, Lucknow, Uttar
Pradesh 226010

1.4 Cost of bid document INR 50,000/- including GST

Cost of bid document not refundable to Bidder

1.5 Bid submission mode Bid to be submitted online at website
https://etender.up.nic.in.

The hard copy of technical proposal along with original
EMD and Power of Attorney (PoA) needs to be submitted
in sealed cover, at correspondence address within 24
hours of due date & time of online bid submission

1.6 Validity of bids Bids shall be valid for minimum period of 120 days from
the due date of submission of bid.

1.7 EMD The amount of EMD is INR 8 Crore in form of Demand
Draft (DD) / Bank Guarantee (BG) in favour of “Excise
Commissioner, Uttar Pradesh Excise Department”
payable at Lucknow. The BG shall be issued from any of
the scheduled commercial bank in India. EMD shall
remain valid for a period of minimum 90 days beyond the
validity period of bids.

1.8 Date of publication of RFP 11 May 2020

1.9 Last date of submission of
pre-bid queries

Not Applicable

1.10 Date of pre-bid meeting Not Applicable

1.11 Date and time for online bid
submission

10 June 2020 till 3:00 PM
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1.12 Date and time for
submission of hard copy of
technical proposal and
original EMD & PoA

12 June 2020 till 3:00 PM

1.13 Date and time for the
opening of Technical Bid

12 June 2020 (04:00 PM)

1.14 Date and time for technical
presentation by the Bidders

24 and 25 June 2020 (time schedule to be intimated
later)

1.15 Date and time for the
opening of Financial e-Bid

29 June 2020 (02:00 PM)

1.16 Performance Bank
Guarantee

The selected Bidder must submit Performance Bank
Guarantee @ 5% of total contract value (value of
contract will be calculated based on the lowest “X” i.e.
Per transaction bottle rate (inclusive of GST) quoted by
SI, and the same will be conveyed to SI at the time of
issuance of work order) within 15 days of the date of
issuance of the work order. PBG shall be issued from
any of the scheduled commercial bank in India, in favour
of “Excise Commissioner, Uttar Pradesh Excise
Department” payable at Lucknow.

Performance Bank Guarantee shall be valid for a period
of minimum 30 days beyond the validity of contract
period. The draft template of Performance Bank
Guarantee is provided at “Section: Forms’’ of this RFP.
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2. Section A: Instructions to Bidders (ITB)

2.1 Availability of RFP document
RFP document is available and can be downloaded from the website https://etender.up.nic.in

2.2 Cost of bidding
The Bidder will bear all the costs associated with preparation and submission of its bid, and the
purchaser will in no case be responsible or liable for these costs, regardless of conduct or outcome
of the bidding process.

2.3 Conflict of Interest
Bidder shall hold the purchaser’s interest paramount, without any consideration for future work
and strictly avoid conflict with other assignment or their own corporate interest. Bidder shall not
be engaged in any such business (excluding any work assigned to them by purchaser) which has
conflict of interest with the project for which the bids are being submitted.

The purchaser considers a conflict of interest to be a situation in which a party has interests that
could improperly influence that party’s performance of official duties or responsibilities, contractual
obligations, or compliance with applicable laws and regulations, and that such conflict of interest
may contribute to or constitute a prohibited corrupt practice. A bidder may be considered to be in
conflict of interest with one or more parties in this bidding process if, including but not limited to:

1. Receive or have received any direct or indirect subsidy from any of them; or

2. Have common controlling shareholders; or

3. Have the same legal representative for purposes of this bid; or

4. Have a relationship with each other, directly or through common third parties, that puts
them in position to have access to information about or influence on the bid of another
bidder, or

5. Influence the decisions of purchaser regarding this bidding process; or

6. Bidder participates in more than one bid in this bidding process. (Participation in more than
one bid will result in the disqualification of all bids in which it is involved. However, this
does not limit the inclusion of the same product (commercially available hardware,
software or network product manufactured or produced by the firm), as well as purely
incidental services such as installation, configuration, routine training and ongoing
maintenance/support, in more than one bid); or

7. Bidder participated as a consultant in the preparation of the design or technical
specifications of the goods and services that are the subject of the bid.

8. Bidder gets associated as Consultant / Advisor / Third party independent evaluating
agency with any of the agencies taking part in the bid process
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2.4 Bidding documents

2.4.1 Content of bidding documents

The Bidder is advised to study carefully all instructions, forms, terms, specifications, requirements
and other information in RFP.

Submission of bid shall be deemed to have been done after careful study and examination of the
RFP document with full understanding of its implications. The response to this RFP should be full
and complete in all respects. Any failure to furnish the information required by the RFP document
or submission of a proposal not substantially responsive to the RFP document in every respect
will be at the Bidder 's risk and may result in rejection of its proposal. The RFP document is not
transferable to any other Bidder.

2.4.2 Site visits

The Bidder may visit the sites (maximum 2 sites per type of licensee) nearby Lucknow with due
permission from designated authority of the purchaser. The objective of such visits should be
limited to gain the in-depth information that may be necessary for preparing the response to RFP.

The visit may not be used to raise question or seek clarification from licensee; such matters, if
any, must be submitted in writing as part of the pre-bid queries. The cost of visiting the site(s)
shall be at bidder's own expense.

2.4.3 Pre-bid meeting / clarification on RFP or bidding documents

A prospective Bidder requiring any clarification on RFP or bidding documents may submit the
queries as per the schedule mentioned in “Bid Data Sheet”.

2.4.4 Amendment of bidding documents

At any time prior to the deadline for submission of bids, the purchaser may, for any reason,
whether on its own initiative or in response to the clarification may amend the RFP and will publish
the clarifications / corrigendum through website https://etender.up.nic.in. Such clarifications /
corrigendum shall be a part of the RFP and Contract document.

The purchaser at its discretion, may extend the deadline for submission of bids to allow a
reasonable time to consider the amendments.

2.4.5 Interpretation of clauses in bidding documents

In case of any ambiguity in the interpretation of any of the clauses in RFP or the Contract
document, the purchaser’s interpretation of the clauses shall be final and binding on all parties.



Page 17 of 324
Draft

2.5 Preparation of bids

2.5.1 Language of bid

The bid and correspondence documents prepared by Bidder shall be in English language only.

2.5.2 Documents comprising the bid

The bid documents and corrigendum (if any) together shall be considered as final and selfȤ
contained bid documents notwithstanding any previous correspondence or document issued by
the purchaser. Before filling in any of the details asked for, the Bidder should go through the entire
bid document and get required clarifications from the purchaser during the pre-bid meeting.

2.5.3 Preparation of Technical & Financial proposals

The Bidder is responsible for registration on e-procurement portal (https://etender.up.nic.in) at its
own cost. The Bidder is advised to study the e-procurement guidelines & instructions, as provided
on the e-procurement website. The Bidder shall submit the proposals online, considering the
points below:

1. The proposal which is incomplete or not as per prescribed format may be rejected

2. Technical and financial proposals should be submitted only through e-procurement portal

3. The technical proposal must be complete in all aspects (responses for eligibility criteria,
technical criteria and related documents & forms). It should not contain any price
information. It is mandatory to submit all the details in the prescribed formats duly filled in,
along with the bid.

4. The technical proposal should be in PDF file format (non-scanned), signed & stamp of
authorized signatory on each page, with file name clearly mentioning “Technical Proposal
for UP Excise RFP Ref. No. IESCMS/001

5. In financial proposal, the Bidder must indicate prices as per prescribed formats only.
Prices must be quoted in Indian Rupees only.

6. Financial proposal/bid should be inclusive of all related accessories, driver software,
operating manuals, forwarding, freight, and installation charges at sites and warranty, etc.

7. Financial proposal/bid with variable costs or rates shall not be considered and shall be
rejected as nonȤresponsive at the discretion of the purchaser.

8. Conditional proposal / bid shall not be accepted on any ground and shall be rejected
straightway. If any clarification is required, the same should be submitted to the purchaser
before the pre-bid meeting.

9. Bidder is advised to upload the proposals well before time to avoid last minute issues.

The bid to be submitted online at website https://etender.up.nic.in. The hard copy of
technical proposal along with original EMD and Power of Attorney (PoA) shall be submitted
in sealed cover, at correspondence address within 24 hours of due date & time of online
bid submission.
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2.5.4 EMD (Earnest Money Deposit)

The Bidder shall furnish an EMD as per the amount mentioned in “Bid Data Sheet” in form of
Demand Draft (DD) / Bank Guarantee (BG) in favor of “Excise Commissioner, Uttar Pradesh
Excise Department” payable at Lucknow. The BG should be issued from any of the scheduled
commercial bank in India. EMD should remain valid for a period of minimum 90 days beyond the
validity period of bids.

No interest shall be payable on EMD under any circumstances.

Un-successful Bidder’s EMD shall be discharged or returned within 30 (thirty) days of the
expiration of the period of proposal validity or after awarding the contract to successful Bidder.

In case of successful Bidder, the EMD shall be discharged upon signing of contract and
submission of performance bank guarantee.

EMD shall be forfeited by the purchaser, on account of one or more of the following reasons

1. If Bidder withdraws its bid during the period of bid validity

2. If Bidder fails to sign the agreement in accordance with terms and conditions (only in case
of a successful Bidder)

3. If successful Bidder fails to furnish performance bank guarantee

4. If a Bidder indulges in any malpractices during course of practice

5. Information/document given in the bid is found inaccurate/incomplete

No exemption for the submission of EMD will be given to any Bidder. Bid not accompanied by
EMD shall be rejected as nonȤresponsive.

2.5.5 Deviations

The Bidder shall not be allowed to make any deviation whatsoever from the terms & conditions
and technical specifications specified in the RFP. The Bidder should submit ‘No Deviation Form’
as per the format is given in the RFP.

2.5.6 Period of validity of bids

Bids should be valid for minimum period of 120 days from the due date of submission of bid, as
mentioned in “Bid Data Sheet” or the subsequent corrigendum (if any). A bid with validity for period
less than 120 days shall be rejected by the purchaser as non-responsive.

The purchaser may solicit the Bidder’s consent for an extension of the period of validity of bids.
The request and the response thereto shall be made in writing. The EMD validity period (provided
under the above clause) shall also be suitably extended.

A Bidder may refuse the request without forfeiting its EMD. A Bidder granting the request will not
be permitted to modify its bid.
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2.6 Submission of bids
Bidder is solely responsible for timely submission of the bid as per the schedule. Bid received
after due date and time of submission will not be considered for submission.

The Purchaser reserves the right to postpone or cancel a schedule mentioned in “Bid Data Sheet”
at any time without assigning any reason.

The bid to be submitted online at website https://etender.up.nic.in. The hard copy of technical
proposal along with original EMD and Power of Attorney (PoA) shall be submitted in sealed cover,
at correspondence address within 24 hours of due date & time of online bid submission. Please
refer “Bid Data Sheet” for more details.

2.6.1 Modification and withdrawal of bids

No bid shall be modified after the submission of bid.

No bid shall be withdrawn in the interval between - submission of bid and the expiration of bid
validity as per schedule mentioned in “Bid Data Sheet”. The withdrawal of bid during this interval
may result in the forfeiture of Bidder’s EMD.

2.7 Opening of bids

2.7.1 Opening of bids

The bid submitted after due date and time shall not be considered for opening & further evaluation,
irrespective of the circumstances.

Bid opening shall take place through the e-procurement portal. Online proposals submitted along
with EMD and cost of bid document shall be considered for bid opening as per the schedule
mentioned in “Bid Data Sheet”.

In case of the date specified for the opening of bids being declared as a holiday for the purchaser,
the due date for the opening of bids will be the following working day at the appointed time.

In case of EMD is not received as per required terms, the bid submitted at e-procurement portal
would be rejected.

A maximum of two representatives from each Bidder Organization would be allowed to attend the
“Bid Opening Meeting”. The Bidder’s representatives, who may choose to attend the meeting,
shall refer to the schedule mentioned in “Bid Data Sheet” or the date & time communicated by the
purchaser through website https://etender.up.nic.in .

2.7.2 Preliminary examination of bids

During bid opening, preliminary scrutiny of bid documents will be made to determine - whether
the documents are complete and in order and whether required EMD has been furnished.

Prior to the detailed evaluation, the purchaser will determine substantial responsiveness of each
bid to the bidding documents. A substantially responsive bid is one, which confirms to all terms &
conditions of bidding documents without any deviation (refer Form 2 to Form 4).

Bid not conforming to such preliminary requirements will be prima facie rejected.
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To assist in the scrutiny, evaluation and comparison of proposals / bids, the purchaser may, at its
discretion, ask some or all the Bidder(s) for clarification of their proposals on any of the points
mentioned therein and the same may be sent through email, facsimile.

No change in the prices or substance of bid shall be sought, offered, or permitted by the purchaser
during evaluation of bids.

2.8 Evaluation of bids

2.8.1 Methodology for technical and financial evaluations

To evaluate the bids, the purchaser shall formulate a Bid Evaluation Committee (BEC) (also
referred to as “Evaluation Committee”). The Evaluation Committee shall evaluate Technical and
Financial bids as per the following process:

1. Evaluation Committee will evaluate and compare the bids that have been determined to
be substantially responsive.

2. Evaluation Committee shall review the Technical Proposal along with Eligibility Criteria.
To assist in the examination, evaluation, and comparison of the bids, and qualification of
Bidder(s), the Evaluation Committee may, at its discretion, ask any Bidder for a clarification
of its bid.

3. Only those Bidder(s) who qualify the eligibility criteria will be evaluated for technical
evaluation. Bidder(s) who do not qualify for the eligibility criteria, their technical bids and
financial bids will not be evaluated.

4. In case of no response by the Bidder in relation to any of requirements in contents of
Technical Bid, no marks will be assigned for the same.

5. Technical Bid of the Bidder shall be opened and evaluated for acceptability of Techno-
functional requirements, deviations and technical suitability, followed by a technical
presentation by the Bidder.

6. Bidder(s), whose bids are responsive and score minimum 70% of total technical marks
(minimum threshold marks for technical qualification), would be considered as technically
qualified.

7. Only those Bidder(s) who cross the threshold level of Technical Evaluation and adhere to
the purchaser technical requirements shall be considered for the next stage i.e. Financial
Evaluation.

8. In case of any discrepancy, the Bid Evaluation Committee (BEC) reserves the right to
reject any bid submitted by Bidder after due assessment of the bid documents.
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2.8.2 Eligibility Criteria

The below table depicts the eligibility criterias for selection of Bidder.

SN Eligibility Criteria Applicability Supporting documents
required

1 Legal Entity

- Bidder should be a company registered
under the provisions of the Indian
Companies Act, 1956/2013 or a
partnership firm registered under the
Indian Partnership Act, 1936 or the
Limited Liability Partnerships Act, 2008

- Bidder should be registered with the
Tax Authorities

 - Bidder should have been operating for
the last five years.

Single Bidder –
Bidder

Consortium – All
consortium members
individually

Certificates of
incorporation

and

Registration Certificates
(GSTIN)

2 Debarment / Blacklisting

Bidder should not be under a declaration
of in-eligibility for corrupt, fraudulent or
any other unethical business practices
and should not be debarred or
blacklisted by any State Government /
Central Government / PSU for any
reason, during previous 3 years from the
date of submission of bid. The bidder or
any of its directors should not have been
convicted of a cognizable offence by any
court of law with imprisonment for a term
exceeding one year.

Single Bidder –
Bidder

Consortium – All
consortium members
individually

A notarized affidavit on
stamp paper of INR
100/- by authorized
signatory (sample format
is provided in section –
‘Forms’ of this RFP)

3 Sales Turnover

Average annual sales turnover of last 3
financial years (FY 2016-2017, FY
2017-2018, FY 2018-2019) should be at
least INR 150 crores.

Single Bidder –
Bidder

Consortium – All
consortium members
jointly

Certificate from the
Statutory Auditor &
Audited financial
statements for FY 2016-
2017, FY 2017-2018, FY
2018-2019

4 Net Worth

Bidder should have a positive net worth
in each of last 3 financial years (FY

Single Bidder –
Bidder

Certificate from the
Statutory Auditor
specifying the positive
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SN Eligibility Criteria Applicability Supporting documents
required

2016-2017, FY 2017-2018, FY 2018-
2019).

“Net worth” of the bidder, as defined
under Companies Act 2013 as may be
amended from time to time, means – the
aggregate value of the paid-up share
capital and all reserves created out of
the profits and securities premium
account, after deducting the aggregate
value of the accumulated losses,
deferred expenditure and miscellaneous
expenditure not written off, as per the
audited balance sheet, but does not
include reserves created out of
revaluation of assets, write-back of
depreciation and amalgamation

Consortium – All
consortium members
individually

value of net worth for
each financial year

5 Technical Capability

Bidder should have successfully
implemented (completed/ongoing) at
least one e-Governance project for
software development & maintenance
for work-flow based IT applications /
integrated system with State or Centre
Government, of value more than INR 25
crore.

The work order/agreement for such
project should have been issued within
last 7 years, from date of submission of
bid. The ongoing project should have
completed the state-wide go-live phase.

Single Bidder –
Bidder

Consortium – One of
consortium member

Completion certificates
from the client;

or

Work Order + Self
certificate of completion
(Certified by the
statutory auditor);

or

Work Order + Phase
completion certificate (for
ongoing projects) from
the client

6 Technical Capability

Bidder should have successfully
completed full/state wide go-live of at
least one project for supply, installation
and operations & maintenance of POS
devices (POS / mobile terminals /
handheld scanner devices / AEBAS).
Total number of POS devices supplied

Single Bidder –
Bidder

Consortium – One of
consortium member

Completion certificate(s)
from the client + Letter of
authorization from OEM*

or

Work Order + Self
certificate of completion
(Certified by the statutory
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SN Eligibility Criteria Applicability Supporting documents
required

for such single project should be more
than 10 thousand.

The work orders / agreement for such
project should have been issued within
last 7 years, from date of submission of
bid.

In case of full/state wide go-live project,
the supply & installation of more than 10
thousand POS devices should be
completed successfully and be in the
operations & maintenance phase as on
the date of submission of bid.

auditor) + Letter of
authorization from OEM*

*If bidder is an OEM,
“self-certificate (certified
by the statutory auditor)”
shall be required in place
of “letter of authorization”

7 Availability of Key Manpower
Resources

Bidder should have requisite number of
key manpower resources meeting the
minimum qualification & experience
requirements as specified in ‘Technical
Bid Evaluation Criteria’.

Single Bidder –
Bidder

Consortium – One of
consortium member

Self-certificate by
authorized signatory
(sample format is
provided in section –
‘Forms’ of this RFP)

and

CV (sample format is
provided in section –
‘Forms’ of this RFP)



Page 24 of 324
Draft

2.8.3 Technical Bid Evaluation Criteria

The technical evaluation shall be based on the following parameters and associated marks.

SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

1 Industry Standard Certification (5 Marks)

1A CMMI certification for software
services/development
organizations

CMMI Level 5 5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

Copy of certificate

CMMI Level 4 4

CMMI Level 3 3

CMMI Level 2 2

2 Relevant Experience (60 Marks)

2A Experience of successful
implementation of eGovernance
project for software development
& maintenance for work-flow
based IT applications / integrated
system with State or Centre
Government, of value more than
INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have

More than 3 projects: 20 marks 20 Single Bidder
– Bidder

Consortium –
One of
consortium
member

Completion certificates
from the client

or

Work Order + Self
certificate of completion
(Certified by Statutory
Auditor)

or

Work Order + Phase
completion certificate (for
ongoing projects) from
the client

3 projects: 15 marks 15

2 projects: 10 marks 10

1 project: 5 marks 5
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

completed the state-wide go-live
of all software modules.

2B Experience of successful
implementation of project
related to integrated end to end
supply chain management
(management of flow of goods
and services which involves the
movement and storage of raw
materials, work-in-process
inventory, and of finished goods
from point of origin to point of
consumption) across the
Government or Private sector, of
value more than INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
phase.

More than 2 projects: 15 marks 15 Single Bidder
– Bidder

Consortium –
One of
consortium
member

Completion certificates
from the client

or

Work Order + Self
certificate of completion
(Certified by Statutory
Auditor)

or

Work Order + Phase
completion certificate (for
ongoing projects) from
the client

2 projects: 10 marks 10

1 project: 5 marks 5

2C Experience of successful
implementation of project for
software development &
maintenance related automation
of core excise functions of State

2 projects: 10 marks 10 Single Bidder
– Bidder

Consortium –
One of

Completion certificates
from the client

or

Work Order + Self
certificate of completion

1 project: 5 marks 5
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

Excise Department, of value
more than INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
of all software modules.

consortium
member

(Certified by Statutory
Auditor)

or

Work Order + Phase
completion certificate (for
ongoing projects) from
the client

2D Experience of project for supply,
installation and operations &
maintenance of POS devices
(POS / mobile terminals /
handheld scanner devices /
AEBAS). Number of POS
devices supplied per project
should be more than 2500.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
phase.

More than 2 projects: 15 marks 15 Single Bidder
– Bidder

Consortium –
One of
consortium
member

Completion certificates
from the client + Letter of
authorization from OEM*

or

Work Order + Self
certificate of completion
(Certified by Statutory
Auditor) + Letter of
authorization from OEM*

or

Work Order + Phase
completion certificate (for
ongoing projects) from
the client + Letter of
authorization from OEM*

* If bidder is an OEM, “self-
certificate (certified by the

2 projects: 10 marks 10

1 project: 5 marks 5
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

statutory auditor)” shall be
required in place of “letter
of authorization”

3 Approach & Methodology (10 Marks)1

3A Understanding of the purchaser’s
requirements and Approach &
Methodology (A&M) to perform
the work in this project

Qualitative assessment based
on the following parameters:

o Understanding of objectives
of the project, key issues &
improvement areas of UP
Excise supply chain (1
mark)

o Bidder’s approach and
methodology to complete
scope of work (1 mark)

o The solution proposed and
its components – technical
& functional, technologies
used and its scalability &
modularity/
responsiveness, ease of
change (2 marks)

o Risk assessment &
mitigation strategy

7 Single Bidder
– Bidder

Consortium –
All consortium
members
jointly

Detailed note (covering
all parameters) in
Technical Proposal

and

Presentation by Bidder
to Purchaser

1Marks shall be assigned by Purchaser’s evaluation committee on various aspects of A&M through technical presentation by SI and considering the explanation
provided to the queries of committee members during the presentation. Simple average of assigned marks on various aspects covered under A&M to be considered
for calculation.
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

considering learnings from
past experiences (1 mark)

o Enhancement or
innovativeness (1 mark)

o Change management &
capacity building (1 mark)

3B Project work break down
structure

Qualitative assessment based
on the following parameters:

o Workplan for adherence to
project timelines (1 mark)

o Manpower resources model
– onsite/offsite (1 mark)

o Mapping of activities with
project milestones &
implementation timelines (1
mark)

3 Single Bidder
– Bidder

Consortium –
All consortium
members
jointly

Detailed note (covering
all parameters) in
Technical Proposal

and

Presentation by Bidder
to Purchaser

4 Manpower Resource Profiles (25 Marks)

(Key resources* to be deployed fulltime at Purchaser’s office during tenure of project)

4A Project Manager – 1 resource

(maximum 5 marks)

Minimum qualification &
experience:

o BE/B.Tech/MCA

Meeting below requirements:

o MBA and BE/B.Tech/MCA

o PMP/Prince 2 / other relevant
certification

o Minimum 10 years of total
experience

5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

CV (sample format is
provided in section –
‘Forms’ of this RFP)

and

Copy of documents to
ensure the direct payroll
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

o Minimum 10 years of total
experience

o Must have project
management experience of 2
IT implementation projects

o Languages known (read,
write and speak): Hindi and
English

o Project management
experience of more than 2 IT
implementation projects

o Must have experience of
managing/implementing one
State Excise e-Governance
project

o Languages known (read,
write and speak): Hindi and
English

of key resource with
bidder organization
(Company ID Card, EPF
number, PAN)

Meeting minimum qualification &
experience requirements

3

4B Excise Domain Expert – 1
resource

(maximum 5 marks)

Minimum qualification &
experience:

o Graduate or Post Graduate
degree

o Minimum 7 years of total
experience in State Excise
domain

o Knowledge of Excise Acts /
rules / procedures, and
Excise supply chain

Meeting below requirements:

o Post Graduate degree

o More than 10 years of
experience in State Excise
domain

o Experience of managing at
least one ICT project for
State Excise domain

o Knowledge of Excise Acts /
rules / procedures, and
Excise supply chain

5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

CV (sample format is
provided in section –
‘Forms’ of this RFP)

and

Copy of documents to
ensure the direct payroll
of key resource with
bidder organization
(Company ID Card, EPF
number, PAN)

Meeting minimum qualification &
experience requirements

3
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

4C Application Architect – 1 resource

(maximum 5 marks)

Minimum qualification &
experience:

o BE/B.Tech/MCA

o Minimum 7 years of total
experience across – design
the application / solution
architecture, development of
IT applications for large scale
projects

o Experience of 2 projects
across design & development
of e-Governance applications

Meeting below requirements:

o BE/B.Tech/MCA

o Relevant certification

o More than 10 years of total
experience across – design
the application / solution
architecture, development of
IT applications for large scale
projects

o Experience of more than 2
projects across design &
development of e-
Governance applications

5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

CV (sample format is
provided in section –
‘Forms’ of this RFP)

and

Copy of documents to
ensure the direct payroll
of key resource with
bidder organization
(Company ID Card, EPF
number, PAN)

Meeting minimum qualification &
experience requirements

3

4D ICT Specialist – 1 resource

(maximum 5 marks)

Minimum qualification &
experience:

o BE/B.Tech/MCA

o Minimum 7 years of total
experience across – design &
implementation of data centre
/ disaster recovery centre, ICT
infrastructure, define &
implement database &

Meeting below requirements:

o BE/B.Tech/MCA

o Relevant certifications

o More than 10 years of
experience across – design &
implementation of data
centre / disaster recovery
centre, ICT infrastructure,
define & implement database
& security policies, cloud
computing technologies

5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

CV (sample format is
provided in section –
‘Forms’ of this RFP)

and

Copy of documents to
ensure the direct payroll
of key resource with
bidder organization
(Company ID Card, EPF
number, PAN)
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SN Particulars Scoring Criteria Marks Applicability Supporting documents
required

security policies, cloud
computing technologies

o Experience of 2 IT
implementation projects
where third-party cloud
DC/DR was integral part of
project

o Experience of more than 2 IT
implementation projects
where third-party cloud
DC/DR was integral part of
project

Meeting minimum qualification &
experience requirements

3

4E Business Analyst – 1 resource

(maximum 5 marks)

Minimum qualification &
experience:

o BE/B.Tech/MCA

o Minimum 7 years of total
experience across IT
implementation projects

o Experience as Business
Analyst of 2 projects

Meeting below requirements:

o MBA/M.Tech with BE/B.Tech
/MCA

o Relevant certification
o More than 10 years of

experience across IT
implementation projects

o Experience as Business
Analyst of more than 2
projects

o Must have experience of one
State Excise e-Governance
project

5 Single Bidder
– Bidder

Consortium –
One of
consortium
member

CV (sample format is
provided in section –
‘Forms’ of this RFP)

and

Copy of documents to
ensure the direct payroll
of key resource with
bidder organization
(Company ID Card, EPF
number, PAN)

Meeting minimum qualification &
experience requirements

3

Total marks for technical evaluation = 100
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2.8.4 Financial Bid Evaluation & selection of Bidder

1. The Bidder must score minimum 70 marks in technical evaluation to qualify for
financial evaluation.

2. The financial bids of only those Bidders who have been qualified in technical
evaluation will be opened in presence of their representatives, who may choose to
attend the meeting on specified date, time & address mentioned in “Bid Data Sheet”.

3. If a Bidder quotes NIL or ‘0’ charges, the bid shall be treated as non-responsive and
will be declared as disqualified.

4. The Bidder is required to quote an all-inclusive single “Per Bottle Transaction Rate”
and applicable GST for services.

X = [Y + applicable GST on Y]

Y = Per Bottle Transaction Rate exclusive of GST (applicable for services)

X = Per Bottle Transaction Rate inclusive of GST (applicable for services)

The values of “Y” and applicable GST on “Y” should be quoted separately in
commercial proposal.

5. The “Per Bottle Transaction Rate” shall be quoted entirely in Indian Rupees and would
be inclusive of all applicable direct or indirect taxes (central or state or local), rates,
duties, charges and levies (central or state or local), as per scope & requirements listed
in RFP.

6. Any conditional bid would be rejected.

7. If there is a discrepancy between words and figures, the amount in words will prevail.

8. The Bidder, who has submitted the lowest financial bid i.e. “X”, shall be selected as
the L1 and shall be called for further process leading to the award of the project.

9. If there are two or more Bidders having the same value in financial bid i.e. “X”, the
Bidder securing the highest technical score will be adjudicated as the “Highest
Responsive Bid” and will be given preference for the project, leading to the award of
the project.

10. A confirmation on the financial quote i.e. “X” will be sought from L1 Bidder. If L1 Bidder
fails to accept the financial quote, the bid of L1 Bidder will be treated as cancelled.
EMD of such defaulting Bidder will be forfeited. In such a scenario, a price confirmation
from the L2 Bidder will be sought to match the financial quote of L1.

11. If both L1 & L2 Bidders fails to accept the financial quote, the bid process will be treated
as cancelled and the purchaser will move ahead with re-bid process.

12. The bidders are required to submit the detailed financials (used for calculation of “Y”),
as per the formats prescribed in section ‘Forms’ of this RFP. Based on the lowest of
price values quoted by all bidders for a component / device, the unit price per
component / device will be discovered by department for their record and purpose, as
deemed appropriate by the department. The list of unit prices will be conveyed to
selected bidder (System Integrator) at the time of issuance of work order and will be
binding on the selected bidder for the tenure of project.
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13. All devices provided by SI will be property of department and will be covered under the
terms & conditions (e.g. SLAs, warranty etc.) of this RFP.

2.8.5 Contacting the Purchaser or its Appointed Project
Management Consultant

No Bidder shall contact the purchaser or its appointed project management consultant on any
matter relating to its bid, from the time of bid opening to the time of contract is awarded. If
Bidder wishes to bring additional information to notice of purchaser, same should be
communicated in writing. The purchaser reserves its right as to whether such additional
information should be considered or otherwise.

Any effort by a Bidder to influence the purchaser (Official / staff) or its nominated consultants,
in its decision on bid evaluation, bid comparison or award of contract, may result in
disqualification of the Bidder’s bid and forfeiture of EMD.

2.9 Bid rejection criteria
Besides other conditions and terms mentioned in the RFP document, bids may be rejected
under following circumstances:

i) General Rejection Criteria

a. Bids submitted without or improper EMD

b. Bids not received/submitted as per the modes defined in ‘bid data sheet’

c. Bids which do not confirm unconditional validity of the bid as prescribed in RFP
document & its further addendum(s)

d. If the information provided by bidder is found to be incorrect / misleading at any stage
/ time during the tendering process

e. Any effort on the part of a bidder to influence the bid evaluation, bid comparison or
contract award decisions

f. Bids received after the last date and time for receipt of bids prescribed as per ‘bid data
sheet’

g. Bids without letter of power of authorization and any other document consisting of
adequate proof of the eligibility/ability of the signatory to bind the bidder

ii) Technical Rejection Criteria

a. Technical bid containing commercial details

b. Revelation of prices in any form or by any reason before opening the financial bid

c. Failure to furnish all information required by RFP document & its further addendum(s)
or submission of a bid not substantially responsive to the RFP in every respect

d. Bidder not quoting for the complete scope of work as indicated in the RFP document
& its further addendum(s) and any subsequent information given to the bidder

e. If the bid does not confirm to the timelines indicated in the RFP

iii) Commercial Rejection Criteria

a. Incomplete financial bid
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b. Financial bid that do not conform to the RFP’s financial bid format or not supported
with the break-up of total quote as per the forms prescribed in RFP

c. Total lump sum price quoted by the bidder does not include all statutory taxes, duties
and levies applicable and GST

d. The values of “Y” and applicable GST on “Y” are not quoted separately in commercial
proposal

2.10 Award of contract

2.10.1 Post-qualification

An affirmative determination based lowest financial bid i.e. “X” will be a prerequisite for the
award of contract to Bidder. A negative determination will result in rejection of L1 bidder, and
in such event the purchaser will proceed to L2 bidder on the rate quoted by L1 bidder to make
a similar determination of bidder’s capabilities to perform the contract satisfactorily.

2.10.2 Award criteria

The purchaser will award the contract to successful Bidder decided as per the evaluation
procedure mentioned in sub-section ‘Evaluation of Bids’.

2.10.3 Purchasers’ right to accept or reject bid

The purchaser reserves the right to accept or reject any bid, or to cancel bidding process and
reject all bids at any time prior to award of Contract, without thereby incurring any liability to
the affected Bidder or Bidders or any obligations to inform the affected Bidder or Bidders of
the grounds for purchaser’s action.

2.10.4 Notification of award

Prior to expiration of period of bid validity, the purchaser will notify successful Bidder in writing
that the bid has been accepted & awarded. The notification of award will constitute the
formation of Contract.

2.10.5 Signing of contract

The contract between purchaser and successful Bidder shall be signed within 15 days of
issuance of work order / letter of award. The contract will be effective from date of issuance of
work order.

2.10.6 Performance security

Within 15 days of date of issuance of work order, the successful Bidder shall furnish
performance security in accordance with terms & conditions of RFP/contract, as per the format
provided in the RFP.

2.10.7 Corrupt or fraudulent practices

The purchaser requires that each Bidder under this RFP must observe highest standards of
ethics during the procurement and execution of contract. In pursuance of this, the purchaser
defines the terms set forth as follows:

o “Corrupt practice” means the offering, giving, receiving or soliciting of anything of value
to influence action of the purchaser (official/staff) or nominated consultants in
procurement process or award of contract or in contract execution;
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o “Fraudulent practice” means a misrepresentation of facts to influence the award of
contract or procurement process or an execution of a contract to the detriment of
purchaser and includes collusive practice among Bidders (prior to or after bid
submission) designed to establish bid prices at artificial nonȤcompetitive levels and to
deprive purchaser of the benefits of free and open competition.

o In the event of corrupt practice and fraudulence in addition to penal action as per the
terms and conditions of the contract, legal action shall also be initiated against the
concerned Bidder.

The purchaser shall reject a bid for award if it determines that the Bidder
recommended/selected for award has engaged in corrupt or fraudulent practices or was black-
listed by any of Government Department/PSU across India.

The purchaser shall suspend the award of contract/blacklist the Bidder if prima-facie it is
established that the Bidder had engaged in corrupt or fraudulent practices in competing for
the contract in question.

The purchaser shall declare a Bidder ineligible & black-listed after giving opportunity of being
heard, either indefinitely or for a stated period, to be awarded a contract if it at any time
determines that the Bidder has engaged in corrupt and fraudulent practices in competing for,
or in execution of contract.
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3. Section B: General Conditions of Contract (GCC)
The contract between purchaser and successful Bidder shall be signed within 15 days of
issuance of work order / letter of award. The contract will be effective from date of issuance of
work order.

In exceptional circumstances, on request of the successful Bidder in writing for extension, the
purchaser reserves the right to grant an extension for appropriate period after getting satisfied
with the reasons given.

In addition to terms and conditions being mentioned here under, all terms and conditions of
the RFP and corrigendum(s) issued will also be applicable for the contract.

On failure of execution of contract by the successful Bidder, the EMD furnished will be
forfeited.

3.1 Definitions
In this RFP / Contract, the following terms shall be interpreted as below:

1. “Bidder” means the party who will be offering the solution(s), service(s) and /or
materials or both as required in the RFP. The word ‘Bidder’ when used in the pre-
award period shall be synonymous with parties bidding against this RFP, and when
used after award of the Contract shall mean the successful party with whom the
purchaser signs the agreement for this project.

2. “Bid document” and “RFP” are the same

3. “Contract” means the contract agreement entered between the purchaser and the
successful bidder, including all the attachments & appendices/forms thereto and all
documents incorporated by reference therein. The contract agreement and the
contract documents shall constitute the Contract, and the term “the Contract” shall in
all such documents be construed accordingly.

4. “Contract price” means the price payable to Bidder under the contract for fulfilment of
its contractual obligations

5. “GCC” means the General Conditions of Contract contained in this section

6. “Licensee” means any person or entity (Retail Shop / Wholesale / Bond warehouse /
Brewery / Distillery / Sugar Mill / Restaurant / Hotel & Bar) holding or possessing any
license / permit / pass under UP Excise Act 1910 / Allied Rules / UP Molasses Control
Act 1964

7. “Purchaser” means the Department of Excise, Government of Uttar Pradesh (UP),
availing the service or goods or both from the Bidder

3.2 Applicability of general conditions
The general conditions shall apply to the extent that provisions in other parts of contract do
not supersede them.

3.3 Use of contract documents and information
1. The selected Bidder shall not, without purchaser’s prior written consent, disclose the

contract, or any provision thereof, or any solution, architecture, specification, plan,
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drawing, pattern, sample or information furnished by or on behalf of the in connection
therewith, to any person other than a person employed by selected Bidder in
performance of the contract. Disclosure to any such employed person shall be made
in confidence and shall extend only as so far as may be necessary for purposes of
such performance.

2. The selected Bidder shall not, without purchaser’s prior written consent, make use of
any document or information enumerated in GCC clause 3.3.1 except for purposes of
performing the contract.

3. Any document, other than the contract itself, enumerated in GCC clause 3.3.1, shall
remain the property of the purchaser.

3.4 Patent rights, copyright
The selected Bidder shall indemnify purchaser against all thirdȤparty claims of infringement of
copyright, patent, trademark or industrial design rights arising from use of the solution or any
part thereof in India.

When the selected Bidder will develop solution for the purchaser, then the copyright/IPR of
that customized solution will be with the purchaser. The selected Bidder cannot sell or use
(fully/partly) that customised solution/software/modules or its related information for other
customers without written consent from purchaser.

In the event of any claim asserted by a third party of infringement of copyright, patent,
trademark or industrial design rights arising from the use of the goods/software or any part
thereof by purchaser, the selected Bidder shall act expeditiously to extinguish such claim. If
selected Bidder fails to comply and the purchaser is required to pay compensation to a third
party resulting from such infringement, the selected Bidder shall be responsible for
compensation including all expenses, court costs and lawyer fees. The purchaser will give
notice to selected Bidder of such claim, if it is made, without delay.

3.5 Acceptance testing
The purchaser or its nominated project management consultant shall have the right to
inspect/evaluate and/or to test the solution/software/modules to confirm their conformity to
RFP/contract specifications at no extra cost to purchaser, if needed by purchaser during the
period of contract. The type of tests which may be performed by purchaser or its nominated
consultants, are listed below:

o Functional testing

o Load testing

o Performance & Security testing

o Other testing (based on project requirements)

3.6 Performance Security
The selected Bidder must furnish a security deposit to guarantee its performance in
accordance with terms & conditions of RFP/contract.

The selected Bidder must submit Performance Bank Guarantee @ 5% of total contract value
(value of contract will be calculated based on the lowest “X” i.e. Per transaction bottle rate
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quoted by SI, and the same will be conveyed to SI at the time of issuance of work order) within
15 days of the date of issuance of the work order. PBG should be issued from any of the
scheduled commercial bank in India, in favour of “Excise Commissioner, Uttar Pradesh Excise
Department” payable at Lucknow.

Performance Bank Guarantee should be valid for a period of minimum 30 days beyond the
validity of contract period. The draft template of Performance Bank Guarantee is provided at
“Section F: Forms’’ of this RFP.

The Performance Security will be discharged/returned by purchaser and returned to selected
Bidder on completion of the Bidder’s performance obligations under RFP/contract.

In the event of any contract amendment, the selected Bidder shall, within 30 days of issuance
of such amendment, furnish the amendment to Performance Security, rendering the same
valid for duration of contract, as amended for further period.

No interest shall be payable on PBG amount. Performance Security shall be payable to
purchaser as compensation for any failure of selected Bidder to complete its obligations under
the RFP/contract. The purchaser shall notify the Bidder in writing of the exercise of its right to
receive the compensation within 14 days, indicating the contractual obligation(s) for which the
Bidder is in default.

The purchaser may invoke the PBG for any kind of recoveries, in case; the recoveries from
the selected Bidder exceed the amount payable to selected Bidder.

3.7 Duration of project
The project shall remain in force for 1+5 years from date of signing of contract with provisions
as mentioned in section for ‘Suspension & Termination’. The contract may be extended further
to a minimum duration of one year, based on same terms & conditions of RFP, mutually agreed
by the purchaser and selected Bidder.

3.8 Prices
The prices payable to selected Bidder shall remain firm and fixed during the performance of
contract. The prices quoted should not be conditional/optional; as the bid comprising of
conditional/optional prices are liable to be rejected outright.

3.9 Taxes and Duties
The Bidder is required to quote an all-inclusive single “Per Bottle Transaction Rate” and
applicable GST for services.

X = [Y + applicable GST on Y]

Y = Per Bottle Transaction Rate exclusive of GST (applicable for services)

X = Per Bottle Transaction Rate inclusive of GST (applicable for services)

The values of “Y” and applicable GST on “Y” should be quoted separately in commercial
proposal.

The “Per Bottle Transaction Rate” shall be quoted entirely in Indian Rupees and would be
inclusive of all applicable direct or indirect taxes (central or state or local), rates, duties,
charges and levies (central or state or local), as per scope & requirements listed in RFP.
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Any increase in rates of all applicable direct or indirect taxes (central or state or local), rates,
duties, charges and levies (central or state or local), will be borne by the bidder.

In case of change in rate of GST applicable on “Y” for providing the services under existing
law or change in law, appropriate parties shall be passed the benefit of same.

Department shall be entitled to deduct withholding taxes, levies, cess, duties, etc. from the
amount due and payable to the SI, wherever applicable as per the applicable laws. The SI
shall pay all applicable taxes in connection with the services including but not limited to
property, sales, use, excise duties, levies, goods and, consumption and other similar taxes or
duties.

In event of any increase or decrease of taxes, applicable to payment from the department to
SI, due to any statutory notifications during the term/tenure of agreement, the increase or
decrease rate of taxes shall be to the account of SI, other than GST applicable for services.

The bidders are required to submit the detailed financials (used for calculation of “Y”), as per
the formats prescribed in section ‘Forms’ of this RFP.

3.10 Consortium Criteria
1. Bids from Consortium are acceptable subject to fulfilling the eligibility criteria, however

the Consortium shall consist of maximum 3 members. The lead member will be
authorized by all other members of the Consortium. The members of the Consortium
shall enter into an agreement for submitting a bid which should be duly notarized. The
agreement shall convey the intent to form a Consortium which meets the requirements
of this RFP, clearly mentioning the roles and responsibilities of each member.

2. In case of Consortium, the Lead member, who is responsible for performing a key
function in contract management or is executing a major component of the proposed
contract, shall be nominated as being in charge during the bidding periods and, in the
event of a successful bid, during contract execution. The Lead member shall be
authorized to incur liabilities and receive instructions for and on behalf of any and all
members of the consortium; by submitting a power of attorney signed by legally
authorized signatories of all the members.

3. In case of Consortium, all members of the consortium shall be liable, jointly and
severally, during the bidding process and for the execution of the contract in
accordance with the contract terms, and a statement to this effect shall be included in
the authorization by all members. The bid shall be signed to legally bind all members,
jointly and severally.

4. The bidder or members of Consortium shall not be considered for bid evaluation if it
has been:

o Convicted of a cognizable offence by any court of law with imprisonment for a
term exceeding one year; or

o Imposed a penalty of rupees one crore or more for violation of the provisions
of the Foreign Exchange Regulation Act, 1973 (46 of 1973) (since repealed) or
the Foreign Exchange Management Act, 1999 (42 of 1999); or

o Detained under the National Security Act, 1980 (65 of 1980) or the Narcotic
Drugs and Psychotropic Substances Act, 1985 (61 of 1985); or

o Found to be associated in any manner with an organized crime syndicate or its
associate or with any Association declared unlawful under the Unlawful
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Activities (Prevention) Act, 1967 (37 of 1967) or any other law for the time being
in force; or found to be connected with activities prejudicial to the National
Security,

o Accused of fraud or misconduct with any other State Government or Central
Government, in performing his contract.

5. The response by the bidder or Consortium to the RFP is liable for rejection, if
information provided is found to be false at any stage during evaluation of bids and
subsequently during the execution of the contract.

6. The bidder or Consortium must clear all stages of the bid process as mentioned
subsequently in this RFP document.

7. The bidder and each member of Consortium are not allowed to participate in more than
one (1) bid.

List of services where Consortium is allowed, is cited in next sub-section.

3.11 Sub-contracting
The bidder shall not be permitted to appoint any delegate/subcontractor for the performance
of bidder services under this RFP, except for the following services:

SN Component
Lead

Bidder
Consortium

Sub
Contract

1 PoS Devices Yes Yes No

2 Connectivity (SIM Cards) Yes Yes Yes

3 Handheld Scanners (for QR code / Barcode) Yes Yes No

4 CCTV Surveillance System Yes Yes No

5 GPS/GPRS enabled Vehicle Tracking
System

Yes Yes Yes

6 Digi-locks / Smart-locks Yes Yes Yes

7 Geo-fencing of vehicle routes and licensee
premises

Yes Yes Yes

8 Barcode & QR coded secured Excise labels
(stationary only)

Yes Yes Yes

9 Centralized Command Room Yes Yes No

10 Mobile Tablets for Officers Yes Yes Yes

11 Centralized Helpdesk Yes Yes Yes

12 Mobile Apps Yes Yes No

13 Software Modules Yes Yes No

14 Cloud Services Yes Yes Yes
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SN Component
Lead

Bidder
Consortium

Sub
Contract

15 Change management & Training Yes Yes Yes

16 Technical Support Manpower Services Yes Yes Yes

The support of OEMs only for certain tasks limited to installation / deployment, commissioning
& maintenance support related to their respective product / equipment is permitted. However,
this shall not affect the responsibilities and liabilities of System Integrator towards the
purchaser under the RFP/contract.

3.12 Completeness of contract
The contract will be deemed as incomplete if any component of the solution (software/
hardware), handholding, training, etc. or any documentation relating thereto is not delivered,
or is delivered but not installed and/or not operational or is not performing as per the agreed
terms or in any other way is unacceptable to the purchaser even after acceptance testing /
examination. In such an event, the contract will be termed as incomplete. The solution
(software/ hardware) will be accepted by the purchaser after successful commissioning and
satisfactory functioning as per the terms & conditions of RFP/Contract.

3.13 Amendment
No provision of contract shall be changed or modified in any way (including this provision)
either in whole or in part except by an instrument in writing made after the date of this contract
and signed on behalf of all the parties and which expressly states to amend the present
contract.

3.14 Delay in Bidder’s performance
The selected Bidder will complete all its milestones in accordance with time schedule specified
in RFP/contract.

If at any time during performance of contract, the selected Bidder encounter conditions
impeding timely completion of milestones, the selected Bidder shall promptly notify purchaser
in writing of the fact of delay, its likely duration and its cause(s). As soon as practicable after
receipt of Bidder’s communication, the purchaser shall evaluate the situation and may, at its
discretion, extend the Bidder’s time for performance with or without a penalty, in which case
the extension shall be ratified by both parties by amendment of the contract. Any such
extension of time limit, even if it is due to unforeseen circumstances beyond control of both
the Bidder and purchaser, shall be at no extra cost to the purchaser.

3.15 Force Majeure
Force Majeure would include natural and unavoidable catastrophe that interrupts the expected
course of events. For purposes of this clause, “Force Majeure” means an event beyond the
control of both the parties (Bidder and purchaser) and not involving both parties and not
involving fault of both parties and negligence and not foreseeable. Such events may include,
but are not restricted to, instances of, wars or revolutions, fires, floods, epidemics, quarantine
restrictions and freight embargoes which would have an impact on both the parties.
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If a Force Majeure situation arises, the any of parties shall promptly notify the other in writing
of such conditions and the cause thereof. Unless otherwise directed by, the Bidder shall seek
all reasonable alternative means for performance not prevented by the Force Majeure event.

The purchaser may also discuss the issue with the Bidder and revise the existing timelines
for project.

If the Bidder does not complete the project implementation in accordance with revised
timelines, the purchaser will have option to invoke the PBG and/or terminate the contract. If
an event of Force Majeure continues for a period of sixty (60) days or more, the parties may,
by mutual-agreement, terminate the contract without either party incurring any further liabilities
towards the other with respect to contract, other than to effect payment for services or goods
or both already delivered or performed.

The Force Majeure circumstances and events shall include the following events to the extent
that such events or their consequences (it being understood that if a causing event is within
the reasonable control of the affected party, the direct consequences shall also be deemed to
be within such party's reasonable control) satisfy the appropriate definition as per this
agreement. Without limitation to the generality of the foregoing, the Force Majeure event shall
include the following classes of events and circumstances and their effects:

1. Natural events (“Natural Events”) to the extent they satisfy the foregoing requirements
including:

- Any material effect on the natural elements, including lightning, fire, earthquake,
cyclone, flood, storm, tornado, or typhoon;

- Explosion or chemical contamination (other than resulting from an act of war);

- Epidemic such as plague;

- Any event or circumstance of a nature analogous to any of the foregoing

2. Other events (Political Events) to the extent that they satisfy the foregoing
requirements including:

- Act of war (whether declared or undeclared), invasion, armed conflict or act of
foreign enemy, blockade, embargo, revolution, riot, insurrection, civil commotion,
act of terrorism or sabotage;

- Any act of Government

- Strikes, work to rules, go-slows which are either widespread, nation-wide, or state-
wide and are of political nature;

- Any event or circumstance of a nature analogous to any of the foregoing

3.16 Limitation of liability
In no event shall either party be liable for any indirect, incidental, consequential, special or
punitive loss or damage including but not limited to loss of profits or revenue, loss of data,
even if the party shall have been advised of the possibility thereof. In any case, the aggregate
liability of selected Bidder, whatsoever and howsoever arising, whether under the contract,
tort or other legal theory, shall not exceed the total charges received as per contract, as of the
date such liability arose, from the purchaser, with respect to services or goods or both supplied
under this contract, which gives rise to the liability.
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The liability of either Party (whether in contract, tort, negligence, strict liability in tort, by statute
or otherwise) for any claim in any manner related to this RFP/Contract, including the work,
deliverables or services covered by this RFP/Contract, shall be the payment of direct damages
only which shall in no event exceed one time the total contract value (notional value of contract
will be conveyed by the purchaser to SI at the time of issuance of work order) to payable under
this RFP/agreement/contract.

3.17 Suspension & termination of selected Bidder
1. Subject to the provisions mentioned here under this RFP/contract shall terminate at

the expiry of contract term.

2. Either party may terminate this contract if other party breaches the terms of this
contract and fails to rectify it within 90 days of receiving notice of breach.

3. Either party with the consent of other party can terminate this contract by giving 90
days written notice.

4. The purchaser reserves right to terminate the contract in case selected Bidder gets
blacklisted by Government of Uttar Pradesh, or any other Ministry of Government of
India, or by any of the state government in India during period of project or if the
selected Bidder is convicted in illegal/tax evasion/fraud case or because of any other
legal misconduct of selected Bidder.

5. The purchaser reserves right to terminate the contract if deductions because of
penalties & liquidated damages exceeds more than 10% of total annual contract price
(notional value of contract will be conveyed by the purchaser to SI at the time of
issuance of work order).

6. The purchaser may serve written notice on selected Bidder at any time to terminate
this contract with immediate effect in the event of a reasonable apprehension of
bankruptcy of the Bidder.

7. In case the purchaser terminates this contract due to breach of the Bidder as per
conditions of this contract, the purchaser shall be entitled to invoke the PBG.

8. The purchaser may, at any time, terminate the engagement by giving 90 days written
notice to the selected Bidder without any compensation or any reason, and shall not
be responsible for any damages/compensation caused to the Bidder.

9. The purchaser may, at any time, terminate the engagement by giving 90 days written
notice to the selected Bidder without any compensation (if the selected Bidder
becomes bankrupt or otherwise insolvent, provided that such termination will not
prejudice or affect any right of action or remedy which has accrued or will accrue
thereafter to the purchaser).

10. The engagement of the Bidder shall be suspended, and the Bidder may be blacklisted
forth with by the purchaser under following circumstances/reasons:

- Violation of any condition of the RFP/contract or part of any condition of the
RFP/contract of engagement

- Deviation found in quality and quantity of the services or goods or both supplied,
as per the terms & conditions
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- On finding the software/hardware supplied under the project as pirated

- If it is found that during the process of award of contract, fraudulence was made by
the Bidder or the vendor if found to resort to the fraudulent practice in getting
supply/work order like offering incentive in terms of free product or money.

11. As stopping the supply of faulty/substandard product and taking appropriate action in
this regard is of an urgent and emergent nature required to protect the interest of the
Government, the engagement of the concerned will be suspended. However, before
taking the final decision on the matter, all concerned will be given reasonable
opportunities to explain their stand. After enquiry, if the Bidder is found guilty, the
engagement of the concerned Bidder for product in question will be cancelled and
other appropriate legal action shall also be initiated against all concerned. In case of
any dispute, the decision of the Principal Secretary, the Department (the purchaser)
shall be final and binding.

3.18 Compensation for termination of contract
If the Bidder fails to carry out award/work in terms of RFP/contract within the stipulated period
or any extension thereof, as may be allowed by purchaser, without any valid reasons
acceptable to purchaser, the purchaser may terminate the contract after giving 90 days’ notice,
and decision of purchaser on the matter shall be final and binding on the Bidder. Upon
termination of the contract, purchaser shall be at liberty to get the work done at the risk and
expense of the Bidder through any other agency, and to recover from the Bidder
compensation or damages.

3.19 Selected Bidder’s obligations
The selected Bidder will treat as confidential all data & information about purchaser, obtained
in the execution of its responsibilities, in strict confidence and will not reveal such information
to any other party without the prior written approval of purchaser.

3.20 Timelines of project
The selected Bidder is expected to follow the schedule as mentioned below.

SN Particular / Milestone Timeline

1 Development of SRS & system design documents T + 2 months

2 Phase 1: Pilot go-live of following:

o License Management module
o Payment & Reconciliation module
o Pass & Permit module
o POS, Handheld devices
o QR code & security features at all bottling plants/bonded

warehouse/FL2D/CSD/wholesales etc.
o Centralized helpdesk setup

T + 5 months

3 Phase 1: State-wide go-live of following:

o License Management module
o Payment & Reconciliation module

1 month beyond date
of Pilot go-live for
Phase 1*
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SN Particular / Milestone Timeline

o Pass & Permit module
o POS, Handheld devices
o QR code & security features at all bottling plants/bonded

warehouse/FL2D/CSD/wholesales etc.
o Centralized helpdesk setup

* = Maximum two
extensions (each of 1
month) are allowed
subject to approval
from department

4 Phase 2: State-wide go-live of following:

o Mobile apps for all stakeholders
o State-wide go-live of all remaining components of

Supply Chain Management Module as per detailed
scope of work, including but not limited to – CCTV
surveillance system, Digi-locks, GPS enabled vehicle
tracking system, Geo-fencing application, centralized
command rooms, mobile tablets, end computing
infrastructure at potable distilleries / breweries

T + 8 months

5 Phase 3: State-wide go-live of following:

o Control & Regulation module
o Vigilance & Enforcement module
o MIS & Reporting module

T + 10 months

6 Phase 4: State-wide go-live of following:

o Alert Management module
o Case Management module
o Chemical Examination module
o Grievance Monitoring module
o Return Filling module
o Internal & External Audit Management module

T + 12 months

7 Operations & Maintenance Support for 5 years (effective
from date of state-wide go-live of integrated solution)

On monthly basis

T = Date of issuance of work order by the purchaser

3.21 Payment schedule
For milestones of implementation phase for 12 months, System Integrator shall be paid after
getting the administrative approvals from department on completion of milestones. For the
detailed terms of payments for tenure of project, please refer “Payment Model” in this RFP.

There will be no advance payment to bidder for the project.

There will be no interest on late payments, if any.

3.22 Resolution of dispute
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The purchaser and selected Bidder shall make every effort to resolve amicably by direct
informal negotiation, any disagreement or dispute, arising between them under or relating to
the contract.

Any dispute or difference whatsoever arising between the parties to this contract out of or
relating to the meaning, scope, operation or effect of this contract or the validity of the breach
thereof, which cannot be resolved, shall be referred to a sole Arbitrator to be appointed by
mutual consent of both the parties herein. If the parties cannot agree on the appointment of
the Arbitrator within a period of one month from the notification by one party to the other of
existence of such dispute, then the Arbitrator shall be nominated by the Principal Secretary,
Law Department, Government of Uttar Pradesh (“Law Secretary”). The provisions of the
Arbitration and Conciliation Act, 1996 will be applicable and the award made there under shall
be final and binding upon the parties hereto, subject to legal remedies available under the law.
Such differences shall be deemed to be a submission to arbitration under the Indian Arbitration
and Conciliation Act, 1996, or of any modifications, Rules or re-enactments thereof. The
Arbitration proceedings will be held at Lucknow, Uttar Pradesh, India.

3.23 Legal Jurisdiction
All legal disputes are subject to the jurisdiction of Courts at Lucknow only.

3.24 Indemnity
The selected Bidder shall indemnify, protect and save the purchaser against all claims, losses,
costs, damages, expenses, action suits and other proceeding, resulting from infringement of
any patent, trademarks, copyrights etc. or such other statutory infringements in respect of all
components (like system software, software tools, hardware etc.) and the services rendered
under this RFP/contract.

3.25 Publicity
Any publicity by the Bidder in which name of the purchaser is to be used should be done only
with explicit written permission of the purchaser.

3.26 Liquidated damages
Time is the essence of the contract and delivery timelines are binding on selected Bidder. In
the event of delay or any gross negligence in implementation of project before go-live of
integrated solution, for causes solely attributable to the Bidder, in meeting the implementation
milestones (for Implementation Phase), the purchaser shall be entitled at its option to recover
from the Bidder as agreed, liquidated damages, a sum of 1% of the PBG for every week of
delay for each of the milestones, subject to a maximum of 10% of PBG value. This right to
claim any liquidated damages shall be without prejudice to other rights & remedies available
to the purchaser under the contract and law. Though, for the compliance with respect to SLAs,
the related penalties shall be applicable over and above the liquidated damages on the
milestones.

While providing services as per the ‘Scope of Work’, the selected Bidder shall ensure that
there is no infringement of any patent or design rights or violate any intellectual property or
other right of any person or entity and shall comply with all applicable Laws, Statute,
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regulations and Governmental requirements and he/she shall be solely and fully responsible
for consequence / any actions due to any such infringement.

3.27 Right to terminate the process
The purchaser reserves the right to accept or reject any bid, and to annul the bidding process
and reject all bids at any time prior to award of control, without thereby incurring any liability
to the affected Bidder (s) or any obligation to inform the affected Bidder (s) of the grounds for
such action.

The purchaser makes no commitments, explicit or implicit, that this process will result in a
business transaction with anyone. Further, this RFP does not constitute an offer by the
purchaser. The Bidder’s participation in this process may result in the purchaser selecting a
Bidder to engage in further discussions and negotiations.

3.28 Governing language
The contract shall be written in English language. All correspondence and other documents
pertaining to the RFP/contract, which are exchanged by the parties, shall be written in the
same language (English).

3.29 Binding clause
All decisions taken by the purchaser regarding processing of this RFP and award of contract
shall be final and binding on all parties concerned.

3.30 Warranty Support
The selected bidder shall warrant that the infrastructure procured for project have no defects
arising from design or workmanship or any act of omission and must provide a declaration for
the same from all the OEM for equipment that would be supplied at BCP/DR site. The warranty
shall remain valid for at least one year beyond the service period of the project for all hardware,
software and other components comprising of the solution. SI will ensure warranty in case of
an extension.

The selected bidder shall replace any parts/components / whole of the IT Infrastructure
supplied for project if the components are defective at no additional cost to the Purchaser
during the entire warranty period. If any product is declared “Marketing End of Life” or “End of
Sale” during the operation period of five years, it shall be the responsibility of the selected
bidder to keep enough spares for that product. If spares are not available for any particular
product, the selected bidder shall replace the product with the next higher version within the
time frame as specified by the Purchaser at no additional cost and OEM certification must be
provided for the same.

3.31 Change Control
The Purchaser may at any time, by a written direction given to the SI, make changes within
the general scope of the agreement i.e. Designs, specifications, requirements which software
or service to be provided under the agreement, without any additional cost. The objective of
any change shall be to ensure compliance to the SLAs resulting in increase in sales for the
State. The monthly pay-out model of SI is linked to the actual sales of bottles scanned through
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PoS at retail shops, hence, the changes in scope shall lead to no additional cost burden on
the Purchaser.

The SI while designing the Integrated Excise Supply Chain Management System shall
consider the changes in excise policy every year wherein business rules for excise processes
might change. So, the application developed by the SI shall be customizable to the extent of
covering defined overall modules in the scope of work. In case of such changes due to change
in the excise policy, it will not be treated as a change request.
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4. Section C: Introduction

4.1 About the Department – Brief profile

4.1.1 Brief profile

The Department of Excise, Government of Uttar Pradesh (UP) is responsible for the collection of
excise revenue and enforcement of the Excise Acts & Rules in the state to regulate the
manufacture, transport, sale, import and export of liquor and other intoxicating substances. Below
is the list of key Excise Acts & Rules in state:

o The Uttar Pradesh Excise Act 1910 and all the rules made thereunder

o The Uttar Pradesh Molasses Control Act 1964 and related Rules

o Narcotic Drugs and Psychotropic Substances Act 1985 and related Rules

o The Uttar Pradesh Intoxicating Liquor (Objectionable Advertisements) Act 1976

o Poisons Act 1919 and UP Poisons (Regulation of Possession and Sale) Rules 1994

o Spirituous preparations (Inter-State Trade and Commerce) Control, Act 1955 and related
rules

o The Uttar Pradesh Licenses for the possession of Undenatured Spirit, Bhang and other
Excisable Articles for Medicinal and Toilet Preparations Purposes Rules, 2019

It regulates 158 registered Sugar Mills, 24 potable Distillery/114 registered, 4 Brewery, 112
Bonded Warehouse, 728 Wholesale Warehouse and 26000+ retail shops. The department
collected approx. INR 24,000 crore revenue in FY 2018-19.

4.1.2 Organization Structure

Department of Excise, Government of Uttar Pradesh (UP) is headed by the Commissioner of
Excise. The Department is subdivided into the following 5 zones Viz. Meerut, Agra, Lucknow,
Varanasi and Gorakhpur and each zone headed by Joint Excise Commissioner. There are 18
Excise Charges in the state headed by the Deputy Excise Commissioner, and 75 District Excise
Offices in the state, the District Excise Officer (Assistant Commissioner of Excise) controls the
department administration at district level on behalf of Collector. The Enforcement wing is headed
by the Assistant Excise Commissioner (Enforcement) at the Excise Charge level.
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 Organization Chart - Department of Excise, Government of Uttar Pradesh (UP)
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Institutional Structure – Department of Excise, Government of Uttar Pradesh (UP)



Page 52 of 324
Draft

4.1.3 Current System Details

The Purchaser has implemented an e-Governance application for some of its core excise
functions. Below is the list of modules that are manual/ online in the existing system.

SN Module Name Manual/ IT
System based

Vendor

A License Management

a Distillery & Breweries

1 Application for new licenses IT System
based

Nivesh Mitra (Industry Single
Window Clearance) for licenses

2 Application processing & grant
of new licenses

IT System
based

Mentor Infotech Solution integrated
with Nivesh Mitra Portal

3 Renewal of licenses Manual NA

4 Surrender of licenses Manual NA

5 Cancellation & Suspension of
licenses

Manual NA

b Bonds and District Wholesale

1 Application for new licenses IT System
based

Mentor Infotech Solution

2 Application processing & grant
of new licenses

IT System
based

Mentor Infotech Solution

3 Surrender of licenses Manual NA

4 Cancellation & suspension of
licenses

Manual NA

c Retail Shops

1 Application for new licenses IT System
based

NIC (E-lottery application) and

E-tender (UPLC)

2 Application processing & grant
of new licenses

IT System
based

NIC (E-lottery application) and

E-tender (UPLC)

3 Renewal of licenses IT System
based

NIC

4 Surrender of licenses Manual NA
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SN Module Name Manual/ IT
System based

Vendor

5 Cancellation & suspension of
licenses

Manual NA

B Control & Regulation

1 Raw Material Monitoring:

o Request & approval for
procurement of molasses

o Dispatch of molasses
(Transport Pass)

o Receipt of molasses

IT System
based

Mentor Infotech Solution

2 Receipt of molasses at
Distillery

IT System
based

Mentor Infotech Solution

3 Bottling plan submission IT System
based

Mentor Infotech Solution

4 Generation of bar codes & QR
codes

IT System
based

Mentor Infotech Solution

5 Indent requisition from district
wholesale to liquor
manufacturing units and its
approval/ rejection

IT System
based

Mentor Infotech Solution

6 Indent requisition from district
wholesale to bonds and its
approval/ rejection

IT System
based

Mentor Infotech Solution

7 Generation of Transport &
Duty Pass

IT System
based

Mentor Infotech Solution

8 Scanning of Bar codes and
QR codes and its data
capturing till Wholesale
dispatch

IT System
based

Mentor Infotech Solution

9 Generation of Import permit IT System
based

Mentor Infotech Solution

10 Generation of Export permit Manual Export permit is generated against
an Import permit.
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SN Module Name Manual/ IT
System based

Vendor

11 Receipt acknowledgement
from wholesaler

IT System
based

Mentor Infotech Solution

12 Indent requisition from retailer
to district wholesale
warehouse and its approval/
rejection

Manual NA

13 Receipt acknowledgment from
the retailer

Manual NA

14 Maintenance of excise
registers and records

Manual NA

C Payments & Reconciliation

1 License application and
processing fees (for
Distilleries/ Breweries/ Retail)

Manual NA

2 License fees (for Distilleries/
Breweries/ Bonds/ Retail)

Manual NA

3 License application,
processing and fees for District
Wholesale (New)

IT System
based

Mentor Infotech Solution

4 License fees for District
Wholesale (New)

IT System
based

Mentor Infotech Solution

5 License Renewal Fees (for
Distilleries/ Breweries/ Bonds/
wholesale/ Retail)

Offline NA

6 Retail License Security Manual NA

7 Excise Duty Manual NA

8 Bottling Fees Manual NA

9 Other Fees Manual NA

D Vigilance & Enforcement Manual NA

E Alert & Case Management Manual NA
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SN Module Name Manual/ IT
System based

Vendor

F Chemical Examination
Module

Manual NA

G MIS & Reporting Limited NA

4.1.4 Existing Hardware Infrastructure

Below are the existing Hardware Infrastructure details of the current solution.

o Live Server

- Application Server: 7 servers with load balancer, 32 Gb RAM, 8vCore 100GB

- Database Server: 1 server, 16 vCore CPU, 128 GB RAM, 1TB HD

o Staging Server

- Application server and database server are running on a single machine; 128GB RAM,
8 vCore, 3 TB

o Number of business users in the web portal: 1200

o Technology Used: For Frontend; Java, JSF, Jboss server, for backend; Postgres DB,
database current size: approx. 280 GB

o Currently, the application is running on both live and staging on two cloud platforms.

o The below portals are being used for the following functions:

- upexciseonline.in for passes and permits module

- upexcisewholesale.in for wholesale warehouse, bonded warehouse, label registration
and molasses approval
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4.2 About the Project

4.2.1 Background

The Department of Excise, Uttar Pradesh intends to implement an Integrated Excise
Management System including end to end excise supply chain management application to
improve efficiency, transparency and accountability in the delivery of services and business
processes. Currently, the Department relies on manual/limited online processes for regulating
the manufacture, bottling, stocking, transport and sale of liquor. The Department faces
governance challenges and potential revenue leakages due to limited IT interventions. To
address these concerns, the Department intends to put in place a comprehensive e-
governance system to improve regulation and the interaction of the department with various
stakeholders.

4.2.2 Goals & Objectives

The project is envisaged with the aim to build a comprehensive end to end IT-driven solution
for management of excise supply chain to monitor and control the manufacturing, distribution
and sale of liquor in the State. The key objective of the solution envisaged in this RFP are
summarized below: -

Goals Objectives

Ensuring revenue
optimization

o Reduction in Revenue Leakages through effective monitoring of
supply chain of bulk alcohol and potable liquor in State & in transit
through the state

o Better Compliance Management

o Facilitate the development of Alcohol/Molasses based industries

Leveraging
technology for
improving
efficiency &
transparency in
the system

o ICT based solution for process automation, standardization &
efficiency

o Use of GIS/GPS based solution for monitoring & control of
consignments in real-time

o Video surveillance for monitoring of production, storage &
entries/exits of goods & consignments

o QR Code based Track & Trace of potable bottled liquor

o Transparency along alcohol supply chain, especially with the
implementation of track-and-trace systems

o Online approvals & payments process through automation of
Excise operations

o Regulate the production, sales, transportation, distribution and
possession of intoxicants under various provisions of law

Enhanced
Governance,

o Increase transparency and accountability across functions and
transactions

o Improve efficiency and effectiveness in the processes
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Goals Objectives

Service Delivery
& Transparency

o Reduce time for transactions through process re-engineering &
automation

Enhanced Data
Availability

o Availability of Real-time information on licenses, payments,
permits, passes, cases & other details

o Providing actionable data for enforcement

o Automated Reconciliations & Accounting Management

Data Consistency o Common data master across Department, functions, & other
stakeholders

o Data digitization at source

o Avoiding paper transactions

o Integration across other stakeholders Government Departments
(Finance & Treasury)

Ensuring
responsible
drinking

o Prevent the illicit sale of alcohol in the state

o Greater oversight of alcohol purchase and sale

o Minimizing incidences of bootlegging and manufacture & sale of
spurious liquor

o Lesser social and medical harm from alcohol consumption, through
tighter enforcement

To overcome the existing gaps and challenges in the current IT systems, the project envisages
the design, develop, supply, commission, implement, and maintain an Integrated Excise
Supply Chain Management System (IESCMS), as stated below.

Integrated Excise
Management
Application for Excise
functions

Implementation of following Excise Modules under Excise
functions

o License Management

o Supply Chain Management (including Indent
Management)

o Control & Regulation

o Payment & Reconciliation

o Return filing

o Alert & Case Management

o Vigilance & Enforcement

o Chemical Examination
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o Grievance Monitoring

o MIS & Reporting

Integrated End to End
Supply Chain
Management

o Supply, implementation, and maintenance of PoS Devices
at Retail shops

o Track & Trace through QR Coded excise labels on Bottles
and barcoded labels on cartons

o Scanning of QR codes through hand held scanners at
Distillery/ Brewery/ Bottling Plant/ bonds/ district wholesale

o GPS/ GPRS enabled Vehicle Tracking System (VTS)

o Digi-Lock & Geo-Fencing for Tracking & tracing movement
of liquor in the state

o CCTV surveillance at Warehouses, manufactories,
Distilleries, Bottling Plants, etc.

Application Hosting
Infrastructure for Excise
Application

o Cloud Management, Monitoring and Compliance Services

o Installation/ Upgrade/ Enhancement and Scalability

o Application Security and Data Protection

Development of Mobile
Application

o Application for Department users

o Application for Retailers, Wholesalers & Licensee

o Application for Citizens/Consumers

Change Management
and Capacity Training

o Change Management Plan & Strategy

o Communication Plan for Change Management

o Sizing & Measuring the Change

o Need for Training & Awareness

o Development of training material for Licensee and
Department Officials

o Training Plan for Department Officials and Licensee

o Training of users for effectively using the devices including
Digi locks, GPS/ GPRS enabled VTS and CCTV
Surveillance, etc.

Centralized Helpdesk
Support

o A centralized helpdesk support (24*7) for the complete
solution

Setting up of Command
Center

o Central Control Room for overall monitoring of excise
operations

Operation and
Maintenance

o Operation and Maintenance of the integrated excise
management system
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o Security Audit of the application

o Operations & Maintenance of the Integrated Excise
Management Devices

o Equipment Downtime & Maintenance

o Monitor the O&M of the overall system and SLA Compliance

4.2.3 Project Stakeholders

The success of the project is likely to be measured by the synergistic involvement of each of
the project stakeholders at various levels of execution. For the purpose of effective
implementation of the solution, the stakeholders/target audience have been categorized as
follows:

o Internal Stakeholders

o External Stakeholders

o Project Facilitators

Those entities whose functions are within the purview of the State government are classified
as internal stakeholders, while others are classified as external stakeholders. Apart from
above-mentioned stakeholders, there are facilitators of the project as shown in the figure:

Internal Stakeholders External Stakeholders

o Excise Department

- Head Quarters

- Zone Offices

- Division, District and Circle
Offices

- Excise officers (at Licensed
locations) & other Staff

o Excise Intelligence Bureau

o Chemical Examiner’s office

o Treasury Department

o Other Government offices

- Collector’s office

o Police department

o Internal Auditors

o Licensee

o Citizens

o Importers / exporters

o Courts

o External Auditors (AG office)

Project Facilitators

o Project Core Committee o Project Management Consultant
(PMC)

o Bidder /Consortium Partner/Vendor
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4.3 Project Governance
A clear definition of the roles and responsibilities of all the stakeholders in a project establishes
transparency, accountability, manageability, and efficiency in the project. The following
summarizes the roles and responsibilities of the purchaser (department), Project Management
Consultant and the selected Managed Service Provider (SI). The detailed scope of work and
responsibilities of the SI are discussed in Section 5 of this RFP.

4.3.1 Roles and Responsibilities of Purchaser

As the owner of the Project, the role of the purchaser in the successful implementation of the
project includes discharging the following responsibilities:

1. Constituting various project committees including project executive committee, project
steering committee, project core committee for facilitating smooth implementation of
the project.

Project Steering Committee: The project steering committee will be headed by
Excise Commissioner, Government of UP. It will consist of the top officials of the
department, representatives from the Project Management Consultant and the SI. This
committee will be the nodal point for this project and will be responsible for making key
decisions, policy matters, vendor evaluation and monitoring the overall direction of the
project. The committee will play a major role in the successful implementation of the
project at the field level.

The committee will have the following responsibilities:

o Coordination with the vendor during the application customization and
deployment stage.

o Finalization of Solution requirements

o User Acceptance & sign-off of the Solution

o Receiving solution related change requests and finalization of any
enhancements/ amendments to be made

2. Owning the core and critical assets of the Project and exercising Strategic Control over
the Project.

3. To facilitate affiliations with stakeholders in the project, to provide commitment and
support, help to bring in the process changes and overall guidance to the project.

4. Approving the budget, arranging and releasing the funds required for the project.

5. Reviewing the performance of the selected SI through the various project teams and
providing sign-offs for the deliverables.

6. Release payments subject to bills/ invoice and supporting documents being in order.

7. Identifying & nominating appropriate personnel from the purchaser to participate in the
Acceptance Testing of the deployed solution.

8. Engaging an agency if required, for acceptance testing and certification of the
application & infrastructure established for the project including security and
performance audit.
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9. Issuing directions to internal project teams (department), Project Management
Consultant, and the selected SI as may be needed.

10. Facilitate the training programs that will be conducted by the SI and other agencies.

11. Facilitate Change Management efforts by issuing of circulars, instructions, etc., and
carrying out the communication plan to effect changes to existing roles and
responsibilities of employees, adoption of re-engineered processes in participating
divisions/constituent organizations and such other matters as may be necessary from
time to time. This will be carried out with support from the project management
consultant.

12. Popularize the project initiatives through a media plan for encouraging citizen,
businesses and other users to access the new channels for availing various services,
with support from the project management consultant.

13. Coordinating with the Ministries, the State Governments and other agencies for the
smooth operations relating to the project.

14. Ensuring that all the legal amendments are carried out, occasioned by the redesigned
processes, with support from project management consultant.

15. Periodic review and testing of SLA Monitoring System implemented by the SI for
accuracy and completeness in the reports generated from the system. The purchaser’s
project management consultant will provide support for the same.

4.3.2 Roles and Responsibilities of the Project Management
Consultant

The purchaser has appointed a Project Management consultant, who shall work with the
purchaser, Departmental Committees/Teams and the SI in the day-to-day management of the
project. The responsibilities of the Project Management Consultant will include but not be
limited to the following:

1. Review and assist the system integrator in the business process re-engineering of
processes along with purchaser.

2. Monitor application development and its implementation as per the requirements &
schedule defined in the RFP.

3. Periodic review of project plans and progress and advise the purchaser and the
Departmental Committees/Teams.

4. Review of software requirement specifications, system design, hardware
sizing/Scrutiny of deliverables for their compliance with RFP specifications.

5. Provide support to the purchaser and its field units in their discussions with the SI.

6. Provide guidance and clarifications to the SI, as and when required.

7. Provide Project management support, monitoring and evaluation of the solution to
ensure adherence to the project timelines and requirements.

8. Monitoring implementation & operation and maintenance of the solution
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9. Periodic review & monitoring of SLAs defined for measuring the performance of the
selected and all the vendors e.g. Could Service Provider, etc, as applicable.

10. Track project issues and risks and advise the purchaser on mitigation measures.

11. Review content, methodology and pedagogy for user training

12. Provide support to the purchaser and the SI in the change management initiatives and
training programs.

13. Assist the purchaser in user acceptance testing and sign-offs.

14. Organize weekly/fortnightly review meetings to review functionality issues and
progress of the project.

15. Support the purchaser in popularizing the project initiatives through a media plan for
encouraging citizen, businesses and other users to access the new channels for
availing various services.

16. To provide application roll out support to the SI and SLA monitoring throughout the
Operation and maintenance period of the project.

17. In event of termination or expiry of contract/project duration, PMC to facilitate exit
management as per provision of System Integrator RFP & agreement

4.3.3 Roles and Responsibilities of the System Integrator

The detailed scope of work and responsibilities for the selected SI are discussed in Section 5,
Scope of Work of this RFP. In addition to these roles and responsibilities, the responsibilities
of the selected SI will include but will not be limited to the following:

1. The SI will work in close coordination with the purchaser, Project Management
Consultant and other stakeholders for this project.

2. Perform business process re-engineering of processes along with purchaser and
PMC.

3. The SI will carry out the activities as indicated in Section 5, Scope of Work of this
document and submit all the mentioned deliverables within the stipulated time-frame.

4. The SI will ensure that the timelines will be adhered to. If there are any perceived
slippages on the timelines, the selected SI would deploy additional manpower, free of
any additional charges.

5. The SI will ensure compliance with the project SLAs.

6. The SI will make the best effort to ensure that the quality of deliverables meets the
expectations.

7. The deliverables will be accepted only if they conform to the specifications as laid down
in this RFP. Deliverables of the SI will be considered to have been formally accepted
only after the purchaser communicates so in writing. Any queries regarding its
deliverables will have to be answered by the selected SI within 5 working days.

1. The selected SI will share all intermediate documents, drafts, reports, surveys and any
other item related to this assignment with the purchaser.
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5. Section D: Scope of work
The broad scope of work for the SI includes the following activities:

1. Requirement gathering by comprehensive study of the business and functional
requirements of the envisaged system.

2. Preparing the system requirement specification and system design document of the
Integrated Excise Management Solution for the following functionalities:

SN Module Details

1 License
Management
Module (all
prescribed types)

¶ Aadhaar based applicant registration &
authentication

¶ License application and issuance for distilleries,
breweries & vintnery, etc.

¶ License application and issuance for bonds / FL-2D
& district wholesale

¶ Registration of Custom Bonds

¶ License application and issuance for liquor and
bhang retail shops (renewal/ e-lottery/ e-tender)

¶ License Issuance for bonded pharmacies, NDPS &
all kinds of other licenses issued by the department

¶ License modification

¶ License surrender/ cancellation and suspension

¶ Brand Registration

¶ Label Registration

¶ Licensee master profile

¶ Standardization of license application forms

2 Supply Chain
Management
Module

¶ System interface for sugar mill and cane department
officials to enter production data in the system

¶ System alerts for deviations in production based on
input and output values

¶ Monitoring production and dispatch of molasses at
sugar mill

¶ Recording of net weight of molasses weighed by a
weighbridge

¶ Generation & printing of QR codes on secured excise
labels
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¶ Data Integration with weighbridges, flowmeters,
alcohol strength meters used at Distilleries/
Breweries and sugar mills

¶ Monitoring & Recording of Spirit (ENA) production/
Bulk Spirit and power alcohol

¶ Track and Trace of QR codes on bottles and cases

¶ Scanning of liquor consignments (in and out) of
distilleries/ breweries/ bottling plants/ bonds/
wholesalers/ retail vends using hand held scanning
devices

¶ Monitoring the movement of personnel and excise
goods within the manufactory/ warehouse using
digital locks at entry/ exit doors.

¶ Monitoring and tracking of vehicles carrying excise
goods within the state with the use of GPS devices
and Vehicle Tracking System.

¶ CCTV surveillance at distilleries, breweries, bottling
plants, bonds and district wholesale units

¶ Geo-fencing of excise-controlled premises and
transport routes

¶ Monitoring sales at retail vends using POS machines

¶ Centralized Control Room

¶ Mobile based applications for excise staff, licensees
and consumers

¶ Excise sample collection and online test reports

¶ Production, Dispatch and Receipt for CSD supplies
of liquor

¶ Development of functionalities to capture direct
import of overseas liquor at high end hotels and bars

3 Control &
Regulation Module

¶ Authorization for procurement of molasses

¶ Indent management for molasses procurement

¶ Generation of transport pass

¶ Export Permit of Molasses

¶ Receipt acknowledgement of raw materials at
distillery/ brewery

¶ Bottling plan submission and approval

¶ Indent management for wholesalers and retailers
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¶ Generation of barcoded Transport Pass for dispatch
of molasses/ spirit/ IMFL/ CL/ Beer/power alcohol/
other alcoholic beverages

¶ Generation of import and export permits

¶ Inventory management at distilleries, breweries,
bonds, wholesale and retail & wastage management

¶ Recording of day-to-day activities (production,
dispatch, storage, payments etc) at all units in online
excise registers Monitoring the movement of pass
through trucks by capturing their entry and exit
information.

4 Payment &
Reconciliation
Module

¶ Online payment of duties and fees (all types)

¶ Auto-reconciliation of payments

¶ Reconciliation of payments with AG office

¶ Integration with treasury and banks

¶ Refund processing of security deposit

¶ Payment of penalties and compounding fee

¶ Automated arrears tracking system

5 Return Filling
Module

¶ Filing of online return

¶ Scrutiny and acceptance of return

¶ Preparation & consolidation of monthly reports

6 Vigilance &
Enforcement
Module

¶ Receiving intelligence information – by system,
authorities, flying squads

¶ Online recording of inspection reports and issuance
of NOC

¶ Online recording of investigation cases

¶ Managing non-compliances/offences, decision &
closure of cases

¶ Tracking & monitoring of case/offences/enforcement
activities

¶ Knowledge management system and data
digitization

¶ Issuing of notices

¶ Reports, records and documentation
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7 Alert & Case
Management
Module

¶ Detection of anomalies and alerts generation &
management

¶ Assignment of alerts to authorities, flying squads and
creation of cases.

¶ Case management, tracking & monitoring of case

8 Chemical
Examination
Process Module

¶ Collection of samples

¶ Issuance of chemical test reports

¶ Tracking status of chemical test reports

9 Grievance
Monitoring Module

¶ Grievance registration by licensees and consumers

¶ Grievance assignment

¶ Grievance resolution

¶ Grievance status tracking

¶ Grievance MIS & Reporting

10 Internal & External
Audit
Management
Module

¶ Uploading of Audit Reports

¶ Resolution of Audit Objections

11 MIS & Reporting
Module

¶ Report generation protocols

¶ Raw material reports

¶ Production & dispatch reports

¶ Transport pass reports

¶ Import/ Export permit reports

¶ Monitoring and surveillance reports

¶ Receipt acknowledgement reports

¶ Discrepancy reports

¶ Payment & duty reports

¶ Dashboards for excise officers

¶ Mobile application reports

¶ Revenue management reports

¶ Licensee report

3. Develop, implement and maintain IESCMS for the above functionalities.

4. Functional and Software Testing including performance, security testing etc. of all the
solution application modules.
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5. User Acceptance Testing of the entire integrated technical solution.

6. Assessing the Cloud Infrastructure requirements for cloud servers, storage, backup,
security, connectivity, bandwidth etc. as per the proposed solution.

7. Implementing, commissioning and maintaining the Cloud Hosting Services from MeitY
empanelled Cloud Service Providers (CSPs) for the Integrated Excise Supply Chain
Management System (IESCMS).

Á CSP should have zero trust security model so that every VM and application can
be secured with stateless firewall and the security policies should follow the Virtual
Machines as it moves within the cloud and across DR.

Á CSP should provide smooth failover & live movement of VMs across DCs and DR.
Á CSP should have built in technologies to ensure extend network and security

policy across DC & DR so that network and security profiles including IP addresses
remain intact when VMs moves or started within DC or DR. CSP should provide
solution to perform DR drill for full & selected applications every quarter without
impacting production applications running in primary environment.

Á The data replication on DR site must be on real time basis.

8. To manage the data repository at State Data Center (SDC), System Integrator to
ensure that complete transactional data is backed up at SDC as per following:

Á Incremental backup – daily basis
Á Full backup – weekly basis

SI would be responsible for installation & configuration, AMC and operations &
maintenance at SDC during duration of project. The CAPEX cost of ICT devices (SAN,
Switch, backup solution, TL/VTL, etc.) required at SDC to manage the data repository
will be borne by SI.

9. Supply, installation, integration, commissioning and roll out of following:
Á POS machines with integrated handheld scanners at all the identified retail vends.
Á CCTV surveillance systems at all identified locations and centralized command

centre at HQ.
Á Digi-locks in distilleries/ breweries (entry/exit doors).
Á Integration with existing GPS devices in all registered vehicles (trucks/ tankers/)

carrying excise goods.
Á Handheld QR Code scanners at all identified distilleries/ breweries/ bottling plants/

wholesalers.

10. Integration with existing GPS devices fitted in the transport vehicles.

11. Develop, deploy and maintain the Vehicle Tracking System software for monitoring of
these GPS enabled vehicles.

12. Design, develop, implement and roll out of Geo-Fencing application for all the excise-
controlled premises, routes and devices.

13. Design, fabricate, print, implement QR coded secured excise labels for end to end
tracking of bottles and cases.

14. Maintenance of existing excise web portal.

15. Digitization of department laws, rules, orders and circulars
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16. Develop & maintain department’s new web portal and mobile application (for multiple
stakeholders)

17. Perform data migration of legacy data and implement data integration mechanisms.

18. Perform integration with GS1 standard application for validation GS1 registered codes.

19. Operation and maintenance for the entire technical solution, products and services.

20. Training and Capacity building for the entire solution for all the stakeholder including
departmental officers and licensees.

21. Preparing documentation including user manuals and workflows for each module of
the solution.

22. Provide market intelligence and enable the department to generate deep & accurate
market intelligence on the overall scale of counterfeiting on alcohol products, and to
assist to conduct more targeted enforcement action against counterfeiting activity.

23. Provide & mange centralized helpdesk services.

24. Manage service levels as per defined SLAs and provide regular service level
agreement (SLA) compliance reports

The Purchaser plans to implement the project in phases, with each phase defined in a way
that the results of each phases are objectively achieved, and any learning can be quickly
implemented in the next phase. SI is expected to use best practices towards project
management and may further break each phase to achieve quantifiable work schedules at the
end of each iteration, which collectively achieves the objective and defined milestones for
individual phases.

SI shall be responsible for operation and maintenance of the entire Integrated Excise Supply
Chain Management System (IESCMS) for a period of 5 years from the date of “Go-Live of the
complete IESCMS solution (phase 4)”. However, SI shall also be required to provide
operational and maintenance services as per the mandated SLAs for the modules &
components commissioned and in operation after Go-Live of Phase 1 onwards.

5.1 Detailed Scope of Work
The detailed activities to be performed by the SI are as follows:

5.1.1 Project Planning & Initiation

1. The SI shall develop a high-level plan in collaboration with Purchaser within 2 weeks
of the acceptance of the LOI that shall describe how all the elements of project
management will work together to ensure that the entire scope and schedule will be
managed holistically.

2. The SI shall develop detailed project plan for each implementation Phase (as per the
defined timelines in detailed project completion schedule)

3. The high-level plan shall contain at the minimum the following:

o Description of SI’s organization with their proposed staffing, roles and
responsibilities.

o Overall project organization and communication structure.

o Project monitoring and management tools to be used for successful monitoring &
management of the project.
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o Security and confidentiality practices in accordance with industry best practices to
ensure the security and confidentiality of sensitive information, documents,
records, software, data, reports, deliverables etc. handled during the entire project.
It shall also address the succession planning with requisite checks, handover in
case of employee replacement.

o Project plans giving schedule wise details of various tasks, and subtasks, task
completion timelines, dependencies, deliverables, milestones, resource
deployment, meetings, reviews and information required from Purchaser.

o Resource deployment plan indicating where the resource would be based during
that phase, i.e. onsite at Purchaser premises or offsite at SI premises.

4. The SI shall also prepare and submit a project inception report, which will serve as the
foundation document for all activities related to the project. Additionally, the inception
report must cover the project risks that the SI anticipates and plans to propose towards
the risk mitigation.

5. During project implementation, SI shall provide regular weekly/ fortnightly/ monthly/
progress reports to Purchaser officials and Project Management Consultant (PMC).

6. The SI shall identify the activities that require the participation of officials from
Purchaser including members of project monitoring consultant and communicate their
time requirements and schedule early enough to ensure their full participation at the
required time.

7. The SI shall be responsible for providing a web-based Project Management Tool for
the department and PMC for reporting and monitoring the progress of the project.

8. The SI shall be responsible for providing an online repository tool for maintaining for
project documentation with version control.

5.1.2 Design, Development and Deployment of IESCMS

5.1.2.1 Requirement Gathering & System Study

1. The SI shall carry-out a detailed requirement study for understanding the business
processes and functional requirements of the Purchaser.

2. Although, an indicative FRS has been provided, the SI is responsible to carry out an
independent system study at Purchaser’s headquarters, Zonal and District offices and
field facilities, to thoroughly understand the functional and operational processes.

The requirement study shall include the following:

¶ Interacting with concerned officials and all stakeholders (which includes
manufactories staff, retailers, wholesalers etc.) understanding the whole
purpose complete supply chain of liquor production, dispatch, storage and
sales.

¶ Reviewing the existing systems, processes, and existing application software

¶ Understanding/ assessment of data migration requirement, strategy and data
migration plan
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¶ Understanding/ assessment of data inputs and outputs requirements by
collecting all input forms, registers and report formats of the Department

¶ Understanding/ assessment of existing applications from prospective of
integration with proposed application

¶ Collecting the formats of all existing report, application, forms etc. to
incorporate in the new Integrated Excise Management System

¶ Conducting a detailed assessment of the functional, technical and operational
requirements.

¶ Identify the core application modules/sub-modules proposed to be
implemented/ developed and rolled out under this project.

¶ The SI shall carry out the study of the existing IT systems for the exact
requirement of interfacing/ integration and data migration from the existing
legacy applications.

¶ The SI shall conduct the preliminary study of the existing websites and gather
detailed requirements through consultation with Department officials.

3. The SI shall be responsible for maintenance of Requirement Traceability Matrix to
demonstrate compliance with requirements and specifications as mentioned in the
RFP. This will be a live document throughout the project, and SI team shall update the
document to reflect the compliance at every stage.

5.1.2.2 Infrastructure Assessment

1. The SI shall be responsible for deploying, commissioning, implementing and
maintaining the entire excise solution on cloud. For this purpose, the SI shall refer to
the infrastructure sizing as proposed in the RFP.

2. The SI shall perform the detailed assessment of solution requirement and assess the
infrastructure requirements on cloud (including servers, storage, networking security
etc.) for operationalization of the solution and to provide the services in conformance
with the SLA described in the RFP.

3. The SI shall be responsible for sizing the hardware to support the scalability and
performance requirements of the solution. The SI shall ensure that the servers are
sized adequately and redundancy towards high availability of all components is built
into the architecture and meets the requirements of service levels as mentioned in the
RFP.

4. The SI shall be responsible to prescribe the hardware and networking requirement for
the Purchaser (including all field offices) i.e. Desktops/ Laptops for internal users,
upgradation of existing network etc. for the successful usage of IESCMS without facing
any bottleneck from hardware and network capacity side.

5. The SI shall be responsible for preparing minimum required specifications document
for the end client computing infrastructure at all the distilleries/ breweries/ bottling
plants/ bonds/district wholesale/ retail shops. The SI shall provide requisite guidelines
for infrastructure & network requirements at these sites, for them to comply with.

6. The sugar mills, distilleries, breweries, bonded warehouses, wholesales & retail shops
will need to comply with the project integration requirements with the defined timelines
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and bear the cost & effort required to set-up the required hardware, software and ICT
infrastructure to integrate with IESCMS system. The SI shall provide requisite
guidelines for them to comply with.

7. The SI shall be responsible for procurement, supply and commissioning of ICT
infrastructure for the excise offices within the licensed potable distilleries/breweries.
Please refer BoM & technical specifications for details.

5.1.2.3 System Design Documentation

1. Based on the comprehensive study of the solution functional & technical requirements,
the SI shall prepare the software requirements specification (SRS) document.

2. The SI shall perform business process re-engineering of excise processes along with
purchaser and PMC

3. As part of the preparation of the SRS, the SI shall also be responsible for preparing
and submitting a detailed system design document as per the IEEE or equivalent
standards.

4. The SI shall be responsible for preparing a High-Level Design & Low-Level Design
documents for explaining the overall system architecture framework and integration
mechanism along with component level design process used for designing the data
structures, software architecture, source code and performance algorithms.

5. The Purchaser reserves the right to drop, add or modify the functional requirements to
the extent that it is in line with the broad scope of the project. Purchaser may also
change the sequence of tasks and activities of certain modules to suit the needs of
Purchaser or the project.

6. The SI shall be responsible to update the detailed system design document and the
SRS as and when any enhancements/ modifications are made to the overall solution
to ensure that the documentation is updated at all times for the entire duration of the
contract.

5.1.2.4 Solution Design & Development

1. The SI shall design an integrated solution architecture to deliver the business and
functional requirements of Purchaser.

2. The solution designed shall have seamless integration among all the components of
the envisaged solution. The solution design shall include, but shall not be limited to,
the design of the application architecture, user interface, database structures, security
architecture, network architecture, OOA, deployment architecture, UML diagrams, UI,
database schema etc. The principles of service-oriented architecture (SOA) shall be
followed while designing the systems.

3. The SI after analysing the technical solution requirements and solution design, can
decide whether to take the approach of a bespoke development or implementing a
COTS solution for the envisaged solution architecture.

4. Wherever, possible, the methodology adopted would be to configure or customize the
COTS product or any other proven technology with the requirement of the project.
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5. The SI shall have the overall responsibility for development/ customization, integration,
testing and rollout of all the components of the project.

6. The SI shall deploy and configure an appropriate role-based user access management
system and configure authentication-based access for various users of the system.

7. The SI shall ensure that the data model, interface designs, and other components are
designed as per industry standards and best practices.

8. The SI shall ensure that the architecture is scalable (which caters to increasing load of
internal and external users and their transactions) and capable of delivering high
performance for the entire duration of the project. In this context, it is required that the
application and deployment architecture shall provide for Scale-Up and Scale-Out on
the Application and Web Servers, Database Servers and all other solution
components.

9. The system design must be such that the developed solution is technology neutral and
can be deployed and hosted on Cloud from MeitY empanelled Cloud Service Providers
(CSPs).

10. The design must be such that requires minimal installation, if at all, at the user’s end,
besides the Internet Browser (except where offline desktop/mobile apps are to be
mandated). The system shall be able to support all common desktop & mobile
browsers (like Internet Explorer, Mozilla, Chrome, etc.) and Mobile App compatible
with Smart Phones and Tablets.

11. The SI shall ensure consultation with Purchaser officials for finalizing of design
components including the UI, the mode of data entry, storage and retrieval, MIS
reports, queries and the overall application design.

12. The SI shall design the Frontend and Backend portals (or integrated portal), wherever
necessary.

13. The SI shall be responsible for enabling all the functional requirements and processes
(refer to FRS Section of this RFP)

14. As part of the implementation of the data processing solution, the SI shall design a
data integration strategy for integrating internal and external data sources (if any).

15. The SI shall develop a design monitoring system to support reconciliation of data.

16. The SI while implementing a data warehouse solution, shall carry out all the related
tasks, including the following:

o Design and develop the data warehouse data model to fulfil the functional
requirements of the Purchaser and provide a comprehensive view of the entire
excise supply chain.

o Design and develop Data Warehouse structure consisting of the physical data
warehouse, logical data warehouse, data marts etc.

o Ensure the data integrity & consistency is always maintained

o Ensure storage of documents and images like; PAN/ Aadhaar/ NOC/ authorization
certificates/ etc.

17. The SI shall prepare a data archival, retention, disposal, and backup policy in
consultation with the Purchaser officials.
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18. The SI shall prepare a business continuity plan for ensuring uninterrupted services of
the solution.

19. The SI shall be responsible for rationalizing and standardizing all the Purchaser forms.
Refer to Annexures for list of forms.

20. The SI shall ensure that future upgrades, enhancements and bug fixes are not
impacted. Every custom development must be documented in detail and the
code/script shall be properly annotated with comments etc.

21. The SI must deploy a software development methodology that ensures rapid
deployment of the applications in such a way that the users are continually involved in
the development process, and minimum iterations are required before the final Go-live
of the integrated solution.

22. From the integration perspective, the SI must consider necessary interfacing
requirements (both at the application and data level). Appropriate interfaces must be
provided for seamless integration.  Such interfaces shall follow industry standards such
as web services. If such a need arises, the SI shall be responsible for creating such a
required web service or API, etc. for the same. This includes, but not limited to, the
integration with the Excise Department Applications or any other external
Departments.

23. Since the excise policy of the state is formed every year, the system shall be designed
in such a way that it can accommodate those alterations/modifications with minimal
efforts. The SI shall incorporate the changes and modifications in the IESCMS at no
additional cost.

5.1.3 Supply, Installation, Commissioning and Roll-Out of Supply
Chain Automation Components

5.1.3.1 Point of Sale Machines (PoS)

With the objective of close monitoring of liquor sales in the state and to prevent any leakages
in Excise revenue and enforcement of genuine liquor sales, Purchaser intends to commission
PoS devices at 26000+ liquor retail shops across the state for sale of individual bottles.  The
PoS integrated IESCMS will enable Track and Trace system wherein each liquor bottle shall
have a unique secured QR code which on being scanned would provide its all related
manufacturing details including the MRP. The SI shall be responsible to procure, install,
commission & maintain PoS machines for 26000+ retail shops across the State. The
requirement includes:

1. The SI shall be responsible for supply, installation, commissioning, maintenance and
roll-out of the required number of PoS machines with the minimum specifications as
defined in the RFP document at all identified 26000+ retail shops.

2. The SI shall demonstrate all the features of proposed PoS device through a proof of
concept (POC) implementation at SI’s own cost at time of technical evaluation. POC
is required to be given at central point to ensure compliance as per requirements.
However, a certificate must be submitted by the SI ensuring that all machines deployed
in each retail shop comply with the specifications. If more than one type/make/model
of machine is to be deployed in the field, then demonstration of all types/makes/models
of machine will need to be provided.
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3. The SI shall prepare plan for supply, installation and commissioning of PoS machines
at each district and submit it to district offices for authorization.

4. The SI shall depute its technically qualified representative for commissioning/ installing
PoS Devices at 26000+ retail shops.

5. The SI shall be responsible for supplying whitelisted SIM cards (dual sims) and other
consumables for PoS devices.

6. The SI must ensure provision of a reliable internet connectivity not less than 4G/ LTE
for all PoS devices distributed at all the Liquor Retail shops.

7. SI to perform onsite the mobile connectivity assessment of the retail shop during the
visit. Following parameters shall be checked during the assessment:

- Network Availability

- Signal Strength (both uplink and downlink)

- Signal Quality (including signal to noise ratio)

- Access point location and Antenna Alignment

8. Based on the onsite mobile footprint assessment performed by the SI, at least two SIM
(4G/LTE or above) cards from two different service providers shall be provided to the
retailers by the SI. Ensuring reliable connectivity shall be the sole responsibility of SI.
The SI must address any connectivity issues raised by the retailers on priority as per
terms of SLA.

9. The SI shall also identify and list out the retail shops which require additional antennas
to boost the signal strength.

10. The PoS system shall consist of an Automated Wireless Mobile Smart Handheld PoS
system along with a QR/ Barcode scanner along with other applicable accessories.

11. The SI shall procure and deploy PoS machines conforming to minimum specifications
given in the RFP.

12. The SI shall be responsible to provide any additional peripherals required for proper
functionality of the PoS devices such as additional antenna, charger etc.

13. The SI shall be responsible for integrating the POS application configured on the
machine with the central server of the IESCMS.

14. It may be noted that Purchaser or their authorized representatives may also carry
random verification of the retail shops to ensure any discrepancies observed in the
mobile foot print/connectivity. SI in that case shall be given a 3 days’ time to respond
and take corrective action based on the findings of the department.

15. The SI shall ensure that all the components of PoS devices offered are as per the
approved specification. No item with short supply or with different technical
specifications shall be accepted in any circumstances. The devices being supplied by
the SI shall be tested and certified prior to delivery of the device to the department.

16. The SI shall depute its technically qualified representative for commissioning/ installing
the delivered quantity of PoS Devices.

17. SI shall take sign off from the retail shops upon successful commission of the devices
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18. The designated officer from the department may inspect the PoS Devices deployed
and commissioned and fill up the post-delivery inspection report. Rejected
equipment(s) shall be handed over to the authorized representative of the SI. The
numbers of such defective equipment(s) shall be specified in the post-delivery
inspection report.

19. The SI shall be responsible for installation for the requisite Integrated Excise
Management System application and authentication protocol.

20. The SI shall be responsible for any interruption in operations due to loss of data
connectivity, SI shall replace the service provider as per the SLA agreement.

21. The SI shall be responsible to provide new functionalities, update existing
functionalities as per the requirement of the department for the entire duration of
project without any additional cost to Department of Excise.

22. The SI shall be responsible for keeping at least 10% PoS machines per district in the
inventory for management of SLAs. The SI shall be responsible for sharing the
inventory details with the Purchaser on monthly basis for compliance and validation.

23. The SI shall be responsible for developing a mobile application which can be used by
the retailers for scanning the bottles (Sales & receipts), in case the POS device is not
working or is in custody of SI for resolution of issue. The scanning functionality through
mobile application shall only be made available upon raising a resolution ticket for the
device. It shall be time bound and shall expire once the POS ticket is resolved
successfully. This functionality to be made available upon Go Live of POS devices.

24. In case there is an increase in the total licenses within the State, the SI shall fully
service those licenses at no additional cost.

25. Upon delivery, the SI shall be responsible to replace the faulty, broken, damaged, non-
operational, obsolete PoS, devices, peripheral devices and other hardware, software
components without any additional cost as per the SLA without taking into account the
reason of failure. SI shall be liable to make arrangements such as insurance etc. for
safety and security, theft and damages.

Note: In case of deliberate/ wilful damage or breakage or theft of device(s), the System
Integrator shall file a complaint and report to department. The department reserves
right to constitute a committee to evaluate such cases and may decide the action to
be taken against that licensee on case to case basis.

26. The PoS application shall have the following features:

o PoS device shall be provided with a carry case to protect the device from regular
wear and tear along with 1 additional charger.

o The SI shall develop and customize the PoS - IESCMS application. This application
shall also store and retrieve each transaction details (each bottle scanned) in PoS
device, at least till the information is transferred to the central cloud server.

o The POS machines shall have the capacity to store offline data and to verify the
authenticity of the bottle & its information in case of no connectivity.

o The POS - IESCMS application allows the retailers to request/place an indent
request to the district wholesale unit for consignment, select the quantity and brand
of liquor, and allows the retail shop staff to provide online receiving of the
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consignment received at the retail end. The entire process is routed through
database on central cloud

o The SI shall use PKI based encryption to store and retrieve all relevant transaction
details in the PoS device. No specific PKI based encryption is desired however the
security must be provided as per the best practices

o The PoS client application shall be user friendly, easy to operate, bi-lingual and
configurable to display text in either English or Hindi by an operator with minimum
qualification.

o The SI shall incorporate Back-up and Restore facility in the PoS devices as
necessary, till last committed transaction. Any data recovery, whether due to PoS
device replacement or any other reason(s), shall be carried out by the SI. Restoring
back shall be the sole responsibility of the SI.

o POS devices shall be preloaded with the developed client application. Client
application upgrades (if any) and its integration with IESCMS shall be provisioned
at no extra cost to the Department during the contract period.

o SI shall provide necessary software and technical document including drivers,
installable, manuals, to enable the Purchaser/stakeholders in using devices and
integrating these devices in their existing/new business applications.

o The SI shall provide Software Development Kit (SDK) support for all popular
software languages including Android/Java, .Net, C/C++ etc. The SDK shall be
compatible with all versions of Windows, Linux and Android Operating System

o SI shall be responsible for security audit by CERT-In empanelled agency. Solution
provider must produce the certificate as per the implementation schedule. Costs
for security audit and all certifications are to be borne by the SI.

27. The SI shall prepare and supply the printed training material. The material developed
shall be highly user friendly and shall have update contact information pertaining to the
local office, helpdesk support number and escalation point. Such material shall be
shared to retailers by the SI directly as well as through District Excise office.

28. The SI shall ensure that the training material developed are uploaded on the Excise
portal and can be accessed online.

29. The SI shall give onsite training to all PoS operators in the use of devices as well as in
troubleshooting of simple/basic errors.

30. SI shall also provide offline training content & held guide in both English and Hindi to
all the operators for ready reference.

31. The SI shall also be responsible for provide training to around 4 department officials in
each district of the assigned group. The department official training would include
basics of the devices, key functionalities and features, usage guidelines, safety
measures, etc.

32. The SI shall ensure the availability of trained manpower at local offices set-up for
support services.

33. The SI shall be responsible to maintain enough manpower to operationalize and
maintain overall operations within the defined SLA’s.
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34. The SI shall deploy enough resources to plan and manage the installation and regular
maintenance, health check-up of PoS devices at all service points in the area of
operations. The SI shall ensure that the PoS devices are delivered and installed in a
safe and secure manner.

35. The SI shall have to provide enough technical man power at district level to ensure
seamless operation at retail shops.

36. The SI shall place adequate number of on field resource at each district for addressing
the field issues. SI team shall be responsible for address any kind of technical or
operational issue being faced the retailers on priority basis and shall also conduct
health check-up of PoS devices on period basis.

37. The SI shall perform preventive maintenance of all equipment supplied on quarterly
basis for ensuring proper functioning of the devices/items supplied under the present
agreement

5.1.3.2 Hand Held Scanners

1. The SI shall prepare plan for supply, installation and commissioning of handheld QR
code/ Barcode scanners at distilleries/ breweries/ bottling plants/ bonds/ wholesalers
and submit it to district offices for authorization.

2. The SI shall demonstrate all the features of proposed Handheld Device through a proof
of concept (POC) implementation at SI’s own cost at time of technical evaluation. POC
is required to be given at central point to ensure compliance as per requirements.
However, a certificate that all machines deployed in each group, is to be submitted by
SI. If more than one type/make/model of machine is to be deployed in field, then
demonstration of all types/makes/models of machine will need to be provided.SI to
depute its technically qualified representative for commissioning/ installing handheld
QR code/ Barcode scanners at distilleries/ breweries/ bottling plants/ bonds/
wholesalers.

3. The SI shall visit the locations for installation and commission of handheld QR code/
Barcode scanners machines along with authorization letter from the department.

4. The SI shall be responsible to provide any additional peripherals required for proper
functionality of the Handheld Scanners such as additional antenna, backup battery etc.

5. The SI shall perform onsite mobile connectivity assessment of the locations during the
visit. Following parameters shall be checked during the assessment:

- Network Availability

- Signal Strength (both uplink and downlink)

- Signal Quality (including signal to noise ratio)

- Access point location and Antenna Alignment

6. The SI shall be responsible for supplying whitelisted SIM cards and other consumables
for handheld scanners. For this purpose, the SI must ensure provision of a reliable
internet connectivity not less than 4G /LTE for all Handheld devices distributed at all
the distilleries/ breweries/ bottling plants/ bonds/ wholesalers.

7. Ensuring reliable connectivity shall be the sole responsibility of SI. The SI must address
any connectivity issues raised by the stakeholders on priority as per terms of SLA.
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8. The SI shall be responsible for any interruption in operations due to loss of data
connectivity, SI shall replace the service provider as per the SLA agreement, on priority
basis.

9. The SI shall be responsible for the supply, installation, commissioning, maintenance
and roll-out of handheld QR code/ Barcode scanners at all the identified distilleries/
breweries/ bottling plants/ bonds/ wholesaler as per the minimum specifications given
in the RFP. The SI shall demonstrate the compliance of handheld scanners as per the
RFP.

10. The SI shall ensure that all the components of Handheld scanners offered are as per
the approved specification. No item with short supply or with different technical
specifications shall be accepted in any circumstances. The devices being supplied by
the SI shall be tested and certified prior to delivery of the device to the Department.

11. Handheld scanners shall be preloaded with the developed client application. Client
application upgrades (if any) and its implementation/integration with Integrated Excise
Management System application shall be provisioned at no extra cost to the
Department during the contract period.

12. SI shall provide necessary software and technical document including drivers,
installable, manuals, to enable Department of Excise in using devices and integrating
these devices in their existing/new business applications.

13. The SI shall provide Software Development Kit (SDK) support for all popular software
languages including Android/Java, .Net, C/C++ etc. The SDK shall be compatible with
all versions of Windows, Linux and Android Operating System

14. In case there is an increase in the total licenses within the State, the SI shall fully
service those licenses at no additional cost.

15. Upon delivery, SI shall be responsible to replace the faulty, broken, damaged, non-
operational, obsolete Handheld scanners, its peripheral devices and other hardware,
software components without any additional cost as per the SLA without considering
the reason of failure. SI shall be liable to plan such as insurance etc. for safety and
security.

16. SI shall be responsible for security audit by CERT-In empanelled agency. Solution
provider must produce the certificate as per the implementation schedule. Costs for
security audit and all certifications are to be borne by the SI.

17. The SI shall be responsible for distribution of Handheld scanners at all the distilleries/
breweries/ bottling plants/ bonds/ wholesaler. The SI shall distribute the Handheld
scanners with related accessories and warranty cards.

18. The SI shall be responsible for installation of the requisite applications and
authentication protocol at the time of Handheld scanner handover.

19. The features of the handheld scanner application shall include the following:

o The SI needs to ensure that every Handheld scanner shall be provided with a carry
case to protect the device from regular wear and tear along with 1 additional
charger.

o SI shall develop and customize the scanner application which shall be integrated
with IESCMS and feeds data onto the centralised cloud server. This application
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shall also store and retrieve each scanned detail (each bottle scanned) in handheld
device, at least till the information is transferred to the central cloud server.

o IESCMS application allows the excise officials at distilleries/ breweries/ bottling
plants/ bonds/ wholesaler to record/track each dispatch from the facility by
scanning the QR codes on excise labels on each bottle and its packaging case.
The data from the scanning devices shall be mapped to the indent request from
the wholesaler or the retailer for matching the quantity of liquor requested and
throwing any exceptions between the indent request and the dispatch
consignment.  These handheld scanners shall be used for scanning the
consignments received at wholesale warehouses to digitally record the
consignment received and generate its acknowledgement

o The device shall have the capacity to store offline data and to verify the authenticity
of the bottle & its information during no connectivity.

o SI shall use PKI based encryption to store and retrieve all relevant transaction
details in the Handheld scanners. No specific PKI based encryption is desired
however the security must be provided as per the best practices.

o The Handheld scanner application shall be user friendly, easy to operate, bi-lingual
and configurable to display text in either English or Hindi by an operator with
minimum qualification.

o SI shall be responsible to provide new functionalities, update existing functionalities
as per the requirement of the department for the entire duration of project without
any additional cost to Department of Excise.

20. The SI shall provide training material printed in Hindi/English. The material developed
shall be highly user friendly and shall have update contact information pertaining to the
local office, helpdesk support number and escalation point. Such material shall be
shared to the users at distilleries/ breweries/ bottling plants/ bonds/
wholesaler/Department officials by the SI directly as well as through District Excise
office.

21. The SI shall perform preventive maintenance of all equipment supplied on quarterly
basis for ensuring proper functioning of the devices/items supplied under the present
agreement.

22. The SI shall be responsible for keeping at least 10% machines per district in the
inventory for management of SLAs. The SI shall be responsible for sharing the
inventory details with the Purchaser on monthly basis for compliance and validation.

23. The SI shall place adequate number of on field resource at each district for addressing
the field issues. SI team shall be responsible for address any kind of technical or
operational issues of the device on priority basis and shall also conduct health check-
up of devices on period basis

5.1.3.3 Supply of Client Site Infrastructure at Distilleries

1. The SI shall be responsible for supply, installation and commissioning of client site
infrastructure. The minimum technical specification of the above-mentioned equipment
is mentioned in BOM (desktop, printers, UPS etc.).
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2. The SI can offer higher/latest specification without changing the make and model of
the product. However, if the particular model becomes obsolete and such certificate is
produced by the OEM with supporting document showing the replacement of the
existing model with new model with higher specifications, the Purchaser may consider
replacing the existing model with new model. The same shall be published on the
website as corrigendum. Purchase and Supply of product other than Make and Model
mentioned in the RFP / Corrigendum shall be construed beyond the purview of this
RFP.

3. The SI shall be responsible for supply, installation, commissioning, maintenance and
roll-out of the required number of Desktop machines/UPS at all identified 24 potable
distilleries/ breweries across the State of UP.

4. SI shall be responsible to provide total of 50 technical support executives at 24 potable
distilleries/breweries. The deployment plan and support hours will be defined by the
department, as per the requirements at different distilleries/breweries, post issuance
of work order.

5. The SI shall depute its technically qualified representative to ensure seamless
operation of the hardware devices supplied at the potable distilleries/breweries
(computers, CCTVs, handheld mobile scanners, software support, QR/barcode
printing & monitoring).

5.1.3.3.1 Inter-working of Hardware and Software

1. The SI shall integrate computer hardware and software components supplied by him
to make the computer system integrated and fully functional.

2. The SI must also take necessary steps to successfully install all the software
components supplied by him on the hardware supplied. Moreover, any relevant
software patches that are required to be applied, to the system software to make it
compatible with supplied hardware must be identified and installed from time to time
during warranty period.

5.1.3.3.2 Data Transfer

1. The SI shall transfer all the data from old PC to respective new PC if required during
the installation. Its responsibility of the SI to make sure that there is no data loss during
the transition from old computers to new computer systems.

5.1.3.3.3 Software Drivers and Manuals

2. SI shall install all the applications/software with licensed latest version of the windows
operating system in it.

3. The SI shall supply software drivers and manuals for the computer system and aligned
peripherals like Mouse, Keyboard, UPS, Power-cables, Monitor, Printer etc. as
applicable.

4. The SI must provide genuine, legal, perpetual, full use licenses for Operating System
pre-installed with all the desktops other hardware supplied under scope of this RFP.
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5.1.3.3.4 Hardware Warranty

1. The offer must include minimum of five years after sales service and 100%
comprehensive on-site warranty for all the hardware supplied under the scope of this
RFP.

2. After sales service and 100% comprehensive on-site warranty would be start from
single and uniform date. i.e. from the date of release of the acceptance document from
the Purchaser.

5.1.3.3.5 Software Warranty

1. SI hereby grants the Purchaser, license to access all the software provided under the
scope of this RFP, including all inventions, designs, and marks embodied in the
Software.

2. The comprehensive Onsite Warranty covering all updates, upgrades of software,
maintenance or support for its proper operation, performance and output as specified
in the RFP technical specifications for a period of five years from the date of
acceptance by the Purchaser.

5.1.3.3.6 Hardware Failure

1. The equipment/goods must conform to the specifications given and of desired quality
standards. The SI shall guarantee that the goods delivered to the Purchaser is/are
brand new and without any damages.

2. Consistency in delivery shall be maintained for the entire lot of products ordered. All
the required quantity of equipment/s as per requirement shall be of the same brand
and model number. The SI shall not substitute any internal components or subsystems
of the product by similar items of different manufacturer/s.

3. All the equipment shall be supplied with the relevant interface cables and necessary
standard accessories. Also, all the equipment shall be provided with ISI standard, 3-
pin power plugs (5-amp/15 amp, as required).

4. If during the warranty period, any equipment supplied under the scope of this RFP has
a hardware failure on four or more occasions in a quarter, it shall be replaced by
equivalent new equipment by the SI at no cost to the Purchaser.

5. The SI as well as the OEM shall be jointly and severally responsible for and quality of
the supply.

5.1.3.3.7 Technical Documentation

The SI shall submit the following documentation after installation of all equipment
supplied under the scope of this RFP.

i. Site diagram showing exact location supplied hardware.
ii. Bill of Material.
iii. Warranty certificate indicating project duration onsite warranty from the OEM

for all the equipment supplied under the scope of this RFP.
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5.1.3.3.8 Acceptance Tests

At the discretion of the Purchaser, acceptance test shall be conducted by the SI on
installed Computer Hardware, Software at the Distilleries and Breweries site in the
presence of the officials of the Purchaser.

i. The tests shall check for trouble-free operation of the complete system with
successful usage of IESCMS on the computer for four consecutive days apart
from physical verification and testing. There shall not be any additional charges
payable by the Purchaser for carrying out this acceptance test.

ii. The Purchaser will take over the systems on successful completion of the
acceptance test.

5.1.3.3.9 Completeness of Installation & Commissioning

1. The installation and commissioning shall be deemed as incomplete if any component
of the hardware software etc. or any documentation/media is not delivered or is
delivered but not installed and/or not operational or not acceptable to the Purchaser
after acceptance testing/ examination.

2.  SI shall have to supply all necessary accessories along with the supplied goods,
appropriate licenses, device drivers, data sheets and documentation which may be
required, whether mentioned or not mentioned in the RFP scope, for successful
acceptance of the quoted equipment to the Purchaser.

5.1.3.3.10  Technical Support Field Staff

1. SI shall be responsible to provide adequate number of technical support executives at
each district within the State to ensure compliance of SLAs.

2. The SI shall depute technically qualified field staff to ensure seamless operation of the
complete solution within the State.

5.1.3.4 QR Coded Secured Excise Labels

1. The SI shall be responsible for design, development, implementation, maintenance
and roll out of QR code generation through the IESCMS, its printing through printers
pre-installed at bottling plants & Bonds (liquor from outside state) and its subsequent
scanning through hand held QR code scanners.

2. The SI shall ensure complete Track & Trace of finished alcohol goods (bottles &
cartons) starting from the bottling plant till the point of sale at the retail shop.

3. The SI shall be responsible for facilitating the printing of secured excise labels with QR
codes including related stationary.

4. The SI shall ensure that the excise labels, duly approved by the Purchaser shall have
distinct security features as referred in the RFP, thus making it difficult to counterfeit.

5. The SI shall also ensure that the QR codes generated shall be unique and system
shall not allow any duplicate printing of QR codes (refer to SCM FRS).

6. The secured QR Codes generated through IESCMS application shall be printed on the
secured stationary with additional secured features like colour stamp/mark, UV printing
etc. so as to make them difficult to counterfeit.
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7. The SI shall have de-duplication checks for QR codes across the entire supply chain
for detection of any reuse of the same QR codes.

8. SI shall provision in the application the generation unique QR codes only as per the
pre-approved bottling plan of the unit submitted in the system (refer to SCM FRS).

9. The system to allow printing of generated QR codes on excise labels only from the
system on the request of the licensee and its approval from the excise department
officer in real time (refer to SCM FRS).

10. The SI developed system shall generate GS1 compliant 2D barcodes/ or as specified
by the Purchaser that can relatively store large amount of data and accurately read
data attached to it as per the SCM FRS Section in this RFP.

11. The SI shall perform integration with GS1 Application using API interface for validation
of registered codes.

12. The aligned data on system generated QR code must be carried in a database on the
central cloud server with the corresponding key in the form of a Unique ID for tracking
the flow of the corresponding bottled liquors. Once this unique ID is scanned and
captured by the scanner, connectivity would enable this scan to communicate with the
central database. For every scan, reports shall be generated, and database shall be
maintained for Purchaser.

13. In case of any mala fide scans – scanning of the duplicated copy of QR codes the
system shall raise notification of the place the scan has been done with reference to
the master data set.

14. The SI shall supply sufficient stationery in the form of rolls for excise label printing at
each distilleries/ breweries/ bonded warehouse (bond) - wherever the bottling station
is located as per the requirement and daily printing load of each of these sites to meet
the production needs.

15. The process of generation of QR codes on secured excise labels shall be integrated
with the proposed Integrated Excise Supply Chain Management System.

16. The excise department will collect one roll from each consignment as reference sample
for quality testing of label stationary (compliance with the specifications defined as per
RFP). The roll collected from that consignment shall be kept for testing purpose under
excise control for a maximum of 6 months after which the roll will be returned back.
The excise label specifications shall be used as per the specifications mentioned in
the RFP (7.2.13).

17. The SI shall ensure availability of the stationary at the distilleries and bonds to ensure
uninterrupted operations.

18. In case there is an increase in the total licenses within the State, the SI shall fully
service those licenses at no additional cost.

19. The SI resident engineer stationed at the plant, shall assist the distillery staff in
generation and printing of QR/Bar coded excise labels under the supervision of the
excise officer.

20. SI shall provide software solution to provide MIS reports at machine level as well as
from centralized location. Solution shall be capable of generating suitable MIS reports
customized to the Purchaser’s requirement in respect of activity, uptime, and fault
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event. Typical fields in this MIS: No. of codes printed, No. of codes rejected, Reasons
for rejection like Network failure, Power failure, 1st time printing, Barcode
authentication failure, 'Nothing to print', paper jam etc.

21. Software solution shall be capable of monitoring the uptime of all the printer on real
time basis from a centralized location.

22. The stationary for the manufacturing the QR/Bar code secured labels should be
provided by the SI meeting the below requirements:

Security Features (Mandatory):

o Tamper Evident Material: The stationary should have tamper evident features
which shall display some form of visible or recognizable alteration when an attempt
is made to remove the label from the bottle or the case. The tamper evident
material should be such that once altered with cannot be used again.

o Security Cut: Customized security cuts are advised according to label size, to
enable a better view of tamper evidence, if label is tried to be peeled off from the
substrate.

o Water Proofing: The label should be waterproof.

In addition to the above mandatory features, the SI has to provide any two of the
below features at no additional cost to the department.

Á State logo with invisible ink or Signature in invisible ink printing (any dignitary’s)
Á Complex printing pattern
Á Visible fluorescent ink or Thermo chromic ink

o Material Description: The Material should be designed for corrugated boxes
having rough surface dust and high moisture content. It should be highly effective
for manual application of the labels or where no applicator is being used. It should
not peel off while handling the boxes.
It should be semi-gloss white, co-executed film consisting of an expanded
polystyrene layer with a clear polystyrene surface film. The top coat should be
highly receptive to thermal printing as it is having matt finish.

o Adhesive: A highly aggressive permanent rubber-based adhesive featuring high
initial tack and excellent ultimate bond strength to a wide range of substances.
The adhesion is equally effective for manual as well as auto application of the
labels. Adhesive should be in compliance with FDA recommendations, where
incidental contact between food and adhesive may be possible.

o Applicability: It should be easily applicable on different types of corrugated boxes
and glass and aluminium containers.

o Printing: It should be such that printing can be done by usual printing technologies
for variable information. For variable information printing, thermal transfer and
inkjet printing can be used. It’s better to use Resin Ribbon’s for thermal transfer
printing for better outcome.

5.1.3.5 Digi-Locks/Smart Locks

1. The SI shall be responsible for supply, installation, commissioning, maintenance and
roll-out of Digi-locks on all the identified entry/ exit doors of the distilleries, breweries
and bottling units.
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2. The SI shall integrate all the commissioned digital locks with a digital-lock system at
their own cost.

3. The SI shall be responsible for conducting a site visit survey of distilleries, breweries
and bottling plants to identify the spots for installation and their sizing.

4. The SI needs to prepare a report on the identified locations for installation of digital
locks and get it verified by the Purchaser officials.

5. The digital locking system shall have the following features:

o Numeric code-based opening and closing of lock with user authentication
o Opening & closing log with date and time stamp
o Reason recording for opening and closing of lock
o Automatic alerts to the central server in case of forceful breaking or tampering of

lock
o In-built battery support for minimum 24 hours with internal rechargeable battery as

well as external Battery support either 12V DC or 24 V DC from vehicle battery
o Emergency centralized locking system after authorization from the Purchaser, for

which the System Integrator shall prepare pre-defined business rule after
consultation from the department and configuring it in the system

o The Digi-lock system to send the following status of the lock to the central server
at all times:

Á Lock Open
Á Lock Closed
Á Any tampering attempt
Á Remote diagnosis of Digi-Lock
Á Any other as proposed by Purchaser

6. The SI shall be responsible for complete operation and maintenance of the digital lock
system. The SI shall replace the faulty digital locks within the defined timelines in the
SLA.

7. The SI shall be responsible for supplying all the equipment and accessories as per the
minimum specifications mentioned in the RFP.

8. The SI shall be responsible for keeping at least 10% Digi-locks in the inventory for
management of SLAs. The SI shall be responsible for sharing the inventory details with
the Purchaser on monthly basis for compliance and validation

5.1.3.6 GPS/ GPRS enabled Vehicle Tracking System (VTS)

1. The SI shall own, deploy and maintain GPS software along with all required
server/cloud, storage and licenses for project operations.

2. The SI shall develop a functionality with IESCMS for registration of device & associated
transport vehicle and thereafter its online monitoring. Without registration, the vehicle
cannot be used for transportation.

3. The GPS devices shall be compliant with latest AIS 140 standards and should cater to
the functionalities/requirements defined in the RFP. Any upgrade or modification in the
GPS device which are not compliant with the specification must be replaced or
upgraded by the licensee at his own cost.
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4. The SI shall be responsible for integration of existing GPS devices of all vehicles
carrying excise goods (molasses/ spirit/ IMFL/ CL/ Beer/ other alcoholic drinks) with
the GPS application.

5. The Vehicle Tracking System shall track the GPS enabled vehicles carrying molasses/
liquor consignments for the following cases:

o Transportation of molasses from the sugar mill to the bona-fide user premises

o Transportation of Spirit/ IMFL/ CL/ Beer/ Other alcoholic drinks from distillery/
brewery/ bottling unit established within the state to a district wholesaler

o Transportation of Spirit/ IMFL/ CL/ Beer/ Other alcoholic drinks from distillery/
brewery/ bottling unit established outside the state and transporting liquor to a
bonded warehouse within the state

o Transportation of IMFL/ Beer/ Other alcoholic drinks to other states (tracking the
consignment till the point of exit from the state)

6. The SI shall set up a central monitoring facility at a location specified by the Purchaser
with all necessary equipment. Refer Specifications of Video Wall for CCTV
Surveillance System as stated in the RFP for more details.

7. The SI shall be responsible to provide adequate manpower at the central monitoring
unit to manage the entire monitoring operations.

8. The SI shall integrate the GPS system help-desk with the centralized help desk for the
entire excise solution. The technical support for GPS related issues to be routed
through the central help desk.

9. The SI shall be responsible for development of login-based web and mobile
application. The below functionalities shall be supported but not limited to

o Availability of GPS devices (Active/Non-Active)
o Trip sheets generation
o Warehouse/ retailers acknowledgement shall be available.

10. The GPS system shall have the provision of configuration SMS services and email for
sending communication to concerned officers and vigilance committee members.

11. The SI shall ensure real-time web-based tracking of the movement of the vehicles.
Entire set of applications and their features shall allow secure web based online access
to obtain real time information. The secure access shall be provided through popular
browser interfaces.

12. The SI shall be responsible for Integration of GPS tracking system with the end to end
Supply Chain Management.

13. The VTS application shall support integration with different types of Maps, GIS Maps
and the required maps for route navigation (Google maps / Digital maps /Customized
maps licenses) must be provided by the SI at their cost.

14. The VTS shall have SSL Security Level (Global) and shall obtain the certificate for
same within 2 months of Go Live phase. In case of any modification or enhancement
of VTS and web application, the SI shall ensure that all such changes conform to STQC
norms.
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15. The SI shall be responsible for training the designated department officers for
monitoring GPS tracking system.

16. The SI shall ensure trained staff/ agents for resolving basic technical issues related to
GPS devices and GPS software.

17. The SI shall be responsible for Operation & Maintenance of GPS tracking based on
the issues reported and learnings from the field as per the Service Level Agreement
(SLA).

18. The SI shall design a user-friendly application for web-based Vehicle Tracking.

19. The application Software shall be hosted by the SI at the centralised cloud server and
share the administrative rights and access with the Department

20. The SI shall maintain a dynamic reporting system. The SI is also expected to provide
following customized MIS report as per requirements of Department.

o Live location of the Vehicle
o Working Hour/ Efficiency reports
o Detailed Activity reports
o Vehicle Summary
o History Report (showing path taken by vehicle)
o Trip-wise Report
o Route Deviation Report
o Vehicle stoppage report
o Monthly monitoring summary

21. The SI shall provision GPS tracking system in such a way that the system can track
even the stoppages of vehicles in transit and trigger system-based alerts when a
vehicle stops at a location beyond the permissible time limit.

22. The SI shall assist the department in framing the standard specifications of GPS
devices and the guidelines for their compliance, cost of which shall be borne by the
licensees.

23. The SI shall provision Dynamic Route Management in the application. This must be
able to create and assign routes based on the landmarks and stoppages with option
to assign single or multiple vehicles on the route created.

24. The system shall support multiple concurrent user queries/ transactions for multiple
operational trucks/vehicles at the same time. Tracking system shall capture the
following Information elements but not limited to:

o Coordinates
o Reference location
o Time and Date
o Vehicle ID

25. The tracking of movement of vehicles shall be done by the SI staff at the monitoring
centre at headquarters and at a district level. The facilities needed for monitoring at
headquarter level and district level shall be set up by the SI. Deviations of high priority
shall be shared by the vendor to the department officials and deviation reports shall be
monitored by users within department.
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26. The SI shall provision role-based access of vehicle tracking for concerned Purchaser
officials. Concerned officials shall access the web-based application/interface to track
the trucks/vehicles. Access shall be made through internet.

27. The SI shall ensure adequate security provisioned in the Vehicle Tracking System to
ensure un-authorized users are denied access to this application.

28. There shall be an online ticketing tool which monitors and keeps log of the issues.

29. Roads with their names on mouse over- Roads including National Highways, State
Highways, major District roads, village roads and other roads need to be displayed on
the map.

30. Additional layers on prominent landmarks shall also be displayed on the map.

31. The SI shall provision the monitoring and tracking of pass through liquor carrying
consignments (liquor from other states passing through UP state for delivering liquor
consignments to other states) by integrating with the commercial tax department for
fetching information on RFID enabled liquor carrying trucks.

32. The SI shall also develop a provision in the system to generate transit pass for pass
through trucks (refer to FRS Control & Regulation section).

5.1.3.7 CCTV Surveillance System

1. The SI shall be responsible for supply, installation, commissioning, maintenance and
roll-out of integrated CCTV surveillance system covering all the identified distilleries/
breweries/ bottling plants/ bonds.

2. The SI shall be responsible in installing tamper proof CCTV cameras along with its
accessories in distilleries/ breweries/ bottling plants/ bonds.

3. The SI shall integrate all the CCTV cameras installed at various identified spots with
the CCTV surveillance system at the central command room.

4. The SI shall own, install, deploy, maintain and operate CCTV System along with all
required server/cloud, storage and licenses for project operations.

5. The SI shall be responsible for operation and maintenance of IP Cameras unit at the
excisable loading points for 24 X 7 coverage at existing potable distilleries, breweries,
and other bottling plants and bonds with its real-time display at central control room
located at the Purchaser’s premises.

6. The CCTV surveillance system shall have dedicated MPLS connectivity for
display/monitoring of real time videos at central control room of all the distilleries,
bottling plants and breweries.

7. The SI shall ensure that CCTV equipment are tamper proof and sufficient measures
are taken to protect camera/NVR/network etc from damage, theft and deliberate
damages. SI shall ensure that all equipment are placed in proper robust casing and at
sufficient height for making it unreachable from public.

8. The SI shall survey the manufactories and bonds, propose the suitable places for
installation basing on ground situations and prepare the installation map / plan. The SI
shall install cameras after due approval from excise officers deputed at manufactories
and bonds. However, SI shall have to reinstall cameras if optimal results are not
obtained from existing setup.



Page 89 of 324
Draft

9. PTZ cameras shall be installed at distilleries / breweries and bullet cameras shall be
installed at Bonds.

10. The proposed locations of installation of cameras are as follows to focus:

o Bottling units – pasting of QR codes

o Bonds

o Entry- Exit Gates to view the number plates and count the vehicles

o Vehicle entry-exit points and storage warehouses of bonds.

o Loading-unloading areas of Manufactories and bond warehouses

o Production monitoring at manufacturing units

11. The SI shall provide Cameras, Network Video Recorder (NVR), Video Management
Solution (VMS) and all other accessories to enable remote viewing of cameras.

12. The SI shall provision for sufficient internet bandwidth / connectivity at all facilities level
for real time viewing at HQ & site. The SI shall supply whitelisted SIM/ Broadband- Wi-
Fi-supported NVR for connectivity. SI shall check multiple internet service providers to
ensure best available bandwidth at various facilities and accordingly deploy such
internet service provider only. Monthly recurring charges for the whitelisted SIM cards/
wired Broadband connection are to be paid by the SI.

13. The data shall be transmitted directly from the distilleries/bottling plants/ breweries/
bonds warehouses to headquarters on real time basis. The backup record of video
footage shall be retained for 30 days at the site.

14. The SI shall be responsible for establishment of centralized control centre at Purchaser
premises for control and monitoring of CCTV surveillance feeds.

15. The SI shall ensure 24 hours surveillance of CCTV feeds at the control room, by
deploying its staff in shifts.

16. The SI shall ensure safety and security of CCTV recordings and shall provide robust
mechanism for access to recordings.

17. The SI shall provide comprehensive operations and maintenance support for the
complete duration of the project.

18. The SI shall perform preventive maintenance of all equipment supplied on quarterly
basis for ensuring proper functioning of the devices/items supplied under the present
agreement and certify that all the CCTV devices are tamper proof and comply with
specifications and requirements of the scope of the tender.

19. The SI shall provide login-based web and mobile application to authorized Purchaser
officials to view the live / recording of facility of their jurisdiction.

20. The CCTV health monitoring software shall also be available to authorized purchaser
officials. The CCTV health monitoring software shall provide following features but not
limited to below:

o Availability of CCTV Cameras (Active / Non- Active)

o Breakup of duration of availability and Non- availability of cameras

o Alerts and action taken details
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¶ Camera focus Change (Scene Change alert)

¶ Camera black out (Video tampering)

¶ Storage Error

¶ Network disconnection etc

o Region/ district / Manufactories/bond warehouse wise drilldown MIS reports

o Configuration of Mobile app, email and SMS alerts as per the need

21. The SI shall be required to deploy the manpower at his cost at headquarters for overall
monitoring of the control room.

22. The SI shall also establish one local CCTV monitoring & recording setup at all
manufactories site for the resident Purchaser’s officers.

5.1.3.8 Geo-Fencing of Excise controlled units & transportation
routes

1. SI shall create the geo fencing for all the licensed premises of distilleries, breweries,
bonds, district wholesale warehouses and retail shops along with all the pre-approved
routes based on the routes master for transport of excise goods within the state.

2. The SI shall also ensure that all the PoS & handheld devices are mapped to the retail
shops in such a way that whenever the PoS device configured for a particular shop is
used outside the shop it shall trigger an alert in the geo-fencing application.

3. Geofencing shall enable remote monitoring of geographic areas surrounded by virtual
fence (geofence), and automatic detection movement vehicles enter or exit the
jurisdictional areas of vehicle used for Molasses/ Spirit/ IMFL/ CL/ Beer movement
within the State of UP (i.e. both start & ending point)

4. The geofence shall allow you to set a boundary area where a vehicle is allowed or not
allowed to travel. This shall alert you if your driver happens to travel across the set
boundary. Geofence alerts shall warn you when a driver enters or exits their job-site.

5. With a GPS tracker system, a digital time stamp shall be marked for the arrive time of
your drivers, when their work begins and when they leave.

6. The monitoring of all geo fenced premises and devices shall be done by the SI at
centralized command centre.

5.1.3.9 Centralized Command Room

1. The SI shall be responsible for setting-up of infrastructure for control and monitoring of
CCTV surveillance feeds and GPS feeds at the command centre.

2. The command centre infrastructure shall include video wall with fifteen 48-inch LED
screen panels, air conditioning, internet connectivity, furniture etc. This entire set-up
shall part of the central control room established by the SI at Purchaser’s premises.
The SI staff shall be responsible for supporting the excise officers in managing,
monitoring and maintaining the operations at the control room.

3. The SI staff shall be responsible for managing, monitoring and maintaining the
operations at the control room.
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4. Entire set of applications and their features shall allow secure web based online access
to obtain real time information. The secure access shall be provided through popular
browser interfaces.

5. The SI shall set up a central monitoring facility at the control room/ command centre
with all necessary equipment as per specifications of video wall mentioned in this RFP.

6. The SI shall be responsible for deployment of adequate manpower (minimum 7) at the
Central monitoring unit to manage the entire monitoring operations of the state.

7. The SI shall ensure 24 hours surveillance of CCTV feeds and GPS data at the
command centre, by deploying its staff in shifts.

8. The SI shall integrate all the CCTV cameras NVR installed at various identified spots
with the CCTV surveillance system at the central command room

9. The system shall be able to receive/record/fetch the GPS feeds and CCTV Data from
different excise-controlled units (Distilleries/ Bottling Units/ bonded warehouses/
bonds/ and district wholesale) and transport vehicle movements.

10. The CCTV surveillance system shall have dedicated MPLS connectivity for
display/monitoring of real time videos at centralized command centre.

11. The SI shall ensure safety and security of CCTV recordings and shall provide robust
mechanism for access to recordings.

5.1.3.10 Mobile Tablets for Department Users
1. The SI shall be responsible for supply of tablets to the Purchaser officials for official

usage as per specifications published in this RFP.

2. The SI shall be responsible for On-site support for of the mobile tablets during the
complete duration of the project with regards to the workability and 1-year warranty of
the tablets

3. The supplied tablets shall not have been manufactured for more than 6 months from
the date of issuance of the work order

4. The SI must ensure provision of a reliable internet connectivity not less than 4G for all
tablets supplied to the department. Ensuring reliable connectivity shall be the sole
responsibility of SI.

5. The SI shall be responsible for any interruption in operations due to loss of data
connectivity, SI shall replace the service provider as per the SLA agreement.

6. The SI shall be responsible for supplying whitelisted SIM cards and other consumables
for tablets.

7. The SI shall ensure that all the components of tablets offered are as per the approved
specification. No item with short supply or with different technical specifications shall
be accepted in any circumstances. The devices being supplied by the SI shall be tested
and certified prior to delivery of the device to the Department.

8. The SI shall demonstrate the compliance of tablets as per the RFP.

9. Tablets shall be preloaded with the developed client application. Client application
upgrades (if any) and its implementation/integration with IESCMS application shall be
provisioned at no extra cost to the Department during the contract period.
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10. The SI shall perform preventive maintenance of all equipment supplied on quarterly
basis for ensuring proper functioning of the devices/items supplied under the present
agreement.

5.1.4 Application Hosting on Cloud Services

1. SI shall be responsible for hosting the entire IESCMS and all ancillary in-scope
applications on Cloud from MeitY empanelled Cloud Service Providers (CSPs).

2. In no case, SI shall host the application on cloud of any company which is not
empanelled with MeitY.

3. SI shall be responsible for installation of all the software required for the successful
hosting of the IESCMS and all ancillary in-scope applications.

4. The Cloud, where the newly developed system shall be hosted shall comply with
Technical Requirements Specification as provided in this RFP document.

5. The SI shall formulate an effective Back-up Strategy and Disaster Recovery Plan and
take sign-off from Purchaser for the same. SI shall be responsible for the
implementation of approved Back-up and Disaster Recovery plan.

6. DR shall be at least with 50% compute capacity of DC. All the software & related
licenses, replication links, etc. will be in the scope of SI. The database storage at DR
site should be of 100% capacity of DC site. DC/DR site should have Recovery Point
Objective (RPO) of <=15 minutes and Recovery Time Objective (RTO) of <1 hour. The
data replication on DR site must be on real time basis.

7. Other than cloud DC-DR, the SI shall also be responsible to back up the business and
daily transactional data at SDC.

8. SI to manage the data repository at State Data Center (SDC) and to ensure that
complete transactional data is backed up at SDC as per following:

o Incremental backup – daily basis

o Full backup – weekly basis

9. The SI shall be responsible to supply and setup an infra which includes – replication
tools, servers, drives and any other hardware/software etc. at SDC for the data backup.

10. SI shall be providing required bandwidth for seamless and flawless data flow between
DC and data backup centre at SDC.

11. The integration of Cloud DC-DR and on-premise Data backup centre at SDC shall be
responsibility of SI for seamless flow of data.

12. SI to adhere to the state policies for data security, data back-up and data retention. SI
to also adhere all industry best practices security guidelines and MeitY & CERT-IN
security guidelines, polices, controls & advisories releases on time to time.

5.1.5 Data Migration

1. SI shall finalize the requirements for data migration of the existing data from the legacy
online systems and prepare the strategy for building the Master Data scheme

2. The data migration methodology to transfer data from manual and / or the existing
systems to the database implemented for the proposed system needs to be defined.
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3. The SI is expected to carryout independent exercise for assessment of data source,
data format, and data fields and number of records before data migration.

4. The SI shall provide detailed data migration plan, data migration strategy and data
migration templates to Purchaser for how data migration works.

5. The SI shall define proper validations, tracking and reporting and correction
procedures for migration of data from the existing database/ any other format shared
by the Purchaser.

6. Correct migration and uploading of data to the new system (including master and
transaction data) shall be the responsibility of SI without any extra cost implication to
the Purchaser.

7. SI shall ensure 100% validation of data from its own end and random validation (10%)
from the Purchaser’s end, shall be carried out before uploading/migration of Data to
the IESCMS.

8. The IESCMS shall be fully compatible for data exchange/ enable data migration with
existing systems being used by Purchaser.

5.1.6 Development of Web Portal

1. The SI shall upgrade and maintain the existing website of the Purchaser.

2. The SI shall also provide support to the department for maintaining the existing legacy
applications & web-portal. The scope for existing legacy applications will be limited to
current system maintenance and no upgrades will be done on the system software or
hardware within the scope of this project.

3. The SI shall also develop in-parallel a new official web portal for the Purchaser.

4. The SI shall be able to deliver aesthetically designed website which shall be highly
user friendly, SEO & SMO friendly and compatible with all the latest browsers and
technologies.

5. The SI shall be able to provide design templates to the Purchaser for the finalization.

6. The SI shall change/modify the design to facilitate the web development of mentioned
websites without any additional fee.

7. The SI shall develop content for website basis the inputs from Purchaser. The content
shall be finalized in consultation with Purchaser.

8. SI shall provide samples of the concept designs of homepage and templates of inner
web pages to the Purchaser for evaluation purpose.

9. The SI shall provide website maintenance services during the complete project
duration.

10. The website shall be highly user friendly and compatible with latest technologies and
latest browsers.

11. The SI shall be responsible of web hosting of the website.

12. The SI shall help Purchaser in selecting the domain name for the new website and SI
shall provide suggested domain names for the website in the proposal.
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5.1.6.1 Functions, Features and compliance functionality
The new website shall contain following minimum features –

1. Comply with all the requirements as stated in “Guidelines for Indian Govt. Websites”
(including special provisions for usage by Divyangjan)

2. The website shall be supported by 2019 latest versions of all popular web browsers
i.e. IE, Mozilla, Google Chrome, Opera, Safari, Edge, etc.

3. View only for Visitors. The content uploaded on the website/portal would be completely
isolated and would have restricted access. Only admin users with certain rights to
add/edit/update the content would be able to manipulate the content they own.

4. A feedback management system shall facilitate collection of feedback from visitors to
the site in the predefined form

5. Availability of pictures and animation on home page and on some internal pages

6. The web portal shall have full text searching functionality.

7. There shall be a download section to facilitate downloading of documents, brochures,
forms, notices, etc available for download if any.

8. Link to various website pertaining to Government of UP, any other as suggested by
Purchaser.

9. Other features (minimum) - Related websites - Website Policies (As per Guidelines for
Indian Government Websites) - FAQ - Photo Gallery - News - Hit Counter - Site Map -
Help - Contact us

10. Content Management System of the website for progress and status, media reports,
including event photo-shoots, live feeds, social media contents, if any and periodic
archiving the old contents automatically, etc

5.1.6.2 Usability
5.1.6.2.1 Home Page

1. Homepage shall be attractive and well-constructed, so that it makes a good first
impression to all who visit the site

2. Key topic areas shall be presented in order of importance and shall be easy to scan.

3. Up-to-date news stories shall be focused on the homepage.

4. Homepage shall clearly communicate the site's purpose and show all major options
available on the Web site.

5. The majority of the homepage shall be visible above the fold,  and shall contain a
limited amount of prose text.

6. Easy access to the homepage shall be provided from every page in the site.

5.1.6.2.2 Page Layout

1. All items shall be appropriately aligned on the pages and layout shall be consistent on
all the related pages.

2. Style & colour scheme shall be consistent across the site.
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5.1.6.2.3 Navigation

1. A Web sites navigation scheme and features shall allow users to find and access
information effectively and efficiently

2. Navigation tabs shall be located at the top of the page, and look like clickable versions
of real-world tabs

3. The navigation elements shall be clearly differentiated from each another and shall be
placed in a consistent way so that it can be easily located on each page

4. Site maps shall be available with all the links of pages existing on the website and link
for the site map shall be clearly visible on the homepage

5.1.6.2.4 Heading, Titles & Labels

1. Headings shall be used in their appropriate HTML order and heading levels shall not
be skipped

2. All pages shall have category labels including links and clearly reflect the information
contained within the category

5.1.6.2.5 Security Features

The website shall have the following security features-

1. Free from OWASP Vulnerabilities

2. Captcha to be implemented to prevent password cracking tools.

3. Protecting against DoS attack targeting application like locking of the application

4. Secure mechanism of changing the password in lost/forgotten scenario for the
authorized administrators.

5. Audit trail shall be enabled on the website/portal, so that the administrator can see the
successful and unsuccessful logon, with time, IP attempts on the website.

6. Website/portal shall be able to generate mail alert and historical report in the security
report viewable to the administrator containing the Time, IP address of attackers, the
page under attack, and the parameter under attack with the attack values.

7. There shall be a provision of blocking any IP or Network by assigning IP Address range
from accessing the pages of admin module of the website/portal; also, the main
website. So that identified attackers can be blocked.

8. The admin module, uploader module shall be in separate folder so that HTTPS can be
configured on the functionality that requires login action to be done.

5.1.7 Development of Mobile Applications

1. The SI shall be responsible for design, development, implementation, and Go-Live of
the following three mobile applications-

o Application for Admin/Department

¶ All the features available on the integrated excise solution and its ancillaries for
the Admin/Department shall be made available on the mobile application
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¶ Mobile Application that enables to manage the IESCMS 24/7 and are designed
to track drivers, vehicles, shipments etc. Excise officers can manage logistics
in real-time and their entire field operation from any Android or iOS based smart
phone.

o Application for Retailers/ Wholesalers and Licensee

¶ Application for indent management for Retailers & Wholesalers to manage
stock, make payments and track & trace their consignment and relevant
IESCMS functionalities

¶ The licensee would be offered e-services for performing all activities related to
license management, application for transport pass & permit, payments, return
filing and other activities online through web-based/mobile enabled application
services.

¶ The SI shall facilitate the availability of a feature on mobile application, where
during the unavailability/downtime of the POS machine – a link is provided to
the retailers on the application installed at their registered mobile device for
enabling the scanning functionality. This functionality can be used for scanning
the bottle for sales as a replacement for PoS for a defined period.

¶ This function/capability for scanning on retailer’s mobile application shall be
deactivated once the ticket is resolved and the POS machine is
replaced/functional again.

¶ During the downtime of the POS machine, these link which allows phone
devices to work as scanner at sales shall have all software features of scanning
applications available on the POS machine

o Application for Citizens/Consumers

¶ Application for citizens /Consumers to scan and ascertain the authenticity of
the product

¶ Grievance Redressal & Complaints

2. SI shall ensure that the mobile applications can seamlessly access the database of
integrated Excise Management application

3. The Mobile Application would have to be uploaded on the following:

o Apple app store

o Google play store

4. Mobile App shall be native, responsive, dynamic, online and robust which is to be
supported on smart mobile phones and tablets with o/s such as Android and iOS
including future versions of the mentioned O/S.

SN Platform
Support

OS Version Display
Orientation

Display Support

1 Android Latest
Version
available

Portrait and
Landscape both

(426 x 320 dp) and above
for android phones and
tabs
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2 iOS iOS 7 and
above (Latest
Version
available)

Portrait and
Landscape both

(480 x 320) and above
iPhone

5. SI shall be responsible for maintaining the mobile applications till the tenure of this
agreement/project.

6. SI shall share the design documents based on the applications FRS for department’s
review & Sign-off.

7. Application shall be designed in a way that it is easy to use and navigate with beautiful
UX and UI

8. Application Code, Web API’s, and the deployment document shall be shared with the
department post deployment and launch of the application

9. Technical documentation of design and development stages of mobile application,
database, complete source code of mobile application shall also be shared with the
department.

10. SI shall design the application which has Portrait and landscape display orientations.

11. The SI shall provision for sharing of application-

o Links for sharing application for download

o For the Citizens/Consumers application- Comments provided by the user on his
Facebook /Twitter account shall be provided.

12. SI shall provide regular App Analytics, reports, vital statistics and analysis of
applications with the department.

13. SI shall provide proof of ownership (licenses) of various software used by them for the
development as well as for the hosting of mobile application.

14. The SI shall provide Purchaser Full Access to server hosting the application

15. The application shall support multi-lingual (English and Hindi) feature

16. SI shall ensure that the mobile apps are designed to send alerts to the user to
download the latest version, whenever available.

17. The mobile applications shall work in all networks irrespective of mobile device make
and model.

18. The SI shall also have a provision in the application, for the access to Geolocation
information in case the mobile device supports it.

19. The solution developed by SI shall not be a responsive website solution. Native
development is preferred from SI, but hybrid cross platform development can also be
considered.

20. SI shall provide support 24*7 for mobile application related issues.

21. SI to provide application customization and upgrade.

22. The Intellectual Property Rights of the application shall rest with Purchaser.
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23. The SI shall provide the source code of the application to Purchaser at the time of sign-
off.

24. Purchaser shall have the copyright to the design and content of the mobile application
with all programmes, including those meant for statistical reporting, graphics and
content developed to achieve the desired functionality.

25. The SI shall be responsible for, both where the contract comes to a natural end, and
in case of foreclosure, to:

o Furnish all information demanded by the Purchaser regarding the existing
framework of the application

o Handover all the old / latest backup code of the mobile application to Purchaser on
a CD/DVD/Pen drive/Hard disk

5.1.8 SI Testing & User Acceptance Testing (UAT)

1. SI shall maintain a traceability matrix, to confirm that all the business and functional
requirements as stated in the FRS and in requirements in the detailed scope of work
of this volume of the RFP are met by the solution.

2. SI shall be responsible for the below mentioned activities as part of the testing:

o Unit Testing of different modules of the solution
o Integration testing of the solution
o Security Testing
o Functional Testing
o Performance testing which includes load/ stress testing
o Any other testing as applicable

3. SI shall share user manual, admin manual, test cases, test plan and QA Results for
User Acceptance testing with the Purchaser. For this purpose, the SI shall ensure that
the test cases that are created are similar to what Purchaser has both in terms of
quality and volume.

4. SI shall setup a separate test environment for testing, which would be used for testing
and quality check, before changes are pushed to the production environment.

5. The primary goal of User Acceptance Testing (UAT) is to ensure that the applications
meet the requirements, standards, and specifications as set out in this RFP and as
needed to achieve the desired outcomes.

6. SI shall prepare the UAT criteria document and sample data for UAT, and take
approval from the Purchaser, well in advance before start of the UAT process.

7. Upon successful UAT and prior to the Go Live, the SI shall undertake security and
performance testing & certification of the Software.

8. Upon completion of above activities, SI shall have to submit detail plan for the live
implementation of the Applications.

9. The SI shall be responsible to ensure that the solution is completely operational as per
the requirements in this RFP and all the acceptance tests are successfully concluded
as per the satisfaction of Purchaser
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10. The Purchaser will have the right to get the solution verified/certified by its nominated
agency during the O&M phase. The primary goal of validation is to ensure that the
Project (including all the project components as discussed in the scope of work) meets
requirements, specifications and performance.

11. SI shall be required to provide necessary support to the agency and carry out
necessary updates to the system to meet the compliance requirements with no
additional cost.

5.1.9 Security Audit

1. The SI shall be responsible for getting the security audit done prior to the state-wide
Go-Live of any of the modules as and when they are made ready for Go-Live.

2. The SI could engage any agency for the security audit of the developed application.
For this purpose, the SI shall bear the cost of the security audit and furnish the security
audit certificate to the department before the Go-live of the application.

3. The Purchaser reserves the right to get the security audit done either through its
nominated consultants or through any external agency at any point of time of project
implementation cycle.

5.1.10 Project Go- Live Pre-Requisites

In compliance to Timelines of the Project, following shall be the entry & exit conditions for
various implementation milestones of the project.

The below conditions are indicative and shall be finalized during the project inception stage
after requisite approvals from various committees for each of the milestones that will be
mutually agreed by the Purchaser, PMC and SI.

5.1.10.1 Pilot Go Live
5.1.10.1.1 Entry Conditions

1. The pilot phase shall be implemented for phase 1 modules of IESCMS covering all the
excise-controlled entities (sugar mills, distillery, brewery, bonds, district wholesale and
retail vends, excise offices etc.) of 5 designated districts for a period of 1 month.

2. The SI shall furnish the UAT sign off documents issued by the Purchaser’s committee/s
for the IESCMS software modules as per the mandated scope of work and project
timelines.

3. The SI shall furnish the security audit certification of the solution to purchaser.
4. The SI shall furnish the component wise commissioning certificate from the licensees

for successful delivery, installation and commissioning of the related SCM components
at the identified & sanctioned locations.

5. The SI shall share all the required user manuals and user reference guides of the
IESCMS application modules and deployed SCM components with the purchaser and
licensees.

6. The SI shall ensure successful completion of the trainings with regards to IESCMS
application modules and deployed SCM components to the department & licensee
application trainings.
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5.1.10.1.2 Exit Conditions

1. The SI shall ensure successful roll-out and user acceptance of all phase 1 components
in the 5 districts covering all locations.

2. During the Pilot Phase, the SI shall ensure 100% compliance of the SLAs as mandated
in Section 5.2.

3. Upon successful compliance of SLAs during the Pilot phase, the SI shall furnish the
pilot live sign off document/s to be issued by the Purchaser’s committee/s.

4. In case of non-compliance of SLAs, the SI shall be allowed only two extensions of 30
days each to rectify the non-compliance and meet the set SLA standards.

5. The grant of extension of the mandated pilot period shall be based on authorization of
a written request from the SI to the purchaser.

6. During the 1-month period of the pilot phase, the SI will be paid for all the transactions
at X/2 per bottle transaction rate.

7. The SI will not be paid for the extension period of Pilot phase.

5.1.10.2 Phase wise State-wide Go-Live
5.1.10.2.1 Entry Conditions

1. The SI shall furnish the Pilot sign off document for phase 1 including successful SLA
compliance report.

2. The SI shall furnish the UAT sign off documents issued by the Purchaser’s committee/s
for the IESCMS phase 2, 3, and 4 software modules as per the mandated scope of
work and project timelines.

3. The SI to perform State-wide roll out for phase 2, 3, and 4 as per the timelines
mentioned in section 6 of the RFP for all the locations across the state.

4. The SI to perform state-wide roll-out of all the modules of that phase.
5. The SI to perform state-wide installation, commissioning, and user acceptance of all

the respective SCM components.
6. The SI to ensure integration of all respective SCM components with the IESCMS

application at the State level.
7. The SI to ensure completion of work, as mandated in the scope of work section and

get required sign off from the purchaser.
8. The SI to conduct the security audit certification of the state-wide solution with the

respective SCM components.
9. The SI to ensure monitoring & compliance of the SLAs at the State level.
10. The SI shall ensure the handover of documentation related to the application and the

respective SCM components as mentioned in the RFP.
11. The SI shall ensure the completion of all the required training sessions mandated for

the department officials and licensees on the usage of the entire end to end solution
as mentioned in the RFP.

12. The SI shall ensure the complete set-up and roll-out of the Helpdesk support services
& command centre for the State level operations.

5.1.10.2.2 Exit Conditions

1. The SI shall ensure 100% compliance of the SLAs at the State level as mandated in
Section 5.2.
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2. Upon successful compliance of SLAs during the State-wide Go Live Phase, the SI shall
furnish the Go-Live sign off document/s, to be issued by the Purchaser’s committee/s.

3. The SI shall furnish Go Live sign off document of all the components included in the
respective Go Live phase as stated in Section 6 – Payment and Business Model
section, issued by the Purchaser’s Go Live committee/s.

5.1.11 Training & Capacity Building

1. SI shall be responsible for providing training to the Purchaser’s officials, Licensees and
other associated users on the usage and maintenance of IESCMS and related
components (PoS, CCTV, Excise Label Printing, GPS, Geo-Fencing).

2. The SI shall be responsible to provide capacity building training to the following type
of users:

o Internal Stakeholders: This will consist of all the excise department officers, staff
and PMC.

o External Stakeholders: This will consist of all the licensees.
3. For this purpose, the SI shall carry out a comprehensive competency-based training

needs analysis and design the training program accordingly. The SI shall be
responsible for the below stated activities.

5.1.11.1 Training of users for effective use of Integrated Excise
Management System and SCM Application

1. The SI shall impart training to the Purchaser staff and other key stakeholders on the
usage and maintenance of IESCMS.

2. SI shall propose different training modules for different user profiles at the appropriate
timelines in the project.

3. SI shall provide such additional training as they deem necessary in order to ensure
that the training imparted is comprehensive and complete.

4. The SI must propose an appropriate training model in their proposal and must propose
detailed methodology on how the training would be conducted.

5. The SI shall be required to arrange training infrastructure along with providing the
training plan, training content & the training delivery and bear the cost for the same.

6. The SI shall be responsible for providing the venue for the training. SI shall be
responsible for making sure that all the Excise Officials Licensee and other users are
technically equipped to operate the solution and related devices.

7. SI shall be responsible for conducting Training sessions for departmental users
covering all 75 excise district offices including Excise Headquarters.

8. The SI shall be responsible for providing classroom-based training to a total of 1000
excise officers out of which 300 officers shall be trained for a week and 700 officers
shall be trained for 3 days respectively.

9. The SI shall organize and conduct the trainings in the following ways:
o Class room training sessions with a maximum batch size of 35
o Online training courses with pre-loaded training videos with completion

certificates.
o Module Wise Workshops held at Zonal Levels

10. The SI shall organize regular half yearly trainings for new joiners in the excise
department.
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11. SI shall ensure that the licensees are provided regular module wise hands on training
on the entire integrated excise management system and end to end supply chain
management application. For this purpose, the SI shall provide district wise regular
quarterly trainings to all the licensees.

12. The induction training shall be a class-room based training to be conducted at the
district level. The contents, trainers, Computer/laptop with Projector and training
manual and training shall be provided by the SI.

13. SI must ensure all the executive working in the centralized Helpdesk are trained to
provide Level 1 support to the Licensees. An undertaking in this regard needs to be
submitted by the SI to department of once at the time of start of operations and
subsequently as and when the employees are replaced by the SI.

14. Joint training session for multiple districts may be conducted as per the decisions of
the department depending on the size of user base of such districts & convenience of
organizing the same.

5.1.11.2 Development of Training Material for Purchaser’s Officials
and Licensees

1. SI must prepare and supply the printed training material in Hindi & English. The
material developed shall be highly user friendly and such material shall be shared with
the purchaser by the SI

2. All printed material shall be in coloured copies with standard printing quality.
3. SI must ensure that the training material developed can be accessed online by the

stakeholders.
4. The SI shall develop and supply training material for the following modules/

applications (indicative):
o License Management
o Molasses Indent Management
o Issuing of Permits/ Passes
o Generation and Pasting of QR codes
o Excise label printing
o Data recording in online excise registers
o MIS & Reporting
o Mobile Applications
o Liquor Indent Management
o Vigilance & Enforcement
o PoS Machines
o Scanning of QR Codes
o CCTV Surveillance
o Digi-locks
o GPS/ GPRS Tracking
o Geo-Fencing

5. The SI shall provide the following type of online course content for ready use by the
stakeholders:

o PPTs
o User Manuals
o Quick user guide
o FAQs
o Online videos in Hindi & English
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5.1.11.3 Training of users for effective use of the SCM network
components

1. The SI shall develop a training plan that ensures all users of the system receive
sufficient training to successfully operate and manage the SCM network components
like; PoS machines, CCTV surveillance systems, GPS tracking, Digi-locks, scanning
of QR codes using hand held scanners, Geo-Fencing.

2. SI shall be responsible to maintain a group size not greater than 35 in each training
sessions and sufficient PoS machines are available for the training sessions. One PoS
shall not be shared by more than two trainees.

3. The SI shall give training to all Licensees, Excise Officials, PoS operators and other
users for effective use of solution and devices as well as in troubleshooting of
simple/basic errors.

4. Provide training manuals for each district level offices & headquarters, also user guides
for the system.

5. Training of department officers in each district for monitoring GPS tracking system.
6. Training of department officers in each district for operations and basic trouble shooting

/ technical issues of CCTV surveillance system.
7. The SI shall provide training to department officers and licensees on the entire end to

end SCM application.

5.1.12 Centralized Helpdesk Support

1. The SI shall setup a call centre integrated grievance redressal system and information
portal to be setup with Interactive Voice Response System (IVRS).

2. The SI shall supply, deploy & configure tools to the department for Project
Management & Monitoring during development & implementation period. The SI is
responsible for providing tools, in line with industry standards for Evaluation and SLA
Monitoring during O&M period. Such tools shall be capable of monitoring the
performance of the SI & facilitate the department evaluate its adherence to the SLA
defined in this RFP.

3. The SI shall be responsible for the helpdesk Support for Integrated Excise Application
and End to End Supply Chain Management

4. The SI shall be responsible for procuring & managing a toll-free number for technical/
operational support. Complaints from the field will be registered at this central
helpdesk.

5. The helpdesk shall be responsible for resolving issues / queries related to the entire
integrated excise solution including all the Integrated Excise Management components
(CCTVs, Digi-locks, Geo-Fencing, Handheld scanners, PoS Machines,)

6. All infrastructure cost required to establish helpdesk including space, lease lines etc.
shall be managed by SI on its expenses.

7. SI shall provide an online web portal and mobile application facility for retailer’s,
Manufactories and officials to create and track status of incidents.

8. The helpdesk shall perform both inbound and outbound calls based on scenario.

9. The grievances module shall be integrated to the helpdesk support services.
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10. SI shall deploy helpdesk application, which shall maintain log of issues, time and date
of receipt of call, cause / nature of problem (network, hardware etc.), date & time of
resolution provided etc. On reporting of complaint by a complainant, Issue Ticket shall
be generated, and SMS shall be sent to the complainant with unique tracking number.

11. The help desk executive shall also be a trained resource who shall be able to provide
Level 1 support to the dealers and shall be able to resolve complaints over phone.

12. For complaints not resolved by the helpdesk executive shall be immediately forwarded
to the nodal officer appointed at District level by the SI. The nodal officer appointed by
SI shall resolve the issue and communicate to Helpdesk on closing of the ticket.

13. All complaints shall be closed based on the feedback received by Helpdesk agent by
calling the complainant.

14. Helpdesk application shall be capable of categorizing each reported incident based on
the type, severity etc. in compliance with SLA mentioned in this RFP.

15. The reported incident shall be resolved as per the defined SLA, any delay in resolving
the issues shall result in penalties as per terms of SLA mandated in this RFP.

16. The SI shall provide the access of the complaint logging application to the department
and shall share the weekly report to the department.

17. Helpdesk shall have voice logger to record all the complaints/ grievances /feedbacks
received from the complainant. The recordings shall contain detailed call information
such as date, time, call duration, agent ID, caller number, complaint ID, etc. These
recordings shall also be made available securely for review by department officials for
service quality monitoring.

18. The helpdesk shall be operational 24*7 for all days

19. The entire cost of the operation involved in the setting up and operations of the
Helpdesk shall be borne by the SI as a part of scope of work.

20. The helpdesk management system provided by SI, shall have following features:

o The helpdesk shall have tool to pull real-time reports from the helpdesk
database.

o This tool shall have knowledge management or integrate tightly with a robust
knowledge management module to store FAQs and assist in quick search and
resolution of requests and incidents.

o This tool shall have configuration repository (most often identified as a CMDB).

o This tool shall have the ability to integrate with telephony, multiparty
conferencing, messaging such as email, presence/IM, etc.

o This tool shall have out-of-the- box integration capabilities to link to IT service
catalogue, APM (application performance management), network event and
performance monitoring, and client management tools.

o This tool shall have preconfigured workflows in accordance to industry’s best
practices and the ease of use with respect to modifying those workflows as and
when needed.
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o This tool shall have ability to present an online portal to business end users
who are requesting help from the IT service support in the forms of incident,
change requests, IT service request or administration.

o This tool must have the ability to govern various aspects of the IT change
management process. The tool must also support the configuration
management process by enabling the creation and maintenance of a complete
and accurate picture of configuration across various infrastructure elements via
a configuration management database (CMDB). The tool must provide release
governance capabilities to ensure that approved changes are executed in the
environment in accordance with the IT organization's defined and documented
procedures.

o This tool shall have the ability to manage the life cycles of IT incidents and
problem records from recording to closing.

o This tool shall support the collection, analysis and communication of incident
and problem management data.

o This tool shall have the mobile capabilities that enable basic issue capture,
update, approval, resolution, functions, and access to performance metrics.

5.1.13 Operation & Maintenance

1. The SI shall provide O&M support post Go-live of the solution for the entire operations
and maintenance period of Five (5) years which shall include maintenance and
technical support for the implemented IESCMS and aligned peripheral equipment.

2. The SI shall also be responsible to provide operational and maintenance services as
per the mandated SLAs for the modules & components commissioned and in operation
after Go-Live of Phase 1 onwards.

3. The SI shall be responsible for obtaining the ISO 9001, ISO 27001, ISO 20000 and
any other certification as may be required for the IESCMS system at their own cost.

4. The SI shall be responsible for overall administration, operations, monitoring and
maintenance of the deployed IESCMS and supporting infrastructure at the Cloud and
to ensure the desired uptime.

5. The SI shall make available and implement all upgrades including definitions/ patches/
updates/ service packs etc. proposed Integrated Excise Management application and
related software/ tools during the O&M period.

6. SI shall also be responsible for database administration, data back-up, data archiving,
data security and other technical assistance.

7. SI shall carry out preventive maintenance services at least once in every quarter.

8. Corrective maintenance services to be carried out as and when required.

9. The Purchaser may have an option to get the complete solution validated/assessed by
its nominated agency during the O&M phase. The primary goal of assessment is to
ensure that the Project (including all the project components as discussed in the scope
of work) meets requirements, specifications and performance.
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10. SI shall be required to provide necessary support to the assessment agency and carry
out necessary updates/corrections to the system to meet the compliance requirements
with no additional cost.

11. Any other third-party OEM software/ tool/ hardware/ Equipment is involved in the
process, the SI shall arrange the support from that OEM also for the same period.

12. SI shall transfer the ownership of the IESCMS along with the source code i.e. code of
all bespoke modules or sub-modules developed/ customized/ configured/ procured. All
the licenses and support related documents, aligned equipment purchased shall be in
the name of Purchaser.

13. For Peripheral Equipment

o The SI needs to ensure to provide support for all the support Equipment. In case
any of the device models, peripheral or software components becomes obsolete,
the SI shall offer new item/model, software with the same make and or higher
specification at no additional cost. The proposed devices/peripherals shall comply
with the STQC/UIDAI Guidelines and shall be offered to the department for
evaluation and acceptance. The SI shall provide technical document and
manpower support to enable the department in evaluation process.

o The SI shall ensure that the PoS device stock maintained at the district level is
enough to ensure timely replacement of faulty devices at retail shops within the
defined SLA. In case of any delay in the repair/ replacement of PoS terminals a
penalty shall be imposed on the SI for each incident. SI shall be required to certify
such availability of the stock of PoS devices in good and running conditions on
monthly basis to the District excise office. In case, during the course of operations
at any given point of time department realizes that the stock maintained at the
district office is not sufficient and there are delays observed in the replacement of
the PoS devices resulting in data deviation and loss of real time sales records, the
department will increase the PoS devices stock percentage to be maintained by
the SI.

o Operation and Maintenance of CCTV System and the GPS devices based on the
issues reported and learnings from the field as per the Service Level Agreement
(SLA).

o The SI shall perform Preventive Maintenance of all equipment supplied on
quarterly basis for up keeping proper functioning of the devices/items supplied
under the present agreement and certify that all the PoS devices, and CCTV
cameras are found to be tamper proof and comply with specifications and
requirements of the scope of the RFP. The department officials shall counter sign
all the certificates/reports.

o During this phase, SI shall deploy adequate number of technical resources onsite
for providing technical support for the entire O&M period of 5 years at Department.
The SI shall deploy as many technical resources as required to meet the defined
SLAs.

o The SI is required to provide detailed profile of the team proposed for technical
support during O&M phase, in technical bid.
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o SI may have to deploy additional manpower for smooth functioning of the project
and at no extra cost to meet the SLA’s provided in the RFP document.

o SI shall be responsible for Fixing bugs/ issues, functionality enhancements,
patches to cater changes (including tax, legal, statutory and policy requirements),
modification or enhancement to existing business processes, changes to
organizational structure, configurations and customizations.

o The SI shall ensure the availability of the Technical support from the OEM for all
peripheral equipment which includes- POS devices, CCTVs and its control Room,
VTS devices throughout the period of contract.

5.1.14 Change Management and Stakeholder Sensitization

This project is positioned and treated as a transformation project by the Department of Excise
than as an IT project. The Purchaser recognizes that this system is likely to bring changes to
the business processes and current practices in the department. These changes will have a
direct impact on the staff and the other stakeholders. The impact of these changes will need
to be minimized through an effective change management and communications support for IT
implementation. It is thus the responsibility of SI to provide the required change management
and communications support for addressing the people related concerns and aspects in IT
implementation to ensure successful adoption of the system. The following will be the
responsibility of the SI for effective change management and communication:

Conduct workshops and seminars for department officials and licensees on the below:

o Effective implementation of e-Governance initiatives
o Sensitization towards e-governance
o Advantages of IT automation of the Excise Department (business productivity,

effective management, etc.)
o Computer awareness (basic understanding of IT system)
o Overview of the entire solution (basic functionalities) and its impact
o Web Portal and Mobile Applications

Also, it shall be the responsibility of the department’s senior officials to catalyze the change
management and communication process by communicating the vision and need of the
change to all department employees and ensure contribution to the change process from
officers at each level.
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5.2 Service Level Agreement (SLAs & Penalties)
Service Level Agreement (SLA) will form part of the contract between the Purchaser and the
selected System Integrator. SLA defines the terms of responsibility in ensuring the timely
delivery and compliance to the Performance Indicators as detailed in this RFP document. The
SLAs shall be applicable from the effective date of agreement between UPED and System
Integrator. The SI must comply with service levels requirements to ensure adherence to
timelines, quality and availability of services to the Purchaser and other stakeholders as
mandated in the RFP.

Following section outlines the key service level requirements for the Integrated Excise
Management System, Department of Excise, Government of Uttar Pradesh (UP), which needs
to be ensured by SI during project lifecycle. The SLA monitoring shall be performed/reviewed
on monthly basis and related penalties / payments will be calculated on monthly basis by the
Department/PMC.

During the contract period, it is envisaged that there could be changes to the SLA, in terms of
addition, alteration or deletion of certain parameters, based on mutual consent of both the
parties i.e. The Purchaser and the SI.

The SI shall responsible for supply, installation, commissioning and maintenance of all devices
and configure tools and standards for evaluation and SLA monitoring as per the minimum
specifications given in RFP.

Such tools shall be capable of monitoring the availability and performance as prescribed in
service levels & scope and shall facilitate the department to evaluate its adherence to the
SLAs defined below.

(a)  Service Level Objectives

The purpose of the Service Level Agreement (SLA) is to clearly define and mutually agree to
the minimum levels of the services which shall be provided by the SI to the Purchaser. The
following Service Level Objectives have been identified for governing the SLAs in this project.

o System shall be available to the users at almost all times

o System shall be easy to use

o System shall be responsive enough for the user to work without time delays/
interruptions

o Users shall be able to easily store and retrieve the data from the system

o Users shall always get the right support as and when it is required to perform their
business

o SI to ensure the guarantee of availability and performance of PoS devices, handheld
scanner devices, Availability of QR/barcode stationary , GPS monitoring system,
CCTV system, Digi-locks, Cloud hosting, mobile tablets and end computing IT
infrastructure

o SI to ensure the minimum response time of incident reported at the help desk and
make sure the availability of technician / engineer to resolve the reported incident
/ service request within specified time frame

(b) Performance Review of the SI
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o Monthly performance review of the Services rendered by the SI will be carried out in
Project Review Meetings every month during the whole lifecycle of the project.

o Monthly project review meetings shall be conducted under the aegis of Commissioner,
Department of Excise under designated officer appointed by the Commissioner,
Department of Excise and its team with the SI or their nominated representatives.

o Indicative agenda for these monthly meetings shall be to discuss progress of the
project, priorities, service levels, vendor performance and device performance.
Additional meetings may also be held if needed at the request of either the Department
of Excise or the SI.

o PMC shall perform assessment based on the information provided by the SI and
system generated reports received from the Enterprise Management software.

(c) Definition of SLA Terms

For purposes of the SLA monitoring, the SLA terms as specified in this RFP document shall
have definitions as set forth below:

SN SLA Terms Definition

1 Availability o Shall mean availability of the Integrated Excise
Management Application, Network and Servers and
other services as defined in the scope

o Shall mean availability of the Integrated Supply Chain
Management Solution Application

o Shall mean the availability of remote desktop monitoring
application to monitor the health and availability of the
PoS devices, GPS, CCTV, Digi-lock and Cloud hosting.

o Shall mean that the POS device, GPS device, CCTV,
Digi lock remain online i.e. stays connected to the
Central Excise Server and communicate/ sync with the
server in real-time (as per the log files available on the
Central Excise Server)

o Shall mean availability of the centralized helpdesk

2 Uptime Shall mean the period for which the availability of the
specified device/ services / components with specified
technical and service standards are working as intended
and available to Department/ distilleries/ manufacturers/
Retailers and for purpose of monitoring the Integrated
Excise Supply Chain Management Solution.

3 Downtime Shall mean the period for which the specified device/
services / components with specified technical and service
standards are not available to Department/ distilleries/
manufacturers/Retailers and excludes the scheduled
outages planned by SI for PoS device /CCTV/GPS/Digi lock
application management or Cloud management.
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SN SLA Terms Definition

4 Transaction Shall mean sale of Liquor in each bottle/ can by the Retailers
to the consumer using the PoS device installed and
maintained by the SI in their respective group(s)

5 Incident Refers to any Complaint / Event / Abnormalities reported in
the functioning of Integrated Supply Chain Management
Solution commissioned at the
Distilleries/Manufactories/Breweries/Retailers that may lead
to disruption in normal Integrated Supply Chain
Management Solution operations or non-availability of
Helpdesk

6 Helpdesk
Support

Shall mean, 24*7 the helpdesk team shall provide
Handholding support, Device malfunction reporting,
Troubleshooting ticketing, other related enquiries, calls /
communications during the period of contract

7 Device
Malfunction

Shall mean any issue / problem that impairs the functionality
of the device externally or internally making the device
inoperable and(or) working in compromised condition with
no or reduced functionality and(or) any other unintended
operation through the device

8 Intended
Operation

Shall mean capability to carry out all operations normally
decided by the Purchaser

9 Response Time Shall mean the time from the report of incident at the
successful SI help desk to the time SI technician / engineer
attended the reported incident

10 Resolution Time Shall mean the time taken by the SI’s technician / engineer
from report of incident at the SI’s help desk to him / her in
resolving, diagnosing, troubleshooting, fixing or replacing
the faulty device at Retail level, warehouse level, distilleries
and breweries level and complete supply chain followed by
closing the incident by the SI’s helpdesk in confirmation with
all level

11 Monitoring It may be noted that Department of Excise and its authorized
representative shall be responsible for carrying out
centralized Monitoring of the SLA parameters.

12 Penalty Shall mean deductions/recoveries to be made from the total
payable to the vendor in INR from the invoices of the SI as
specified herein due to non- response, inefficiency, under
performance and delayed service by the SI. This shall also
include any non-compliance of the terms and conditions of
the contract
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SN SLA Terms Definition

13 Working/Business
Hours

Hardware support for potable distilleries / breweries will be
provided by SI on 24* 7 basis. However, the support for
other locations or services shall be provided considering the
service levels defined

(d) SLA Reporting

Other than the typically standard SLA reports/deliverables, the SI has to submit any
other customized report (based on defined SLA parameters) as may be required by The
Purchaser, to be mutually agreed by The Purchaser and SI.

(e) Service Level Parameters

The operational portion of the contract between The Purchaser and the SI shall be in
the form of an SLA. The payments to the SI are linked to the compliance with the SLA
metrics specified in this RFP document. The SI shall be required to provide web-based
SLA Monitoring tool (i.e. EMS) to the Department of Excise for real-time efficient and
effective monitoring of the SLA parameters defined in this RFP document. The SLA
monitoring shall also include:

o The Purchaser shall be able to measure and monitor the performance of the deployed
infrastructure at Cloud and all related SLAs as set out in this RFP.

o The Enterprise Monitoring System available at Cloud shall be to monitor the
infrastructure hosted at the Cloud.

o If SI proposes to use the BCP/DR site for Enterprise Reporting, then SLA
measurement tool needs to be configured accordingly.

o SI shall deploy a suitable Application Monitoring system to monitor various applications
and database queries and record various SLA parameters like uptime, response time
etc.

o SI shall generate various SLA compliance reports, and make them available to
Purchaser as per schedule, or as and when asked for.

5.2.1 Service Level Targets and Severity for Penalty

Following are the service level targets envisaged by the Purchaser for ensuring the
minimum performance levels of the SI and the project. These would also be the baseline
for the purpose of calculation of Penalty (applicable, if any). The services provided by the
SI shall be classified into Service Level Parameters which in turn have been classified
into sub-parameters as per the table below. The table also defines metrics, baselines and
categories of SLA breach for each service level parameter / sub-parameter.
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

[A] Centralised Helpdesk

1 Availability of
toll-free lines at
helpdesk
location

Uptime = {1 - [(Toll Free Line
downtime) / (Total Time)]}

Total Time shall be measured
on 24*7 basis.

Downtime shall be measured
from the time the Toll-free
Line at a helpdesk becomes
unavailable to the respective
users to the time it becomes
available.

Monthly SLA Monitoring

Average of the day wise
compliance shall be taken for
monthly measurement.

% of
availability
of toll-free
lines at
helpdesk
location

Minimum 99%
uptime measured
on monthly basis
per toll-free line

To be measured
monthly from MIS
report generated
by Call Centre /
Helpdesk module.

>= 97.0% to
<99%
availability
of toll-free
line

>= 95.0% to
<97%
availability
of toll-free
line

<95%
availability
of toll-free
line

Penalty

1% of total
monthly pay
out

2% of total
monthly pay
out

3% of total
monthly pay
out

Additional
1% each for
every drop-
in
availability
percentage
by 1%
(below
<93%)
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

2 Inbound Calls
Abandonment
Rate
(unanswered
calls by
helpdesk
agents)

This measure % of total
number of calls that were
requested for an agent but
got disconnected before
being answered by the agent.
Only calls that get
disconnected or unanswered
after 60 seconds from
transfer using IVRS options
shall be considered for
computation of this SLA.

Monthly SLA Monitoring

Average of the day wise
compliance shall be taken for
monthly measurement.

% of total
number of
calls
requested
for an agent

Minimum 99%
calls answered by
helpdesk agents

To be measured
monthly from MIS
report generated
by Call Centre /
Helpdesk module.

>= 97.0% to
<99% calls
answered
by the
helpdesk
agents

>= 95.0% to
<97% calls
answered
by the
helpdesk
agents

<95% calls
answered
by the
helpdesk
agents

Penalty

1% of total
monthly pay
out

2% of total
monthly pay
out

3% of total
monthly pay
out

Additional
1% each for
every drop-
in
availability
percentage
by 1%
(below
<93%)

[B] Technical Support
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

3 Resolution of
tickets related
to POS devices
and Handheld
scanner
devices and
QR/barcode
stationary

POS device / Handheld
scanner / availability of QR or
barcode stationary shall be
ensured at mandated sites &
must be fully operational,
facilitating smooth functioning
of project. If any non-
functionality/issue/ loss, etc. is
reported for a device, affecting

% of total
number of
tickets
logged in
helpdesk
system

100% tickets to
be resolved within
12 hours after the
ticket is logged in
helpdesk system

To be measured
monthly from MIS

>12 hours
but <=24
hours after
the ticket is
logged in
helpdesk
system

>24 hours
but <=36
hours after
the ticket is
logged in
helpdesk
system

More than
36 hours
after the
ticket is
logged in
helpdesk
system

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

the business operations /
transaction, then related
component/ device should be
replaced with spare device for
business continuity or
repaired to fix the issue/
problem.

“Ticket logged”, means any
incident or service request
logged by a helpdesk agent in
the helpdesk system,
received through either - call,
SMS, email, web portal,
mobile application.

“Resolution Time”, means
time taken by the SI staff to
troubleshoot and fix the
problem/defect from time the
call has been logged into the
helpdesk system.

report by SLA
monitoring tool.

INR 5000
per ticket

INR 7500
per ticket

INR 10000
per ticket
plus (+) INR
1000 for
each
additional 6-
hours
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

4 Resolution of
ticket related to
Infrastructure
other than PoS
& Handheld
device (CCTV
system,
Command
Centre, GPS

CCTV system / Command
Centre / GPS surveillance
system / Digi-locks / mobile
tablet / End computing ICT
infrastructure at Potable
Distilleries, shall be
installed/commissioned at
various sites & must be fully
operational, facilitating

% of total
number of
tickets
logged in
helpdesk
system

100% tickets to
be resolved within
24 hours after the
ticket is logged in
helpdesk system

To be measured
monthly from MIS

>24 hours
but <=36
hours after
the ticket is
logged in
helpdesk
system

>36 hours
but <=48
hours after
the ticket is
logged in
helpdesk
system

More than
48 hours
after the
ticket is
logged in
helpdesk
system

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

surveillance
system, Digi-
lock, mobile
tablet, End
computing ICT
infrastructure
at Potable
Distilleries)

smooth functioning of project.
If any non-functionality/issue/
loss, etc. is reported, affecting
the business operations /
transaction, then related
component/ device should be
replaced with spare device for
business continuity or
repaired to fix the issue/
problem.

“Ticket logged”, means any
incident or service request
logged by a helpdesk agent in
the helpdesk system,
received through either - call,
SMS, email, web portal,
mobile application.

“Resolution Time”, means
time taken by the SI staff to
troubleshoot and fix the
problem/defect from time the
call has been logged into the
helpdesk system.

report by SLA
monitoring tool.

INR 500 per
ticket

INR 750 per
ticket

INR 1000
per ticket
plus (+) INR
250 for
each
additional
24-hours

[C] Integrated Excise Supply Chain Management System (IESCMS) – All software modules
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

5 Availability of
Integrated
Excise Supply
Chain
Management
System
(IESCMS) – All
core software
modules

Availability (uptime) of
Integrated Excise Supply
Chain Management System
(IESCMS), except during
scheduled downtime as
agreed with the purchaser
(should be supported with
purchaser’s approval)

Uptime = {1 - [(IESCMS
downtime) / (Total Time)]}

Total Time shall be measured
on 24*7 basis.

Monthly SLA Monitoring

Average of the day wise
compliance shall be taken for
monthly measurement.

%
availability
of
Integrated
Excise
Supply
Chain
Manageme
nt System
(IESCMS)

>=99.7%
availability per
month

To be measured
monthly from MIS
report generated
by SLA
monitoring tool.

<99.7% and
>=99%
availability
per month

<99% and
>=98.5%
availability
per month

<98.5%
availability
per month

Penalty

2% of total
monthly pay
out

3% of total
monthly pay
out

5% of total
monthly pay
out

Additional
1% each for
every drop-
in
availability
percentage
by 1%
(below
<97%)

6 Availability of
EMS, PoS
monitoring
software, CCTV
health
monitoring,

Availability (uptime) of EMS /
PoS monitoring software /
CCTV health monitoring
software / GPS monitoring
software / any other
components of the integrated

%
availability
of EMS /
PoS
monitoring
software /

>=99.7%
availability per
month

<99.7% and
>=99%
availability
per month

<99% and
>=98.5%
availability
per month

<98.5%
availability
per month

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

GPS
monitoring and
all other
components of
the integrated
system

system, except during
scheduled downtime as
agreed with the purchaser
(should be supported with
purchaser’s approval)

Uptime = {1 - [(total
downtime) / (Total Time)]}

Total Time shall be measured
on 24*7 basis.

Monthly SLA Monitoring

Average of the day wise
compliance shall be taken for
monthly measurement.

CCTV
health
monitoring
software /
GPS
monitoring
software /
any other
components
of the
integrated
system

To be measured
monthly from MIS
report generated
by SLA
monitoring tool.

1% of total
monthly pay
out

2% of total
monthly pay
out

3% of total
monthly pay
out

Additional
0.5% each
for every
drop-in
availability
percentage
by 1%
(below
<97%)

[D] Security Incident Management

7 Security
Management
for Incidents
such as virus
attack, denial
of service
attack, data
theft, device
theft, etc.

In event of severity level 1
(high impact on business
operations), the immediate
steps to be taken towards
damage control and to secure
the system within 1 hour of
occurrence or reporting the
incident at helpdesk
(whichever is earlier)

% of total
number of
incidents
occurred /
logged in
helpdesk
system

100% incidents to
be resolved within
1 hour after its
occurrence or the
ticket is logged in
helpdesk system

Every occurrence
of Level-1

>1 hour but
<=2 hours
after its
occurrence
or the ticket
is logged in
helpdesk
system

>2 hours but
<=4 hours
after its
occurrence
or the ticket
is logged in
helpdesk
system

More than 4
hours after
its
occurrence
or the ticket
is logged in
helpdesk
system

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

security incident
would attract a
penalty of INR 5
lakh

To be measured
monthly from MIS
report by SLA
monitoring tool.

INR 10 lakh
per ticket /
incident

INR 15 lakh
per ticket /
incident

INR 20 lakh
per ticket /
incident
plus (+) INR
5 lakh for
each
additional
one-hour

In event of severity level 2
(business operations are not
impacted but compromise in
confidentiality, integrity,
access, authentication), the
immediate steps to be taken
towards damage control and
to secure the system within 2
hours of occurrence or

% of total
number of
incidents
occurred /
logged in
helpdesk
system

100% incidents to
be resolved within
2 hours after its
occurrence or the
ticket is logged in
helpdesk system

To be measured
monthly from MIS

>2 hours but
<=4 hours
after its
occurrence
or the ticket
is logged in
helpdesk
system

>4  hours
but <=8
hours after
its
occurrence
or the ticket
is logged in
helpdesk
system

More than 8
hours after
its
occurrence
or the ticket
is logged in
helpdesk
system

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

reporting the incident at
helpdesk

report by SLA
monitoring tool.

INR 5 lakh
per ticket /
incident

INR 10 lakh
per ticket /
incident

INR 15 lakh
per ticket /
incident
plus (+) INR
3 lakh for
each
additional
one-hour

[E] Cloud Services

8 Recovery Time
Objective
(RTO)

Measured during the regular
planned/unplanned or Cloud
Platform/ DR outage

% of total
number of
incidents
occurred /
logged in
helpdesk
system

100% incidents to
be resolved within
1 hour after its
occurrence or the
ticket is logged in
helpdesk system
(whichever is
earlier)

To be measured
monthly from MIS
report by SLA
monitoring tool.

>=1 hour &
<1.30 hours

>=1.30
hours & <2
hours

>=2 hours

Penalty

INR 10 lakh
per ticket /
incident

INR 20 lakh
per ticket /
incident

INR 30 lakh
per ticket /
incident
plus (+) INR
10 lakh for
each
additional
one-hour

9 Recovery Point
Objective
(RPO)

Measured during the regular
planned/unplanned or Cloud
Platform/ DR outage

% of total
number of
incidents

100% incidents to
be resolved within
15 minutes after

>15 Minutes
& <=20
Minutes

>20 Minutes
& <=25
Minutes

>25 Minutes
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

occurred /
logged in
helpdesk
system

its occurrence or
the ticket is
logged in
helpdesk system
(whichever is
earlier)

To be measured
monthly from MIS
report by SLA
monitoring tool.

Penalty

INR 10 lakh
per ticket /
incident

INR 20 lakh
per ticket /
incident

INR 30 lakh
per ticket /
incident
plus (+) INR
10 lakh for
each
additional
30 minutes

[F] Manpower Services

10 Key manpower
resource – 2
(Project
Manager,
Excise Domain
Expert) to be
deployed full-
time by System
Integrator at
purchaser’s

Monthly availability of key
manpower resource to be
calculated based on its
working shifts for a month.

Working shift means: 10am to
6pm (for Monday to Saturday,
except for official holidays of
UP Government)

Number of absent working
shifts per resource will be

Number of
working
shifts per
resource
per month

Availability of a
key manpower
resource during
all working shifts
in a month

Total
number of
absent
working
shifts per
resource
per month
are >0 but
<=5

Total
number of
absent
working
shifts per
resource
per month
are >5 but
<=10

Total
number of
absent
working
shifts per
resource
per month
are >10

Penalty
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

office during
tenure of the
project

calculated based on its
attendance report from
Biometric system (managed
by purchaser) & adjustments
of leaves approved by
designated authority of the
purchaser

Total
number of
absent
working
shifts * INR
9000

Total
number of
absent
working
shifts * INR
12000

Total
number of
absent
working
shifts * INR
15000

11 Key manpower
resources – 3
(Application
Architect, ICT
Specialist,
Business
Analyst) to be
deployed full-
time by System
Integrator at
purchaser’s
office during
tenure of the
project

Monthly availability of each
key manpower resource to be
calculated based on its
working shifts for a month.

Working shift means: 10am to
6pm (for Monday to Saturday,
except for official holidays of
UP Government)

Number of absent working
shifts per resource will be
calculated based on its
attendance report from
Biometric system (managed
by purchaser) & adjustments
of leaves approved by
designated authority of the
purchaser

Number of
working
shifts per
resource
per month

Availability of a
key manpower
resource during
all working shifts
in a month

Total
number of
absent
working
shifts per
resource
per month
are >0 but
<=5

Total
number of
absent
working
shifts per
resource
per month
are >5 but
<=10

Total
number of
absent
working
shifts per
resource
per month
are >10

Penalty

Total
number of
absent
working
shifts * INR
8000

Total
number of
absent
working
shifts * INR
9500

Total
number of
absent
working
shifts * INR
11000
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SN Service Level
Parameter

Sub-parameter Metric
Used

Expected
Baseline

Categories of SLA Breach

Low Medium High

12 Technical
Support
Resources – 50
to be deployed
full-time by
System
Integrator at
Potable
Distilleries /
Breweries
during tenure
of the project

Monthly availability of each
Technical Support Resource
to be calculated based on its
shifts for a month.

Number of absent shifts per
resource will be calculated
based on its attendance report
from Biometric system
(managed by purchaser or
licensee at potable Distilleries
/ Breweries)

Number of
shifts per
resource
per month

Availability of a
Technical
Support
Resource during
all shifts in a
month

Total
number of
absent
shifts per
resource
per month
are >0 but
<=5

Total
number of
absent
shifts per
resource
per month
are >5 but
<=10

Total
number of
absent
shifts per
resource
per month
are >10

Penalty

Total
number of
absent
shifts * INR
1000

Total
number of
absent
shifts * INR
1500

Total
number of
absent
shifts * INR
2000

Total penalties (including penalties towards “Manpower Services”) for a month shall not be higher than the monthly pay-out for respective
period. The purchaser reserves right to terminate the contract if total penalties for a year exceeds more than 10% of total contract price (notional
value of contract will be conveyed by the purchaser to System Integrator at the time of issuance of work order).

Additional notes pertaining to manpower services:
o The key manpower resources (5) deployed by System Integrator shall necessarily be on direct payroll of the bidder organization (or its

consortium member) and shall not be outsourced / sub-contracted in any circumstances.
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o During the tenure of project, if any key manpower resource (out of total 5) does not meet the minimum qualification & experience
prescribed as per Technical Evaluation criterias, will not be considered for the deployment. Attendance of such resource shall be marked
‘absent’ till date the compliance is achieved by System Integrator.

o System Integrator shall deploy an onsite dedicated Project Manager to look after the entire operations of the project with its onsite team
(4 Key resources), with no additional responsibility of any other project.

o There will be 18 days leave for every key manpower resource in a calendar year with due permission of designated authority of the
purchaser. System Integrator will ensure proper replacement during the period of leave (beyond 18 days of allocated leaves) of a
manpower resource. The purchaser will not be liable to pay any additional cost for such replacements.

o An absence of more than 4 working hours from the workplace, without having permission of designated authority of the purchaser, shall
be considered as absent for the working shift.

o All five key resources to be deployed fulltime at purchaser’s office during tenure of project.

o System Integrator shall ensure the deployment of requisite technical support resources at 24 potable distilleries / breweries to meet the
SLAs.

o The replacement of key resources by the purchaser after deployment will be allowed only in case, the resource leaves the bidders’
organization by submitting resignation with the present employer / death / due to poor health condition (supported by certificate issued
by a Doctor) etc, and new resource meets the criteria of former resource. System Integrator will deploy new resource in replacement
before one month of leaving of existing resource to hand-over its charge and proper knowledge transfer to successor and with due
acknowledgement of designated authority of the purchaser. In case of failure to meet the requisite conditions of replacement or proper
knowledge transfer, the attendance of new resource shall be marked ‘absent’ till date the compliance is achieved by System Integrator.

In case of failure to meet the standards of the purchaser (which includes efficiency, cooperation, discipline and performance), the
purchase may ask the bidder to replace the resource.
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5.2.2 SLA Change Control

It is acknowledged that this SLA may change as client’s business needs evolve over the
course of the contract period. This document also defines the following management
procedures:

1. A process for negotiating changes to the SLA.

2. An issue management process for documenting and resolving difficult issues.

3. The Purchaser and SI management escalation process to be used in case an issue
is not being resolved in a timely manner by lowest possible level of management.

Any changes to the levels of service provided during the term of this Agreement will be
requested, documented and negotiated in good faith by both parties. Either party can
request a change. Changes will be documented as an addendum to this SLA and,
subsequently, the Contract.

If there is any confusion or conflict between this document and the Contract, the RFP and
its addenda, the Contract will supersede.

5.2.3 SLA Change Process

1. The parties may amend this SLA by mutual agreement in accordance with terms of
this Contract. Changes can be proposed by either party. The SI can initiate an SLA
review with the Purchaser. Normally, the forum for negotiating SLA changes will be
Party’s monthly meetings. Unresolved issues will be addressed using the issue
management process.

2. The SI shall maintain and distribute current copies of the SLA document as directed
by the Purchaser. Additional copies of the current SLA will be made available at all
times to authorized parties.

5.2.4 Issue Management Procedures

5.2.4.1 General

This process provides an appropriate management structure for the orderly consideration
and resolution of business and operational issues if quick consensus is not reached
between the Purchaser and SI. It is expected that this pre-defined process will only be used
on an exception basis if issues are not resolved at lower management levels.

5.2.4.2 Issue Management Process

1. Either Purchaser or SI may raise an issue by documenting the business or technical
problem, which presents a reasonably objective summary of both points of view and
identifies specific points of disagreement with possible solutions.

2. Purchaser and the SI’s representative will determine which committee or executive
level shall logically be involved in resolution.
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3. A meeting or conference call will be conducted to resolve the issue in a timely manner.
The documented issues will be distributed to the participants at least 24 hours prior to
the discussion if the issue is not an emergency requiring immediate attention.

4. Management of the Purchaser and SI will develop a temporary, if needed, and the
permanent solution for the problem at hand. The SI will then communicate the
resolution to all interested parties.

5. In the event a significant business issue is still unresolved, the arbitration procedures
described in the Contract will be used.

5.2.4.3 Version Control

All negotiated SLA changes will require changing the version control number. As
appropriate, minor changes may be accumulated for periodic release (e.g. every quarter)
or for release when a critical threshold of change has occurred.
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5.3 Functional Requirements of Proposed System

5.3.1 License Management Module

The core functional requirements covered in FRS document of ‘License Management’ module
is provided below:

o Applicant Registration & Authentication

o License Application and Issuance for Distilleries & Breweries

o License Application and Issuance for Bonds & District Wholesale

o License Application and Issuance for Retail Shops

o License Modification

o License Surrender/ Cancellation and Suspension

o Licensee Master

o Standardization of Application Forms

SN Area Requirement Description

LM.01.001 Creation of
username and
password

The system should have a provision for creating new
applicant profile on the portal by providing a pre-
defined online registration form as prescribed by the
excise department such as (illustrative):

o Applicant Name
o Father’s Name
o DOB
o Email Address
o Mobile Number
o PAN Card Number
o Aadhaar Number
o Applicant Address

This registration form will be common to all types of
license applicants as it will be a one-time registration
process for accessing the services of the excise
portal.

LM.01.002 Creation of
username and
password

The system to authenticate the applicant’s mobile
number by OTP based authentication.

LM.01.003 Creation of
username and
password

The system should generate unique registration ID
for every new registration.

LM.01.004 Creation of
username and
password

The system should have a provision to approve the
applicant registration request as per pre-defined rules
of the excise department

LM.01.005 Creation of
username and
password

The system should auto generate a unique
registration ID along with password once the
applicant registration request is accepted by the
department.
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SN Area Requirement Description

LM.01.006 Creation of
username and
password

The system should assign access rights and
privileges to the newly created user profile as per pre-
defined access rules for each type of user including
functional mapping based on username and
password.

LM.01.007 Creation of
username and
password

The system should be able to send the registration
ID, and password to the registered email id and SMS
to the registered mobile number of the applicant.

LM.01.008 Creation of
username and
password

The system should have a provision to allow the
applicant to change the password whenever the user
wishes to, but the registration ID will be unique to
each registration and cannot be changed for an
applicant.

LM.01.009 Creation of
username and
password

The system should have a mechanism for providing
the login details to the user in case the user forgets
them by OTP based authentication and a web-link to
reset the login credentials.

LM.01.010 System Login The system to allow the user to access the portal by
authenticating the registration id and password of the
registered user.

LM.01.011 System Login The system to throw an error in case the login
credentials of the user do not match the registered
login credentials in the system.

LM.01.012 Online License
Application-
License Type
Selection

The system should provide the applicant with a list of
license applications on the portal from where the
applicant can select the license type which he/she
wants to apply for. Further requirement of information
should be populated as per the applicant type &
license request type (new, renewal, modification etc.)
/license type relevant in the case.
The indicative licence types are shown below:

o Distillery licence (potable/ non-potable/
Mixed)

o Brewery licence
o Bottling license
o Bonded Warehouse
o Wholesale Warehouse (Liquor/ Bulk Spirit/

Bhang)
o Retail license

Each of these license types will further have their
respective license types for each category.

Issuance of Distillery & Brewery License

LM.02.001 Online License
Application
Processing

The system to provide a link to the single window
industry application (Nivesh Mitra) on the excise
management portal, where the applicant can apply
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SN Area Requirement Description

for liquor manufacturing licenses (Distillery/
Brewery).

LM.02.002 Online License
Application
Processing

The system should be integrated with the industry
application (Nivesh Mitra) for fetching information on
the license application requests like; the filled
application form along with the mandatory
documents.

LM.02.003 Online License
Application
Processing

Once the system receives license application request
from the Nivesh Mitra portal, the system should
automatically assign and trigger a notification alert
(SMS & Email) on the account of the inspecting
authority having jurisdiction in the location of license
requested. All the fees pertaining to the application
including the license fees will be paid online through
the payment link on excise portal.

LM.02.004 Online License
Application
Processing

The system to provide a list of all the license requests
on the inspecting authority’s user account (only for
those licenses which come under the officer’s
jurisdiction)

LM.02.005 Online License
Application
Processing

The system should allow the inspecting authority to
scrutinize the documents submitted by the applicant.

LM.02.006 Online License
Application
Processing

The system should allow the inspecting authority to
include remarks with the information/supporting in
case the authority needs clarifications, additional
information, finds discrepancies or errors in the
application.

LM.02.007 Online License
Application
Processing

The system to allow the officer in charge to take the
following actions as per the assessment of the
application:

o Withhold an application (within defined
timeline)

o Return an application with reason(s)
mentioned

o Clarification required with comments
o Approve and forward the application to

granting authority
o Reject an application with reasons

LM.02.008 Online License
Application -
Processing

The system should ask for a mandatory reason/
comment when status is changed to 'Rejected' /
’Withheld’ / ’Returned’ / 'Clarification Required' by the
concerned excise officer

LM.02.009 Online License
Application
Processing

The system to have a provision to send back the
application to the Nivesh Mitra portal in case of
rejection or additional information required by the
inspecting authority.
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SN Area Requirement Description

LM.02.010 Online License
Application
Processing

The system to have a provision to receive the
updated application from Nivesh Mitra portal with the
resolved discrepancies (In case of additional
information required by the inspecting authority).

LM.02.011 Online License
Application
Processing

The system should allow the competent authority to
submit observation on application verification
including site inspection report along with provision to
upload additional documents & images (like site’s
images) before recommending it to the granting
authority.

LM.02.012 Online License
Application
Processing

The system to provide complete status of the
application received from the Nivesh Mitra portal on
the user accounts of the concerned authorities on the
excise management portal. The status of the
application can be the following:

o Withheld with reason mentioned
o Returned with reason/s mentioned
o Clarification Required with reason/s

mentioned
o Approved & Forwarded for Grant of License
o Rejected with reasons mentioned

LM.02.013 Online License
Application -
Processing

The system should trigger notification alerts to higher
authorities in case there is no change in the status of
the application beyond prescribed period.

LM.02.014 Online License
Application -
Processing

System should deem an application as ‘Non-
responsive’, in case the applicant does not reply to
the clarification within a prescribed time frame and
notify the concerned officers along with the applicant
via SMS & email.

LM.02.015 Online License
Application -
Processing

System should be able to track the status of license
request based on the acknowledgment number
generated at time of license application.

LM.02.016 Online License
Application-
Granting License

Once the license application is approved and
forwarded by the inspecting authority, the application
approval request should go to the granting authority
user account.

LM.02.017 Online License
Application –
Granting license

The system to allow the granting authority to
scrutinize the application.

LM.02.018 Online License
Application –
Granting license

The system to allow the granting authority to approve,
reject or return the application with reasons.

LM.02.019 Online License
Application –
Granting license

The system to allow the granting authority to approve
the application by digitally signing the license
certificate. For this purpose, the system to
authenticate the digital signature of the user.
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SN Area Requirement Description

LM.02.020 Online License
Application –
Granting license

The system to generate the license online and share
the copy of the license to Nivesh Mitra portal.

LM.02.021 Online License
Application –
Granting license

The system to have a provision to send back the
application to the inspecting authority in case the
granting authority finds any discrepancies in the
application and seeks clarification.

LM.02.022 Online License
Application -
Licensee Ledger

The system should create applicant dashboard (once
granted the license, to be called as licensee
dashboard).

LM.02.023 Online License
Application -
Licensee Ledger

The licensee dashboard should have following
illustrative fields:

o Licensee Name
o All license numbers
o Licensee information including business

address, date of registration, date of license
grant, power of attorney details

o Payment made against excise liabilities and
arrears

o Details of monthly returns filed for past 5
years

o Pending arrears
o Penalties and details of penalties
o Notices served & responded to
o Refund claimed, refund due and refund

processed
LM.02.024 Online License

Application -
Licensee Ledger

System should update licensee dashboard on real
time basis.

LM.02.025 Online License
Application -
Licensee Ledger

System should allow excise officers to access the
licensee dashboard for monitoring purpose.

LM.02.026 Online License
Application -
Licensee Ledger

System should generate consolidated view of
licensee dashboard information of all the licensees
according to selection/filter criteria as required by the
excise officials.

LM.02.027 Online License
Application -
Licensee Ledger

System should maintain licensee dashboard
information for past 3 years and archive details of any
previous year.

LM.02.028 Online License
Application -
Renewal

The system should notify the licensee and concerned
excise officers of the respective jurisdiction about the
prescribed timelines of the license renewal process.
The system should be able to take up prescribed
timelines to generate such alerts.
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SN Area Requirement Description

LM.02.029 Online License
Application -
Renewal

The system should allow the existing licensee to
apply for renewal of a license with pre-populated data
in the application form accessible through licensee
account, upload required document as per the pre-
defined checklist prescribed by the department &
submit the application.

LM.02.030 Online License
Application -
Renewal

The system to provide the complete pre-defined
checklist to the applicant on the application page.

LM.02.031 Online License
Application -
Renewal

The system should not allow the submission of the
renewal application until all the mandatory
documents as per the checklist have been provided
by the applicant.

LM.02.032 Online License
Application -
Renewal

The system should allow the applicant to save drafts
of the form, re-login and access the saved draft to
resume working from there.

LM.02.033 Online License
Application -
Renewal

The system to auto calculate and provide the license
renewal fees for the prescribed number of years on
the application form and provide an online payment
link to the applicant.

LM.02.034 Online License
Application -
Renewal

The system to auto-reconcile the payment and
provide the status of the payment to the applicant.

LM.02.035 Online License
Application -
Renewal

The system should only allow the submission of the
renewal application when the payment is successfully
made by the applicant.

LM.02.036 Online License
Application -
Renewal

The system should allow editing the form &
attachments while in draft state and not after
submission of the form. It should seek confirmation
from the applicant before submission by presenting a
preview of the information being submitted through
the form.

LM.02.037 Online License
Application -
Renewal

The system should generate receipt
acknowledgment for the applications submitted for
renewal with a unique acknowledgement number.

LM.02.038 Online License
Application -
Renewal

The system to provide the status of the application on
the applicant’s account.

LM.02.039 Online License
Application -
Renewal

The system to auto assign the application to the
inspecting officer (first level) having jurisdiction of the
area of the manufacturing unit.

LM.02.040 Online License
Application -
Renewal

The system to trigger automatic alerts on the
assigned inspecting officer’s account upon receiving
the renewal request.
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SN Area Requirement Description

LM.02.041 Online License
Application -
Renewal

The system to allow the inspecting officer to
scrutinize the online application and take the below
actions:

o Approve
o Return after objection raised with reasons

LM.02.042 Online License
Application -
Renewal

The system to allow the inspecting officer to write
comments/ reasons for return of the application

LM.02.043 Online License
Application -
Renewal

The system to allow the inspecting authority to upload
the mandatory documents like no objection
certificates, site inspection reports, site pictures, geo-
coded address and other prescribed inspection
documents before approving the application.

LM.02.044 Online License
Application -
Renewal

The system to be integrated with the police
department to get online character certificate for the
applicant.

LM.02.045 Online License
Application -
Renewal

The system to allow the application to be sent back
to the applicant in case of any objection raised by the
inspecting officer

LM.02.046 Online License
Application -
Renewal

The system should allow the applicant to rectify the
issues in the application by providing any missing
information or provide clarifications against any
objections raised by the authority

LM.02.047 Online License
Application -
Renewal

The system to forward the application to the second
level approval by the designated authority once the
first level approval is done by the inspecting officer.

LM.02.048 Online License
Application -
Renewal

The system to auto assign the next level approval
authority as per the jurisdiction and pre-defined
excise rules for license renewal approving authority.

LM.02.049 Online License
Application -
Renewal

The system to trigger automatic alerts on the
concerned officer’s account upon receiving the
renewal application approval request.

LM.02.050 Online License
Application -
Renewal

The system to allow the second level inspecting
officer to scrutinize the online application and take the
below actions:

o Approve
o Return after objection raised with reasons

LM.02.051 Online License
Application -
Renewal

The system to allow the second level inspecting
officer to write comments/ reasons for return of the
application

LM.02.052 Online License
Application -
Renewal

The system to send back the application to the first
level inspecting officer in case of an objection raised
by the second level inspecting officer.

LM.02.053 Online License
Application -
Renewal

The system to forward the application to the third
level approval by the designated authority once the
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SN Area Requirement Description

second level approval is done by the inspecting
officer.

LM.02.054 Online License
Application -
Renewal

The system to auto assign the next level approval
authority as per the jurisdiction and pre-defined
excise rules for license renewal approving authority.

LM.02.055 Online License
Application -
Renewal

The system to trigger automatic alerts on the
concerned officer’s account upon receiving the
renewal application approval request.

LM.02.056 Online License
Application -
Renewal

The system to allow the third level inspecting officer
to scrutinize the online application and take the below
actions:

o Approve
o Return after objection raised with reasons

LM.02.057 Online License
Application -
Renewal

The system to allow the third level inspecting officer
to write comments/ reasons for return of the
application

LM.02.058 Online License
Application -
Renewal

The system to send back the application to the first
level inspecting officer in case of an objection raised
by the third level inspecting officer.

LM.02.059 Online License
Application -
Renewal

The system to forward the application to the excise
commissioner once the application is approved by all
the below level authorities.

LM.02.060 Online License
Application -
Renewal

The system to trigger automatic alerts on the excise
commissioner’s account upon receiving the renewal
application approval request.

LM.02.061 Online License
Application -
Renewal

The system to allow the excise commissioner to
scrutinize the online application and take the below
actions:

o Approve
o Reject
o Return after objection raised with reasons

LM.02.062 Online License
Application -
Renewal

The system to allow the excise commissioner to write
comments/ reasons for return of the application
including rejection of the application.

LM.02.063 Online License
Application -
Renewal

The system to generate the renewed license online
once the excise commissioner approves the
application by digitally signing the certificate.

LM.02.064 Online License
Application -
Renewal

The system to authenticate the digital signature used
by the excise commissioner to issue the renewed
license.

LM.02.065 Online License
Application -
Renewal

The system to send the copy of the renewed license
to the applicant’s user account.

LM.02.066 Online License
Application -
Renewal

The system to provide a download link to the
applicant for downloading the renewed license
certificate.
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SN Area Requirement Description

LM.02.067 Online License
Application -
Renewal

The system to provide the complete step-by step
status of the renewal application on the portal
accessible to the applicant and the concerned excise
officials by recording each approval stage. The
following can be the status types:

o Approved (First level)
o Objection raised (first level) with reasons
o Approved (Second level)
o Objection raised (Second level) with reasons
o Approved (Third level)
o Objection raised (Third level) with reasons
o Approved & Certificate Issued
o No response (at level)

LM.02.068 Online License
Application -
Renewal

System should deem an application as ‘Non-
responsive’, in case the applicant does not reply to
the clarification within a prescribed timeframe and
notify the concerned officers along with the applicant
via SMS & email.

LM.02.069 Online License
Application -
Renewal

The system should have provision to auto-update the
records once license request is granted.

LM.02.070 Online License
Application -
Renewal

System should be able to generate list of defaulters
who do not submit the license renewal requests & do
not get licenses renewed within prescribed timelines.

LM.02.071 Online License
Application -
Renewal

The system should flag late renewal applications
beyond the application submission timelines and levy
appropriate penalties. The system to prompt such
applicants of the late submission penalties before
they submit the applications online.

LM.02.072 Online License
Application -
Renewal

The system should be able to generate temporary
license in case of some pending approvals. In such
cases, reason for providing temporary license should
be provided & validity for such license should be
clearly highlighted.

LM.02.073 Online License
Application -
Renewal

The system should be able to send alerts / reminders
to the licensee for renewal of the license before due
date.

LM.02.074 Online License
Application -
Renewal

The system should be able to withhold all licensee
rights once license’s validity ends.

LM.02.075 Online License
Application -
Renewal

The system should keep track of licenses to be
renewed and licenses to be allocated again.

Issuance of Wholesale & Bond Licenses
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SN Area Requirement Description

LM.03.001 Online License
Application -Filling
up of application
form

The system to allow only registered applicants to
apply for the wholesale and bond licenses. For this
purpose, the system to authenticate the registration
credentials at the time of login by the user.

LM.03.002 Online License
Application -Filling
up of application
form

The system to allow the applicant to select a license
type from the dropdown of the wholesale/ bond
licenses

LM.03.003 Online License
Application -Filling
up of application
form

The system to provide pre-defined prescribed
application forms and allow the applicant to select the
desired license type. The following types of licenses
(indicative) should be available to the applicant as per
license selection:

o BWFL-2A
o BWFL-2B
o BWFL-2C
o BWFL-2D
o CL2
o FL2
o FL2B
o FL2D

LM.03.004 Online License
Application -Filling
up of application
form

The system to pre-populate the application form with
basic information of the applicant stored in the
system at the time of applicant’s registration.

LM.03.005 Online License
Application -Filling
up of application
form

The system to pre-populate the application form with
basic information (mandatory fields) of the applicant
mapped with the login details of the user, stored in
the system at the time of applicant registration. These
mandatory fields can be (indicative):

o Name of the applicant
o Address of Applicant
o PAN Number
o Aadhaar
o Registration Number

LM.03.006 Online License
Application -Filling
up of application
form

The system to allow the user to upload all the
prescribed documents along with the application. For
this purpose, the system to provide a checklist of all
mandatory documents required with the application
on the portal.

LM.03.007 Online License
Application -Filling
up of application
form

The system to not allow the user to submit the
application with any missing mandatory documents.

LM.03.008 Online License
Application -Filling

The system to allow the upload of documents in pre-
defined file formats.
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SN Area Requirement Description

up of application
form

LM.03.009 Online License
Application -Filling
up of application
form

The system should allow the applicant to save drafts
of the form, re-login and access the saved draft to
resume working from there.

LM.03.010 Online License
Application – Filling
up application form

The system should allow editing the form &
attachments while in draft state and not after
submission of the form. It should seek confirmation
from the applicant before submission by presenting a
preview of the information being submitted through
the form.

LM.03.011 Online License
Application -Filling
up of application
form

The system should provide the details of the auto
calculated license fee for the particular license and
provide a payment link to the applicant.

LM.03.012 Online License
Application -Filling
up of application
form

The system to allow the applicant to make online
payment against the license fees.

LM.03.013 Online License
Application -Filling
up of application
form

The system to auto reconcile the payment and
provide the payment status to the applicant.

LM.03.014 Online License
Application -Filling
up of application
form

The system should not allow the submission of the
application unless the license fees is successfully
paid by the applicant.

LM.03.015 Online License
Application -Filling
up of application
form

The system should prompt the user to provide details
of the security amount submitted against the
application and its relevant documents to be
submitted along with the application.

LM.03.016 Online License
Application -Filling
up of application
form

The system should generate an acknowledgement
receipt with unique acknowledgement number on
submission of completed application form

LM.03.017 Online License
Application
Processing

The system to auto assign the application form to the
concerned inspecting authority as per the jurisdiction
and pre-defined excise rules for wholesale and bond
license issuance approval process.

LM.03.018 Online License
Application
Processing

The system to trigger automatic alerts on the
concerned officer’s account along with SMS & email
alerts upon receiving the application approval
request.
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SN Area Requirement Description

LM.03.019 Online License
Application
Processing

The system to allow the inspecting officer to
scrutinize the online application and take the below
actions:

o Approve
o Return after objection raised with reasons

LM.03.020 Online License
Application
Processing

The system to allow the inspecting officer to write
comments/ reasons for return of the application

LM.03.021 Online License
Application
Processing

The system should allow the competent authority to
submit observation on application verification
including site inspection report along with provision to
upload additional documents & images (like site’s
images).

LM.03.022 Online License
Application
Processing

The system to allow the applicant to resolve the
objection raised by the inspecting officer and re-
submit the application for approval.

LM.03.023 Online License
Application
Processing

The system to forward the application to the granting
authority by sending a notification alert on the user’s
account along with SMS and email alert.

LM.03.024 Online License
Application
Processing

The system to allow the granting authority to
scrutinize the application and take the below actions:

o Approve
o Reject with reasons
o Return after objection raised with reasons

LM.03.025 Online License
Application
Processing

The system to allow the granting authority to write
comments/ reasons for return of the application
including rejection of the application.

LM.03.026 Online License
Application
Processing

The system to generate the license online once the
granting authority approves the application by
digitally signing the certificate.

LM.03.027 Online License
Application
Processing

The system to authenticate the digital signature used
by the granting authority to issue the license.

LM.03.028 Online License
Application
Processing

The system to send the copy of the license to the
applicant’s user account.

LM.03.029 Online License
Application
Processing

The system to provide a download link to the
applicant for downloading the license certificate.

LM.03.030 Online License
Application
Processing

The system to provide the complete status of the
application to the applicant and concerned
authorities. The application may have the below
status (indicative):

o Approved & License Granted
o Rejected (with reason)
o Returned (with reason)
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o No Response (with stage)

LM.03.031 Online License
Application
Processing

The system should notify higher authorities in case
there is no change in the status of the application
beyond prescribed period.

LM.03.032 Online License
Application
Processing

The System should deem an application as ‘Non-
responsive’, in case the applicant does not reply to
the clarification within a prescribed timeframe and
notify the concerned officers along with the applicant
via SMS & email.

LM.03.033 Online License
Application
Processing

The system to update the licensee profile once the
license is issued to applicant.

LM.03.034 Online License
Application-
Renewal

The system should notify the licensee and concerned
excise officers of the respective jurisdiction about the
prescribed timelines of the license renewal process.
The system should be able to take up prescribed
timelines to generate such alerts.

LM.03.035 Online License
Application-
Renewal

The system should allow the existing licensee to
apply for renewal of a license with pre-populated data
in the application form accessible through licensee
account, upload required document as per the pre-
defined checklist prescribed by the department.

LM.03.036 Online License
Application-
Renewal

The system shall prompt the user to pay the pre-
calculated license renewal fees for that particular
license before submitting the application. For this
purpose, the online payment link should be provided
with the application form.

LM.03.037 Online License
Application-
Renewal

The system to auto-reconcile the license renewal fee
payment and provide real-time acknowledgement of
the payment.

LM.03.038 Online License
Application-
Renewal

The system should generate receipt
acknowledgment for the application submitted for
renewal with a unique acknowledgement number.

LM.03.039 Online License
Application-
Renewal

The system should allow editing the form &
attachments while in draft state and not after
submission of the form. It should seek confirmation
from the applicant before submission by presenting a
preview of the information being submitted through
the form.

LM.03.040 Online License
Application-
Renewal

The system to provide the status of the application on
the applicant’s account.

LM.03.041 Online License
Application-
Renewal

Once the application is filled completely by the
applicant along with all mandatory documents and
payment fees paid successfully, then the system
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shall forward the application to the concerned
inspecting authority in-charge of that area.

LM.03.042 Online License
Application-
Renewal

The system shall auto-assign the renewal application
to the concerned authority for inspection.

LM.03.043 Online License
Application-
Renewal

The system to auto assign the application to the
inspecting officer (first level) having jurisdiction of the
area of the wholesale/ bond premises.

LM.03.044 Online License
Application-
Renewal

The system to trigger automatic alerts on the
assigned inspecting officer’s account upon receiving
the renewal request.

LM.03.045 Online License
Application-
Renewal

The system to allow the inspecting officer to
scrutinize the online application and take the below
actions:

o Approve
o Return after objection raised with reasons

LM.03.046 Online License
Application-
Renewal

The system to allow the inspecting officer to write
comments/ reasons for return of the application

LM.03.047 Online License
Application-
Renewal

The system to allow the inspecting authority to upload
the mandatory no objection certificates and other
prescribed inspection reports before approving the
application.

LM.03.048 Online License
Application-
Renewal

The system to allow the application to be sent back
to the applicant in case of any objection raised by the
inspecting officer

LM.03.049 Online License
Application-
Renewal

The system should allow the applicant to rectify the
issues in the application by providing any missing
information or provide clarifications against any
objections raised by the authority

LM.03.050 Online License
Application-
Renewal

The system to forward the application to the second
level approval by the designated authority once the
first level approval is done by the inspecting officer.

LM.03.051 Online License
Application-
Renewal

The system to auto assign the next level approval
authority as per the jurisdiction and pre-defined
excise rules for license renewal approving authority.

LM.03.052 Online License
Application-
Renewal

The system to trigger automatic alerts on the
concerned officer’s account upon receiving the
renewal application approval request.

LM.03.053 Online License
Application-
Renewal

The system to allow the second level inspecting
officer to scrutinize the online application and take the
below actions:

o Approve
o Return after objection raised with reasons
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LM.03.054 Online License
Application-
Renewal

The system to allow the second level inspecting
officer to write comments/ reasons for return of the
application

LM.03.055 Online License
Application-
Renewal

The system to send back the application to the first
level inspecting officer in case of an objection raised
by the second level inspecting officer.

LM.03.056 Online License
Application-
Renewal

The system to forward the application to the license
granting authority once the application is approved by
all the below level authorities.

LM.03.057 Online License
Application-
Renewal

The system to trigger automatic alerts on the excise
license granting authority’s account upon receiving
the renewal application approval request.

LM.03.058 Online License
Application-
Renewal

The system to allow the license granting authority to
scrutinize the online application and take the below
actions:

o Approve
o Reject
o Return after objection raised with reasons

LM.03.059 Online License
Application-
Renewal

The system to allow the license granting authority to
write comments/ reasons for return of the application
including rejection of the application.

LM.03.060 Online License
Application-
Renewal

The system to generate the renewed license online
once the license granting authority approves the
application by digitally signing the certificate.

LM.03.061 Online License
Application-
Renewal

The system to authenticate the digital signature used
by the license granting authority to issue the renewed
license.

LM.03.062 Online License
Application-
Renewal

The system to send the copy of the renewed license
to the applicant’s user account.

LM.03.063 Online License
Application-
Renewal

The system to provide a download link to the
applicant for downloading the renewed license
certificate.

Issuance of Retail Licenses (Liquor & Bhang)

LM.04.001 Registration
Authentication

The system should allow only registered applicants
to apply for retail licenses (new or renewal). For this
purpose, the unique registration ID will be used to
authenticate the registration of an applicant.

LM.04.002 Online License
Application-
Renewal

The system to allow the applicant to select either
Liquor retail license or Bhang retail license.

LM.04.003 Online License
Application-
Renewal

The system to have a provision in the system to
configure pre-configured application rates/fees and
required documents for liquor shops and bhang
shops respectively
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LM.04.004 Online License
Application-
Renewal

The system to automatically map the business rules
for application rates/fee and required documentation
for liquor shop and bhang shop license based on user
selection.
Note: The functional work flow for application
submission and grant of licenses for liquor and bhang
shops will remain the same as mentioned in the
below functionalities.

LM.04.005 Online License
Application-
Renewal

The system should notify the licensee and concerned
excise officers of the respective jurisdiction about the
prescribed timelines of the license renewal process.
The system should be able to take up prescribed
timelines to generate such alerts in the user account
of licensee and concerned excise officers.

LM.04.006 Online License
Application-
Renewal

The system should allow the existing licensee to
apply for renewal of a license by providing pre-
populated account-based data of all the retail
licenses that the licensee holds under one Aadhaar
number.

LM.04.007 Online License
Application-
Renewal

The system to allow the licensee to apply for renewal
of multiple retail licenses that the licensee holds.

LM.04.008 Online License
Application-
Renewal

The system should provide the list of those retail
shops where the applicant is a co-licensee.

LM.04.009 Online License
Application-
Renewal

The system to allow the co-licensee to upload his
consent affidavit for renewal.

LM.04.010 Online License
Application-
Renewal

The system to generate a renewal code for co-
licensee and send it to the co-licensee’s mobile
number.

LM.04.011 Online License
Application-
Renewal

The system to provide a list of retails shops
categorised as CL/ FL/ Beer and Model Shops with
pre-populated details of the shop and criteria as fixed
by the excise department for its renewal.

LM.04.012 Online License
Application-
Renewal

The system to allow the licensee to select the desired
shop for renewal and accept its corresponding criteria
for renewal.

LM.04.013 Online License
Application-
Renewal

The system to prompt the licensee to provide the co-
licensee’s renewal code after the acceptance of the
renewal criteria

LM.04.014 Online License
Application-
Renewal

The system to prompt the primary licensee to submit
its consent by uploading an affidavit



Page 144 of 324
Draft

SN Area Requirement Description

LM.04.015 Online License
Application-
Renewal

The system to generate the renewal code for the
primary licensee and send it to the registered mobile
number of the licensee. This renewal code will be
unique to each renewal application.

LM.04.016 Online License
Application-
Renewal

The system to generate a list of all the shops for
which the licensee has applied for renewal for that FY
with their corresponding renewal codes.

LM.04.017 Online License
Application-
Renewal

The system to allow the user to select the shop for
renewal one by one.

LM.04.018 Online License
Application-
Renewal

The system to navigate the licensee to the payment
page for paying the processing fee and taxes.

LM.04.019 Online License
Application-
Renewal

The system to generate a payment
acknowledgement receipt after successful payment
of the processing fees.

LM.04.020 Online License
Application-
Renewal

The system to allow the licensee to download the
payment acknowledgement receipt and send the
receipt to the registered mobile number of the primary
licensee and co-licensee.

LM.04.021 Online License
Application-
Renewal

The system to forward the application to the
concerned DEO of that area for approval of the
renewal application along with the supporting
documents (affidavits), payment fees etc.

LM.04.022 Online License
Application-
Renewal

The system to allow the DEO to scrutinize the
complete application along with the supporting
documents

LM.04.023 Online License
Application-
Renewal

The system to allow the DEO to approve the
application once it is approved by the district collector
in an offline mode.

LM.04.024 Online License
Application-
Renewal

The system to prompt the user to pay the required
renewal fee and part-license fee online.

LM.04.025 Online License
Application-
Renewal

The system to provide payment acknowledgement of
the renewal fee and license fee paid by the licensee.

LM.04.026 Online License
Application-
Renewal

After successful payment of the required fees, the
system to book the shop as renewed.

LM.04.027 Online License
Application-
Renewal

The system to generate the renewed license
certificate and send it to the account of the licensee.

LM.04.028 Online License
Application-
Renewal

The system to show the status of the renewal
application on the log in of the licensee and other
concerned excise officers.
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LM.04.029 Online License
Application-E-
lottery

The system to have a provision to include only those
shops in the e-lottery process which have not been
renewed by the licensees.

LM.04.030 Online License
Application-E-
lottery

The system to allow registered applicants to apply for
the e-lottery of retail shops. For this purpose, the
system to authenticate the registration ID and
password of the applicant.

LM.04.031 Online License
Application-E-
lottery

The system to allow the applicant to apply for the
shop by uploading mandatory documents with the
pre-populated application. The list of documents
would be (indicative):

o Photo
o Aadhaar
o PAN
o ITR
o Solvency/ Asset Certificate

LM.04.032 Online License
Application-E-
lottery

The system to allow the applicant to save the
application in draft version for the applicant to review
the uploaded documents and application details and
then submit.

LM.04.033 Online License
Application-E-
lottery

The system to allow the user to choose a district
where the applicant wishes to purchase the retail
shop license from a dropdown.

LM.04.034 Online License
Application-E-
lottery

The system to prompt the applicant if there are two
shops of the applicant already renewed in that
district. In this case the system should not allow the
user to select that district and prompt the applicant to
select a different district.

LM.04.035 Online License
Application-E-
lottery

The system to provide the applicant, a list of all the
available (non-renewed) shops categorized as CL/
FL/ Beer/ Model shops under each district with pre-
filled details of the shop including the criteria for
allotment.

LM.04.036 Online License
Application-E-
lottery

The system to allow the applicant to select one or
more shops from the list.

LM.04.037 Online License
Application-E-
lottery

The system to validate the solvency/ asset certificate
as per the pre-defined business rules for allotment of
that shop.

LM.04.038 Online License
Application-E-
lottery

The system to prompt the user for selection of a
different district in case the solvency/ asset declared
by the applicant in the application is not sufficient to
purchase the shop license.

LM.04.039 Online License
Application-E-
lottery

If the solvency/ asset declared by the applicant in the
application is sufficient, the system to prompt the user
to upload affidavit.
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LM.04.040 Online License
Application-E-
lottery

The system to navigate the applicant to the payment
online payment page for paying the processing fee
for the application.

LM.04.041 Online License
Application-E-
lottery

The system to provide a payment acknowledgement
receipt for the online payment transaction of the
processing fees. For this purpose, the system to
allow the applicant to download the
acknowledgement receipt.

LM.04.042 Online License
Application-E-
lottery

The system to prompt the user to upload the earnest
money DD against the shop and the system to allow
the applicant to feed DD number and the system to
validate the DD for its reuse.

LM.04.043 Online License
Application-E-
lottery

The system to allow the user to confirm and submit
the application.

LM.04.044 Online License
Application-E-
lottery

The system to not allow the submission of the
application till all the mandatory documents have
been successfully uploaded with the application.

LM.04.045 Online License
Application-E-
lottery

The system to generate an application code against
the application submitted.

LM.04.046 Online License
Application-E-
lottery

The application code will be unique for every
application submitted against a shop.

LM.04.047 Online License
Application-E-
lottery

The system to allow the applicant to choose more
shops.

LM.04.048 Online License
Application-E-
lottery

The system to send all the applications to the
concerned authority for scrutiny. For this purpose, the
system to auto-assign the concerned inspecting
authority having jurisdiction over the applied shops.

LM.04.049 Online License
Application-E-
lottery

The system to allow the inspecting authority to
scrutinize the application and either approve or return
the application.

LM.04.050 Online License
Application-E-
lottery

The system to allow the inspecting authority to
provide comments/ reasons for return of the
application.

LM.04.051 Online License
Application-E-
lottery

The system to provide the status of the application at
every stage of the application process to the
applicant and the concerned officials.

LM.04.052 Online License
Application-E-
lottery

The system to push all the approved applications to
the e-lottery pool.

LM.04.053 Online License
Application-E-
lottery

The system to have a provision of e-lottery
mechanism for allotment of shops through e-lottery
process with the below functionalities (indicative):



Page 147 of 324
Draft

SN Area Requirement Description

LM.04.054 Online License
Application-E-
lottery

o Display of application number along with
names of the successful applicants eligible for
e-lottery process (on the day the E-lottery is
conducted) for that particular shop for which
the e-lottery process takes place.

o Unique hidden system generated codes for
each application mapped to a shop (not
visible to any stakeholder)

o E-lottery process simulation display for
showing accuracy of the e-lottery process

o Randomization algorithm for generation of e-
lottery number by using random numbers
selected by applicants.

o Allocation of the randomly generated lottery
number to the application of the successful
applicant. The e-lottery application codes will
be different to the application numbers given
to the applicants at the time of application
submission.

LM.04.055 Online License
Application-E-
lottery

The system to notify all the successful applicants
about the allotment of the shop through e-lottery
through email, SMS and account notification.

LM.04.056 Online License
Application-E-
lottery

The system to prompt the successful applicants to
pay the prescribed fees/ security and upload required
documents (character certificate, geo-tagging etc)
online against the allotted shop.

LM.04.057 Online License
Application-E-
lottery

The system to forward the applications to the account
of the final license granting authority for approval.

LM.04.058 Online License
Application-E-
lottery

System to allow the granting authority to grant the
licenses using a digital signature.

LM.04.059 Online License
Application-E-
lottery

System to allow the granting authority to grant
multiple licenses at a time.

LM.04.060 Online License
Application-E-
lottery

The system to send the approved licenses to the
respective applicants via email and account
notification.

LM.04.061 Online License
Application- E-
Tender

The system to have a provision of e-tendering to allot
retail licenses that were not allotted through E-lottery
and renewal process

LM.04.062 Online License
Application- E-
Tender

The system to allow the department to publish
tenders for retails shops on the excise portal
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LM.04.063 Online License
Application- E-
Tender

The system’s e-tender functionality should cover the
below functions:

o Publishing of Tender
o Access of Tender Documents by bidders
o Upload Tender Documents
o Submit Tender
o Tender opening
o Allotment of Tender
o Grant of License
o Application of business rules prescribed by the

department for tender submission (last date,
format, size, etc)

License Modification/ Surrender/ Suspension & Cancellation

LM.05.001 Online License
Application -
Modification

The system to provide a pre-filled application form for
modification of a license and should allow upload of
any supporting document required with the
application.

LM.05.002 Online License
Application -
Modification

The system should have provision for online
payments to be made for modification of a license.

LM.05.003 Online License
Application -
Modification

The system to forward the application to the
concerned authority for approval after the submission
of the application.

LM.05.004 Online License
Application -
Modification

The system should allow competent authority to
accept / reject the modification requested for in the
license.

LM.05.005 Online License
Application -
Modification

The system to allow the inspecting authority to give
comments/ reasons for rejection of the modification
request

LM.05.006 Online License
Application -
Modification

Once the modification is accepted, the system should
update the modification records & reflect in the
licensee ledger account.

LM.05.007 Online License
Application -
Modification

Applications need to be submitted within a stipulated
time of contingency and/or closure of business. The
system should have a provision to validate this date
and mandate upload of supporting documents in
case of surrender of license

LM.05.008 Online License
Application -
Surrender

The system to allow the licensee to surrender the
license by filling a surrender application with certain
pre-filled information of the licensee.

LM.05.009 Online License
Application -
Surrender

The system should cancel all licensee rights once
cancellation is initiated by licensee himself.
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LM.05.010 Online License
Application -
Surrender

The system should validate that there are no dues
pending &/or stocks withheld with licensee before
cancellation of surrendered license

LM.05.011 Online License
Application -
Surrender

The system should be able to generate demand
notice to be sent to the licensee, in case of any
pending dues

LM.05.012 Online License
Application -
Surrender

The system should keep track of the demand notices
sent to the licensee

LM.05.013 Online License
Application -
Surrender

The system to forward the application for final
approval of the surrender of the license by the
concerned authority.

LM.05.014 Online License
Application -
Surrender

Once license is cancelled, the system should update
the master records

LM.05.015 Online License
Application -
Surrender

The system should have provision to update the
stocks record during stock clearance by the Excise
Officer and dues arising out of it (like duty or penalty)

LM.05.016 License
Suspension &
Cancellation

The system should be able to capture breach cases
against the licensee as forwarded through Vigilance
& Enforcement process.

LM.05.017 License
Suspension &
Cancellation

The system should have the provision to trigger the
suspension & cancellation of the license of a licensee
in case of any breach or offence.

LM.05.018 License
Suspension &
Cancellation

System should be able to generate show cause
notice/warning to be sent to the licensee, in case of
any breach cases detected.

LM.05.019 License
Suspension &
Cancellation

System should have provision to update status post
hearing with the competent authority.

LM.05.020 License
Suspension &
Cancellation

System to issue the license suspension or
cancellation letter online only after the digitally
signature of the approving authority

LM.05.021 License
Suspension &
Cancellation

The system to have a provision on the system to
automatically link the cancelled retail shops for e-
tender process

Other Processes

LM.06.001 Online Brand
Registration

The system should allow registered liquor licenses of
FL/CL and liquor importers to submit request for
brand registration.

LM.06.002 Online Brand
Registration

System to provide a brand registration form to
register the brands being manufactured in Uttar
Pradesh, imported from other states and imported
from outside India. The form should have pre-filled
licensee details.
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LM.06.003 Online Brand
Registration

In case brand is already registered in the past, the
system should provide drop down of the brands so
that applicant can select the brand for further
registration.

LM.06.004 Online Brand
Registration

The system should have provision to upload of
scanned labels (to the scale) of each label size &
design

LM.06.005 Online Brand
Registration

The system should pre-populate brand related fields
in case brand is already registered in the past with
option to modify such auto-fetched information.

LM.06.006 Online Brand
Registration

The system should have provision to licensee to
apply for MRP authorization for each label.

LM.06.007 Online Brand
Registration

The system should allow authorized excise officer to
approve / reject the request for Brand Registration.

LM.06.008 Online Brand
Registration

The system should allow keeping track of the MRP
listed for each brand by allowing searching through
registered labels and those in process.

LM.06.009 Online Brand
Registration

The system should provide provision to pay brand
registration fees or any other fee online

LM.06.010 Background check
for licensee

The system must conduct history check on the
applicant with respect to previous dues, previous
year's conduct, any complaints against applicant,
verification from treasury for any pending dues. it
should be able to generate alerts in case of any
discrepancy in the background record of the
applicant.

LM.06.011 Background check
for licensee

The system should change the status of license to
"withheld" in case renewal is held back by the
concerned authority on account of any unpaid dues

LM.06.012 Background check
for licensee

The system should maintain history of all the previous
license holders.

LM.06.013 System generated
license number

The system should be able to generate 12-digit
unique license number with the prescribed details
encoded in the license number.

LM.06.014 System generated
license number

The system should be able to provide license number
to the old licenses

LM.06.015 Creation of master
data

The system should have following master files:
o License Master
o Licensee Master
o Fee Master
o Brand Master
o Brand label master
o License type master
o Census data of districts
o GIS mapping of licensee information
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LM.06.016 Creation of master
data

The system should have relational databases to link
the information in master files

LM.06.017 Creation of master
data

The system should have ability to verify master data
details with other databases such as NSDL for PAN
details, Tax department for TIN details, etc.

LM.06.018 New design of
license

The system must have facility to record date of grant
of license to the licensee and the date of generation
of license. The system should have provision to
prescribe end of validity period of license with
justification to extend or temporarily extend the
license as special cases.

LM.06.019 New design of
license

System should be able to print secure codes on the
licenses generated from the system which can be
used to authenticate the license

LM.06.020 New design of
license

System should have format for license (as prescribed
in Rules) which can be printed to generate the license
certificate

LM.06.021 New design of
license

System format for license should provide for space
for endorsement at back side of license

LM.06.022 Standardization of
site visit checklist

System should provide provision to upload the site
visit reports, as applicable to grant of certain licenses

LM.06.023 Standardization of
site visit checklist

System should have a checklist for site visit report
along with provision to upload full report

LM.06.024 Standardization of
site visit checklist

System should allow authorized excise officer to
submit details of site visit. A form should be uploaded
to capture details such as (illustrative):

o Date of visit
o Applicant address
o PAN / Aadhaar/ TIN / GST
o License type
o Observations

LM.06.025 Standardization of
site visit checklist

The system must allow authorized excise officer to be
able to submit his comments into the system on site
visit report

LM.06.026 Single form for all
applications

System should provide single form for all types of
licenses. Only the license specific information should
form a separate part

LM.06.027 Single form for all
applications

The system should provide checklist of the
documents to be submitted along with the license
application form

LM.06.028 Single form for all
applications

The system should pre-populate the fields of the form
from any previous information of licensee stored in
the database

LM.06.029 Online payment of
license application
fees

The system should have a link with the payment
module to check CIN (challan identification number)
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number to validate payment of registration fee and
license fees

LM.06.030 Online payment of
license application
fees

Licensee ledger account should be linked with the
banks registered with the department, for online
payments

LM.06.031 Online payment of
license application
fees

The system should process application only when the
valid CIN is used for application fees

LM.06.032 Online payment of
license application
fees

System should process license only when valid CIN
is used for license fees payment

LM.06.033 SMS based
verification of
license

The system should have a facility which allows an
outsider to verify license number of another licensee

LM.06.034 SMS based
verification of
license

System should send SMS alert whenever request for
license number verification is made. Indicative SMS
details would be:

o Name of Licensee
o Place of Business of Licensee
o Mobile No.
o License type
o License validity

LM.06.035 Service levels for
department
services

System should keep track of timestamps, change
requestor etc. to monitor service levels & maintain
audit trail

LM.06.036 Service levels for
department
services

System should escalate any pending matter based
on the escalation matrix

LM.06.037 Service levels for
department
services

System should provide reminders and alerts before
escalation of the file

LM.06.038 Online tracking of
Letter of Intent

In case of certain licenses, system should be able to
issue Letter of Intent to the applicant apart from other
standard templates

LM.06.039 Online tracking of
Letter of Intent

System should alert Excise officers on the expiry of
the Letter of Intent

LM.06.040 Online status of
set-up of
manufacturing unit

System should allow applicant to update status of
setting up of manufacturing unit activities such as
allotment of land, start of construction, excavation,
purchase of machinery on the licensee ledger

LM.06.041 Online status of
set-up of
manufacturing unit

System should provide provision to excise officer to
review activities of setting up of manufacturing unit

LM.06.042 Online status of
set-up of
manufacturing unit

System to should allow excise officer to accept or
reject the application of manufacturing unit based on
the progress of the setting up of unit
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LM.06.043 Online status of
set-up of
manufacturing unit

System should allow applicant to upload plan report
post completion of set up of manufacturing unit

LM.06.044 Codification of
brands

System should be able to provide a unique brand
code which should have the following information
(Indicative):

o License Type
o License Code
o Brand Name
o Brand MRP
o Security Code
o Capacity Type
o Packaging Type

LM.06.045 Codification of
brands

System should be able to provide brand code to the
already existing brands

LM.06.046 Codification of
brands

System should provide drop down menu for the
registered brands to the applicant of brand
registration

LM.06.047 Codification of
brands

System should allow only registered brands to be
used for creation of transport permit

LM.06.048 Suspension /
Cancellation of
services

System should block certain online services (like
production &/or despatch requests) based on pre-
defined criteria

LM.06.049 Suspension /
Cancellation of
services

System should allow authorized excise officers to
block the e-services based on vigilance report

LM.06.050 Suspension /
Cancellation of
services

System should have provision to authorized excise
officer to resume services

LM.06.051 Generation of MIS
Report

System should be able to generate following
illustrative MIS reports:

o History and records of all license applicants
o List of defaulters for renewal at any specified

time
o List of licenses granted by the Department at

any specified time
o List of suspended and cancelled licenses at

any specified time
o Payment status of each Licensee at any

specified time
o List of expiring letters of intent/indents,

orders, permits etc. at any specified time
o List of toddy licenses for renewal at any

specified time
o List of licenses modified at any specified time
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o List of licenses surrendered at any specified
time

o Any ad hoc report required

5.3.2 Supply Chain Management Module

The core functional requirements covered in FRS document of ‘Supply Chain Management’
module is provided below:

o Sugar mills
o Recording molasses production and dispatch
o To monitor molasses production by Sugar Mills and Cane Department
o Generate alerts for deviations from the standard production formula.
o Indent management
o Generation of transport pass

o Distillery/ Brewery
o Measuring received quantity of molasses using a weighbridge
o CCTV surveillance at secured sections (entry-exit gates, storage section,

bottling section, bonded warehouse etc.)
o Data recording from the existing measurement devices
o Track and Trace through secured QR codes on excise labels
o System based Excise label printing
o Scanning of consignments through handheld scanners
o Indent management
o Digi locks
o Online excise registers
o Geo Fencing
o Mobile Application

o Bonds
o CCTV Surveillance
o Generation and Pasting of QR coded excise labels
o Handheld QR code scanning devices
o Indent management
o Online excise registers
o Geo Fencing
o Mobile Application

o District Wholesale
o Handheld QR code scanning devices
o Indent management
o Online excise registers
o Geo Fencing
o Mobile Application

o Retail Vends
o Point of Sales (PoS) machines
o Indent management
o Mobile application
o Online excise registers

o End to End SCM
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o Mobile Application for all stakeholders and consumers
o QR Codes
o Excise labels
o Tracking of GPS enabled Vehicles
o Control & monitoring room
o Geo Fencing of excise-controlled units
o Digital locks on transport trucks

SN Area Requirement Description

SCM at Sugar Mills

SCM.01.001 Supply Chain
Management

The system should support End-to-End Supply
Chain monitoring on Real-Time basis starting
from the production of Molasses at the sugar mill
to the sale of liquor at the retail shop.

SCM.01.002 Supply Chain
Management

The system to have a provision of using a
weighbridge at the sugar mill to calculate the net
weight of molasses to be transported to distillery

SCM.01.003 Supply Chain
Management

The system to have a provision to record the
molasses sample examination report in the
transport pass used for transporting the
molasses to the distillery

SCM.01.004 Supply Chain
Management

The system to have a provision for indent
management for receiving indents from distillers

SCM.01.005 Supply Chain
Management

The system to have a provision to record the
production and dispatch of molasses using
indent-based generation of Transport Pass.

SCM.01.006 Input & Output
Recording

The system to provide the sugar mills and cane
department users an interface in the system to
record the input and output values of sugar cane
and molasses.

SCM.01.007 Input & Output
Recording

The system to generate alerts triggered by
deviations captured in the system in the
production process of molasses based on pre-
defined input & output formulas configured in the
system.

SCM at Distillery/ Brewery

SCM.02.001 Measurement and
Monitoring- Raw
Material Production &
Dispatch

The system to have a provision to measure and
record the molasses received at the distillery by
integrating or recording the net weight
calculated by the weighbridge. It should also
record the sample examination report for the
received molasses.

SCM.02.002 Measurement and
Monitoring- Raw

The system to have a provision to send receipt
acknowledgement.
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Material Production &
Dispatch

SCM.02.003 Measurement and
Monitoring - Distillation
Process

The system should be able to fetch data on
measurement of distillation records for
determining alcoholic strength.

SCM.02.004 Measurement and
Monitoring - Distillation
Process

The system should have the provisions to feed
real time data from the digital measuring tools
used at various stages of the production of spirit.

SCM.02.005 Measurement and
Monitoring - Distillation
Process

The system should allow Integration with
measuring tools i.e. weighing machines, flow
meters, Hand-held analytical devices etc.

SCM.02.006 Measurement and
Monitoring - Distillation
Process

The system should have a provision to generate
results and create analytical reports easily from
the automated measuring tools used in
distillation/ fermentation systems

SCM.02.007 CCTV Surveillance &
Monitoring

The system should have a provision to record
and monitor the integrated CCTV surveillance
system installed at the distilleries/ breweries
premises.

SCM.02.008 Spirit Production -
Measurement and
Monitoring

The system should allow the distillery staff to
input the details recorded with measuring tools
i.e. weighing machines, flow meters, Hand-held
analytical devices etc. installed in the Liquor
Production unit

SCM.02.009 Production and
Dispatch Recording-
Online Excise
Registers

The system should allow the excise staff to
record the spirit/ IMFL/ Beer production and
dispatch in the online excise registers

SCM.02.010 Recording SCM
details-Online Excise
Registers

The system to allow the excise staff to record all
day-to day operations (production, dispatch,
duty & fees, wastage, etc) at the plant in online
excise registers as prescribed in excise manual.

SCM.02.011 Bottling Unit -
Monitoring

System should have the provision to track and
monitor the Bottling Unit boundaries integrated
with geo-fencing on maps

SCM.02.012 Bottling Unit -
Monitoring

The system shall allow the officer in charge to
enter the batch details/ deliveries /consignment
information for tracking and monitoring and
system should display the details of current
tracking status.

SCM.02.013 Generation of QR
Codes on Excise
Labels

The system to generate the QR coded excise
labels as per the approved bottling plan of the
licensee.

SCM.02.014 Printing of excise
labels

The printing of the QR coded excise labels
should only be allowed through the system
based on approved bottling plan of the licensee.
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SCM.02.015 Bonded Warehouse -
Monitoring

The system to fetch the data of the scanned
consignment before its dispatch and this
information should be mapped to the TP of the
consignment

SCM.02.016 Monitoring and
Tracking Dispatch- QR
code scanners

The system to fetch the data from hand held
scanners used for scanning the consignments
before its dispatch from bond/ wholesaler and
this information should be mapped to the TP of
the consignment

SCM.02.017 Transport of
ENA/IMFL/ Beer from
Distilleries/ Breweries
to district wholesale/
duty paid warehouses/
Bonds/ Retail Vends -
QR code

Online Transport Passes (TP) should have
Barcode code on it that should be easily
readable by a suitable reader (reader
implemented in a mobile app) for verification of
the TP & the consignment. The TP bar code
should have the complete details of the
consignment including the scanned quantity of
liquor cases.

SCM.02.018 Movement of
Personnel and bonded
goods in the Unit-
Electro-Mechanical
Digital Locks

The system should capture the data fetched
from digital locks installed at doors of secured
areas of the plant (Spirit/ Beer storage vats,
bottling section, bonded warehouse section) to
monitor the movement of distillery & excise staff
and movement of bonded goods within the
distillery. The information of daily opening and
closing of the digital locks at the plant should be
stored in the system database in the form of
information reports.

SCM at Bonds/ FL-2D

SCM.03.001 Consignment Receipt
Acknowledgement-
Bond

The system to record the receipt of the
consignment after each case is scanned at the
time of unloading and matched with the
transport pass.

SCM.03.002 Consignment Receipt
Acknowledgement

The system to have a provision to allow the
excise officer at the bond to provide online
receipt of consignment.

SCM.03.003 CCTV Surveillance &
Monitoring

The system to have the provision to capture
CCTV feeds from the CCTV cameras installed
at entry-exit gates and bonded warehouse
section.

SCM.03.004 Generation of QR
Codes on Excise
Labels at Bonds-FL-2D

The system to generate the QR coded excise
labels based on import permit details entered by
the licensee.

SCM.03.005 Printing of excise
labels at FL-2D

The printing of the QR coded excise labels
should only be allowed through the system
based online printer installed at the plant.
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SCM.03.006 Monitoring and
Tracking Dispatch- QR
code scanners

The system to fetch the data from hand held
scanners used for scanning the consignments
before its dispatch from bond and this
information should be mapped to the TP of the
consignment

SCM.03.007 Geo Fencing of Bond
Premises

The system to ensure geo fencing of bond & Fl-
2D

SCM.03.008 Supply Chain
Management - Mobile
based application-
Bond/ Fl-2D

Mobile application for wholesalers to perform
the following functions:

o Scanning of QR Codes on bottles and
cases

o Raising TP request
o Make Payments
o View Stock Register
o Raise Complaints

SCM at District Wholesale

SCM.04.001 Consignment Receipt
Acknowledgement at
Wholesaler

The system to record the receipt of the
consignment after each case is scanned at the
time of unloading and matched with the indent
using handheld QR code scanners.

SCM.04.002 Consignment Receipt
Acknowledgement

The system to have a provision to allow the
excise officer/ licensee at the district wholesale
warehouse to provide online receipt of
consignment.

SCM.04.003 CCTV Surveillance &
Monitoring

The system to have the provision to integrate
with the existing CCTV surveillance system at
the wholesale unit and send data to the central
command centre.

SCM.04.004 Monitoring and
Tracking Dispatch- QR
code scanners

The system to fetch the data from hand held
scanners used for scanning the consignments
before its dispatch from district wholesaler and
this information should be mapped to the TP of
the consignment

SCM.04.005 Geo Fencing of Bond
Premises

The system to ensure geo fencing of bond &
wholesaler premises.

SCM.04.006 Supply Chain
Management - Mobile
based application-
District Wholesaler

Mobile application for wholesalers to perform
the following functions:

o Scanning of QR Codes on bottles and
cases

o Raising TP request
o Raising Indent request to manufacturers
o Receiving Indent Request from Retailers
o Make Payments
o View Stock Register
o Raise Complaints
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SCM at Retail Vends

SCM.05.001 Monitoring Sales at
Retail vends- POS
Machines

The system to capture inward and outward stock
at the retail vend by capturing inflow of stock
from wholesalers and outflow sales to
customers by use of a point of sale device with
hand-held scanners and online printing
functionality.

SCM.05.002 Monitoring Sales at
Retail vends- POS
Machines

The system to capture opening and closing
stock at the retail vend.

SCM.05.003 Monitoring Sales at
Retail vends- POS
Machines

The system should have the feature to track
real-time monitoring of sales and consumption
of liquor.

SCM.05.004 Monitoring Sales at
Retail vends- POS
Machines

The system should have a provision to generate
real-time sales report and allow analysis of
monthly sales trend.

SCM.05.005 Supply Chain
Management - Mobile
based application-
Retailer

Mobile application for retailers to perform the
following functions:

o Scanning of QR Codes on bottles and
cases

o Provide Receipt Acknowledgement
o Raising Indent Request to Wholesalers
o Make Payments
o View Stock Register
o Raise Complaints
o Act as PoS device in crisis situation

when the main PoS devise is down
SCM.05.006 Sale & Consumption -

QR code
System generated sales invoices should be QR
Code encrypted and system should be able to
monitor QR Code usage from the Bills/Invoices
generated

End to End SCM

SCM.06.001 Use of Excise Labels
in
Bottling process

The system should be able to fetch the details of
real-time digitized Excise adhesive Labels / QR
codes for end to end tracking of a bottle/ case
starting from the production at the bottling unit
till the point of sale at the retail vend.

SCM.06.002 Use of Excise label in
Bottling process

The excise adhesive label should be a
combination of a secured label with QR Code for
the bottles and cases. The system should have
the features to track and monitor the following
information (indicative) from scanning of a QR
code:

o Licensee Details
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o Manufacturing Date of the Bottle
o Batch Number
o Brand Registration ID
o Quantity of consignment
o Samples Drawn Report
o Chemical Test Report (+/-)
o Consignee Details
o Authorized Route
o Security Code
o Logo/ Image

The QR code should have a provision to store a
Pre-defined Image/ Logo which can be
projected when the code is scanned using the
excise mobile application.

The excise adhesive label should be on an
adhesive sticker paper backed with security
features to check its authenticity. The
mandatory features are defined in section
5.1.3.4 (Scope of Work) of this RFP.

SCM.06.003 Generation of QR
codes

The system should have a provision to generate
unique QR codes only as per the pre-approved
bottling plan of the unit submitted in the system.
The system to allow printing of generated QR
codes on excise labels only from the system on
the request of the licensee and its approval from
the excise department officer.

SCM.06.004 Transport & Storage of
Bottles & Cartons-
Excise Labels

The system should be enabled to fetch the
details of real-time digitized excise Labels with
QR codes in tracking Transport & Storage.

SCM.06.005 Transport & Storage of
Bottles & Cartons-
Excise Labels

The system should generate Unique Number as
per standardised procedure with QR code to be
printed on the label by the manufacturer
/importer.

SCM.06.006 Transport & Storage of
Bottles & Cartons-
Excise Labels

The system should have the feature for the
excise officer to check the account and balance
of liquor sold/ maintained by the Licensee
through workflows defined within the system.

SCM.06.007 Movement of
Personnel in the Unit -
Electro-Mechanical
Digital Locks

The digital locks should have the following
functions:

o Digital Locks can be opened by
designated encrypted Keys

o Digital Locks can only be opened in Geo-
fenced area
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o Digital Locks to have an End-to-End Log
& Audit Trail

SCM.06.008 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should have features of Real-time
tracking of GPS enabled vehicles for transport
of liquor within the state. The system to capture
real time feed from the GPS enabled vehicles
and enable monitoring at the excise control
room.

SCM.06.009 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system to have a provision in the system to
track the stoppages of vehicles during their
transit for delivery of liquor/ bulk liquor
consignments. The system should also
generate alerts in the system when a vehicle
stops at a location beyond pre-defined time
period for stoppages.

SCM.06.010 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should provide the user
(administrator) interface to add, modify, delete
vehicles and view locations & other details in the
database

SCM.06.011 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should provide unique ID
codification for each vehicle and manage a
master of vehicle details. The data elements
may include vehicle description, identification,
VTS details and other data elements as
identified essential by the UP-Excise
Department.

SCM.06.012 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

VTS should provide the auto-generated data
with an overlay on the geographic map or as a
text table on real time basis at pre-determined
and configurable intervals.

SCM.06.013 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The VTS should be able to integrate with any
future automation software implemented by the
Excise departments

SCM.06.014 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should provide data entry screens
for entering Truck Details, Trip Data viz. - Truck
no., Destination, Qty. etc.

SCM.06.015 Transport of liquor
across supply chain -
GPS/ GPRS enabled

The system software/ database design should
be scalable and support existing & newly added
vehicles as & when required.
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Vehicle Tracking
System

SCM.06.016 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should support dynamic monitoring
of vehicles moving out of their defined routes
and be able to send SMS alerts to the concerned
excise official and location of a vehicle shall be
displayed on a Digitized GIS Map (Vector Maps)
on the system.

SCM.06.017 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

System memory should have the features of
saving data and not be reset when unit is
switched off or during power failure in case of
loss of communication

SCM.06.018 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should send notification/SMS/email
in case of GPRS connection fails

SCM.06.019 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should have the facility to track near
real time information from GPS enabled vehicles
and generate reports based on defined vs.
actual movement of vehicles. The variance
should include a set of preconfigured
parameters such as defined routes, stoppages,
etc.

SCM.06.020 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system to have a provision of a route master
for defining pre-authorized routes by the excise
department for the transport of liquor within the
state.

SCM.06.021 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should support playing back the
recorded details of the vehicle movement along
the authorized route for a pre-defined minimum
period

SCM.06.022 Transport of liquor
across supply chain -
GPS/ GPRS enabled
Vehicle Tracking
System

The system should generate alerts in case of
deviations from the authorized route and
recorded in all cases for reporting and review

SCM.06.023 Transport of liquor
across supply chain -
Geo Fencing Transit
Routes

The system should be able to track and trace the
route of vehicle on maps. The system should
support facilities to zoom-in to enable close-up
view of the vehicle of interest or to zoom-out to
view all the vehicles on the screen.
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SCM.06.024 Transport of liquor
across supply chain -
Geo Fencing Transit
Routes

System should have the provision to track and
monitor the distillery and manufacturer
boundaries integrated with geo-fencing on maps

SCM.06.025 Transport of liquor
across supply chain -
Geo Fencing Transit
Routes

The system should have the features to track
vehicles entering and exiting a geo-fenced area.

SCM.06.026 Transport of liquor
across supply chain –
Secured Tankers/
Trucks

The system should have an integrated Seal
Monitoring System which tracks the place & time
of opening of the dome covers / gate valve box
of the tanker on real time basis and
communicate with the Server

SCM.06.027 Transport of liquor
across supply chain -
Secured Tankers/
Trucks

The system should interface to a standard SMS
and email gateways using standard protocols
with encryption. system should send alerts to
UP Excise officials when seal is opened during
transportation.

SCM.06.028 Transport of Spirit from
Distilleries to
Manufactories - Geo
Fencing Transit
Routes

The system to track each vehicle with details of
the consignment it carries. This can be done by
fetching information through the transport pass
with each vehicle scanned at the dispatch and
entry points of each manufactory.

SCM.06.029 CCTV Surveillance &
Monitoring

The system should be able to
receive/record/fetch the CCTV Data from
different excise-controlled units (Distilleries/
Bottling Units/ bonded warehouses/ bonds/ and
district wholesale). The CCTV monitoring
system should have Data Analytics and Video
Management System with the following features

o Centralised Monitoring and storage of
surveillance video feeds

o View live or recorded video in multiple
windows

o Control PTZ cameras from command
centre

o Define pre-set settings for PTZ cameras
o Event Handling and Alerts
o Multi Camera viewing capabilities
o Log capabilities

SCM.06.030 CCTV Surveillance &
Monitoring

The system to provide the excise officer
stationed at the distillery/ brewery CCTV feeds
of the plant on real -time basis.



Page 164 of 324
Draft

SN Area Requirement Description

SCM.06.031 Supply Chain
Management - Mobile
based application-
Excise Officers

Mobile Application that enables excise officers
to perform the below functions using their
android phones:

o Scanning of QR codes on bottles and
cases

o Vigilance & Enforcement
o Inspections (uploading pictures)
o MIS Reports

SCM.06.032 Supply Chain
Management - Mobile
based application-
Consumers

Mobile application for consumers for raising
complaints/ grievances and scanning QR codes
on bottles for checking their authenticity (online
and SMS based). The application shall also
have a feature to project a pre-defined image/
logo when the QR code is scanned by the
consumer.

SCM.06.033 Supply Chain
Management- Mobile
based application-
Licensees

Mobile application for licensees shall be used for
the following functions (indicative):

o Payments
o Indent Management
o License Management
o Grievance
o SCM Component Management

SCM.06.034 Supply Chain
Management - Mobile
application based QR
code scanning

Mobile application with the features of advanced
QR code scanners, that extends QR code
scanning on the go and fetch the data to the
central monitoring system. The mobile
application should also have a provision for
SMS based authentication of the QR code,
where the user can enter the QR code number
and the system sends back the authentication
result to the consumer through SMS.

SCM.06.035 Supply Chain
Management- User
Account Management

The system shall provide log of administrative
actions (user creation/ modification/ deletion)
and log of user login/ duration etc.

SCM.06.036 Supply Chain
Management- User
Account Management

The system should allow multiple roles for a
single user and support delegation as per
operational rules and Policies of UP excise
department.

SCM.06.037 Supply Chain
Management- User
Account Management

The system should allow an Audit trail of
changes to all access privileges that shall be
maintained and shall only be modified by the
authorized system admin user.

SCM.06.038 Supply Chain
Management- User
Account Management

The system shall support appropriate features
for UP excise department to categorize the
complete operational area geographically into
different jurisdictions as per the departmental
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structure for better management, monitoring
and control

SCM.06.039 Supply Chain
Management

The system should allow integration of the
services for configuration of all GIS parameters
as per UP excise requirements.  These include
items such as defining Geo Coding (Address
Geo Coding, Reverse Geo Coding), Geo-
fencing required point etc.

SCM.06.040 Supply Chain
Management

The system should provide real time availability
of information to officers and auto generated
MIS reports based on the information

SCM.06.041 Supply Chain
Management-
Damaged Case Code

The system to have a provision in the system
to fetch the case code of the bottle, after the
QR code on the bottle is scanned using mobile
application or hand-held scanners.

SCM.06.042 Generation of MIS
Report

The system should generate the following real
time MIS reports:

o Consolidated report of Supply Chain
Management

o Report of Vehicle Tracking System
(VTS)

o Records of CCTV Data Analytics/
Electro-Mechanical Digital Locks/ Geo
Fencing

o Consolidated report on
Transport/Import/export etc.

o Sale & Consumption Trend Analysis
SCM Components Request/ Issuance/ Surrender/ Grievance

SCM.07.001 Raise component
request

The system to allow the registered licensee to
place requests for the prescribed SCM
components using the excise portal or mobile
application. The SCM components shall include:

o PoS machines
o CCTV
o QR coded labels
o Digi-locks
o Hand-Held Scanners
o Mobile Tablets

SCM.07.002 Raise component
request

The system to pre-populate those network
components which are applicable to the
licensee and display only those on the licensee
profile page

SCM.07.003 Raise component
request

The system should not allow the licensee to
place a component request more than the
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prescribed quantity and should have system
level checks for duplicate requests.

SCM.07.004 Raise component
request

The system to generate a unique ID for every
order placed by the licensee.

SCM.07.005 Raise component
request- Approval

The system to auto-assign jurisdiction-based
allocation of request to the respective district
excise officer for approving the component
request.

SCM.07.006 Raise component
request- Approval

The system to have pre-defined district wise
mapping of licensee manufactory/ retail shop
and ensure the requests to be forwarded to only
those district excise officers who have
jurisdiction over the licensed premises of the
licensee for which the component request is
placed.

SCM.07.007 Raise component
request- Approval

The system to allow the component request
approving authority to either accept or reject the
order based on pre-defined business rules of the
department.

SCM.07.008 Raise component
request- Approval

The system to send SMS and Email alert to the
approving authority intimating about the
component request received from the licensee

SCM.07.009 Raise component
request- Approval

The system to send SMS and Email message to
the licensee upon approval or rejection (with
reasons) of the component request by the
approving authority.

SCM.07.010 Raise component
request- Approval

The system to intimate the licensee about the
details of collection of the SCM component.
(issuing authority name, collection address,
time)

SCM.07.011 Raise component
request- Approval

The system to provide appointment-based
collection of components from the authorized
locations. For this purpose, the system to allow
the licensee to provide their own collection time
slots by providing a calendar schedule providing
the available date wise time slots

SCM.07.012 Component Issuance  The system to record authentication-based
issuance of the component to the licensee.

SCM.07.013 SCM component
surrender

The system to allow the licensee to surrender
their SCM components with reasons

SCM.07.014 SCM component
surrender

The system to allow the surrender of the SCM
components only in the respective district to
which the manufactory/ retail shop is attached to

SCM.07.015 SCM component
surrender

The system to provide details of the surrender
with details like;  receiving authority name,
location for deposit and date & time
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SCM.07.016 SCM component
surrender

The system to allow the capture of any damages
identified by the receiving department officer
and initiate any penalties prescribed by the
department

SCM.07.017 SCM component
Repair/ Replacement
Request

The system to allow district wise repair/
replacement requests of SCM components by
licensees with details of the fault in the
component

SCM.07.018 SCM component
Repair/ Replacement
Request

The system to assign the repair/ replacement
request directly to the pre-mapped workshop of
the respective SCM component along with the
concerned district excise officer

SCM.07.019 SCM component
Repair/ Replacement

For repair/ replacement of the component the
system to provide the licensee with component
deposit details (location, receiving authority etc)

SCM.07.020 SCM component
Repair/ Replacement

The system to link to spare components
inventory at the district excise office with the
replacements being issued by the excise officer

SCM.07.021 SCM component
status

The system to provide the SCM component
status which can be the following (indicative):

o New Issuance Request
o Request Accepted
o New Component Issued
o New Component Request Rejected (with

reason)
o Repair/ Replacement Request Raised
o Repair/ Replacement Request Resolved
o Component Surrender Request
o Component Surrender Completed

SCM.07.022 SCM Component
Summary

The system to provide the complete list of SCM
component history against a licensee (type of
component, issue date, replacements,
surrender, quantity etc) to the respective excise
officials and the licensee.

SCM.07.023 MIS Report The system to generate the following MIS
reports:
District Wise number of Repair/ Replacement
Requests
Licensee Wise Repair/ Replacement Requests
(number and reasons)
Component Wise Type of Issues recorded from
licensees (Most to Least)
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5.3.3 Control & Regulation Module

The core functional requirements covered in FRS document of ‘Control & Regulation’ module
is provided below:

o User Account Management

o Control & Regulation at Sugar Mill

o Control & Regulation at Distillery/ Bottling Unit

o Control & Regulation at Bonds/ Fl-2D & District Wholesale

o Control & Regulation at Retail Vends

o Control & Regulation at Chemical Labs

o Monitoring & Tracking of Pass Through Trucks

SN Area Requirement Description

CR.01.001 System Services
and Account
Management

System should always check the validity of the
license and alert both the licensee & officer in charge
when it is approaching renewal deadline or expiry.

CR.01.002 System Services
and Account
Management

System should have the features to track all the
modifications made in the accounts and registers

CR.01.003 System Services
and Account
Management

System should allow the licensee to access
records/data to create monthly stock return reports

CR.01.004 System Services
and Account
Management

System should send alert to the Excise officer
dashboard whenever any changes / corrections are
made in the system accounts

CR.01.005 System Services
and Account
Management

System should automatically maintain the detailed
audit trails and timestamps for any transaction

CR.01.006 System Services
and Account
Management

System should be able to present consolidated
information on the dashboard of the excise officers as
and when required

CR.01.007 System Services
and Account
Management

System should be able to generate discrepancy
reports and highlight data as indicated below:

o Transaction data of that Licensee as against
historical trends

o Information reported by seller and purchaser
for the same transaction

CR.01.008 System Services
and Account
Management

System should be able to send alerts to concerned
excise officer if a mismatch value exceeds
permissible limits.

CR.01.009 Requisition of
Transport Pass
(TP) -
Molasses/IMFL/Be
er/ CL/ ENA

The system should allow the user to apply for
requisition and Transit Pass (TP) only if he has a valid
login id and password credentials
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SN Area Requirement Description

CR.01.010 Requisition of
Transport Pass
(TP) -
Molasses/IMFL/Be
er/ CL/ ENA

System should have a defined format for the
requisition of TP as per the prescribed Rules for
download and printing against an indent/ permit/
order

CR.01.011 Requisition of
Transport Pass
(TP) -
Molasses/IMFL/Be
er/ CL/ ENA

The system should allocate a unique system
generated number to each TP. This unique number
must be randomly generated by the system.

CR.01.012 Requisition of
Transport Pass
(TP) -
Molasses/IMFL/Be
er/ CL/ ENA

The system to initiate auto verification of the pre-
defined business rules before the TP is approved.
This system generated check would verify the
following details (indicative);

o Arrears pending,
o Instances of breach of any policy and

condition, payment of licensee dues, excise
duty, available quota of licensee etc.

Control & Regulation at Sugar Mill

CR.02.001 Production of
Molasses

The system to allow the excise staff at the sugar mill
to record the input and output of molasses production
process.

CR.02.002 Production of
Molasses

System should provide interface for Sugar Mills and
Cane Department for entering the production data of
molasses in the system and its monitoring.

CR.02.003 Production of
Molasses

System should be able to capture the inputs &
outputs of the production process of molasses and
generate alerts for deviations from the standard
production formula.

CR.02.004 Authorization of
Procurement of
Molasses

The system to allow a registered manufacturing unit
to apply place an online indent for procurement of
molasses from registered sugar mill.

CR.02.005 Authorization of
Procurement of
Molasses

The system to allow the registered sugar mill licensee
to issue an online letter of consent for issuance of
molasses as per the indent request.

CR.02.006 Authorization of
Procurement of
Molasses

The format of the letter of consent should be as per
the prescribed format of the excise department

CR.02.007 Authorization of
Procurement of
Molasses

The system to allow the distillery to send the request
application along with the consent letter for
procurement of molasses to the concerned authority
of the excise department.

CR.02.008 Authorization of
Procurement of
Molasses

The system to allow the concerned authority to
scrutinize the application and approve by digitally
signing the approval letter.
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SN Area Requirement Description

CR.02.009 Requisition of
Transport Pass
(TP) – Dispatch of
Molasses

The system to send a notification to the excise officer
deployed at the sugar mill for approval of the dispatch
of molasses as per the approved application for
procurement of molasses.

CR.02.010 Requisition of
Transport Pass
(TP) – Dispatch of
Molasses

The system to record the net weight of the molasses
(weighed by the weighbridge) as per the approved
indent request of the PD licensee.

CR.02.011 Requisition of
Transport Pass
(TP) – Dispatch of
Molasses

The system to record the strength of molasses as per
the prescribed rules.

CR.02.012 Requisition of
Transport Pass
(TP) – Dispatch of
Molasses

The system to allow the excise officer to approve the
TP requisition once the net weight of the molasses is
recorded and authenticated.

CR.02.013 Generation of
Transport Pass
(TP) – Dispatch of
Molasses

The system to generate the TP for the molasses
dispatch in the prescribed excise format (consisting
of weight, strength, and cost) against the approved
indent/ permit/ order

CR.02.014 Generation of
Transport Pass
(TP) – Dispatch of
Molasses

The system to allow the excise staff to record the
dispatch and order details in the online excise
register.

Control & Regulation at Distillery/ Bottling Unit

CR.03.001 Receipt of
Molasses

The system to allow the excise officer to provide an
online receiving of the molasses consignment after
recording its net weight while unloading and matching
it with the order.

CR.03.002 Receipt of
Molasses

The system to allow the excise officer to notify any
discrepancies recorded in the weight of the molasses
or the prescribed strength/ quality

CR.03.003 Requisition of Raw
Material - General

System should have formats of all the registers that
are required to be maintained by licensee under Act
and Rules

CR.03.004 Requisition of Raw
Material - General

The system should allow the licensee to record the
raw material (Grain/ Hops/ Malt/ etc) received at the
plant after verifying it by the excise officer.

CR.03.005 Requisition of Raw
Material -
Requisition for
Import

The system should have the provision to verify the
quantity of Raw Material received and account
registers are updated automatically based on entries
made by the excise officer into the system.

CR.03.006 Recording of
Production (ENA)

The system to allow the data entry operators to
record all the prescribed events starting from input of
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SN Area Requirement Description

raw material to production of ENA/ other spirits into
the system.

CR.03.007 Submission of
Bottling Plan

The system to allow the licensee to submit the
bottling plan to the excise officer at the plant as per
the prescribed timeline.

CR.03.008 Approval of Bottling
Plan

The system to allow the excise officer to approve the
bottling plan.

CR.03.009 Chemical Test-
IMFL/ Beer/ ENA

The system to receive the chemical test report of the
liquor sample drawn from the excise chemical lab.

CR.03.010 Chemical Test-
IMFL/ Beer/ ENA

The system to notify the excise officer at the bottling
plant about the receipt of the chemical test report of
a batch.

CR.03.011 Chemical Test The system to send alerts to all the concerned excise
officers in case the chemical test report for any batch
is negative.

CR.03.012 Indent Requisition-
IMFL/ CL/ Beer

The system to allow the district wholesaler to place
an indent request to the bottling unit at the distillery
using a mobile based application or through excise
web solution.

CR.03.013 Indent Requisition-
IMFL/ CL/ Beer

The system to auto-populate the list of licensees
mapped to the district wholesaler for procurement of
IMFL/ CL/ Beer / consignments in the indent request
page.

CR.03.014 Indent Requisition-
IMFL/ CL/ Beer

The system to allow the district wholesaler to select
the registered brands of the bottling unit along with
their quantity in the indent page.

CR.03.015 Indent Requisition-
IMFL/ CL/ Beer

The system to show the auto-calculated excise duty
and the cost of consignment of the selected quantity
of brands in the indent page.

CR.03.016 Indent Requisition-
IMFL/ CL/ Beer

The system to allow the district wholesaler to submit
the indent request after all the system validations of
the page.

CR.03.017 Indent Requisition-
IMFL/ CL/ Beer

The system to notify the bottling unit licensee about
the receipt of the indent request.

CR.03.018 Indent Requisition-
IMFL/ CL/ Beer

The system to allow the licensee to either accept or
reject the indent request based on the stock at the
bottling unit.

CR.03.019 Indent Requisition-
IMFL/ CL/ Beer

The system to show the availability of the desired
quantity of a brand as per the stock recorded in the
system.

CR.03.020 Indent Requisition-
IMFL/ CL/ Beer

The system to forward the indent request to the
excise officer for approval.

CR.03.021 Indent Requisition-
IMFL/ CL/ Beer

The system to allow the excise officer to accept or
reject the indent request or modify it in terms of
quantity for this purpose the modified or suggested
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SN Area Requirement Description

indent should be sent to the wholesale licensee from
where the indent was placed for its acceptance

CR.03.022 Indent Requisition-
IMFL/ CL/ Beer

The system to prompt the licensee or the excise
officer to provide comments/ reasons for rejection or
modification needed of the indent request.

CR.03.023 Capture details of
QR codes on bottle
labels

The system to capture details of packaging of bottles
before it is dispatched against an indent through
scanned data of QR codes on bottles and cases. (for
(generation of QR codes please refer to SCM
module).

CR.03.024 Capture details of
QR codes on bottle
labels

The system to record the data after scanning of the
QR-coded consignment against the order. The
system should capture details of the consignment
with case to bottle mapping.

CR.03.025 Requisition of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to generate the excise duty pass with
CIN (Challan Identification Number) after debiting
from the advance duty submitted by the licensee. The
duty pass format to be as per the prescribed format
of the excise department

CR.03.026 Requisition of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to notify the licensee and the excise
officer if the advance duty balance is below the
required amount for the requested dispatch.

CR.03.027 Requisition of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to allow the licensee to generate the TP
request based on the scanned consignment to the
excise officer at the plant.

CR.03.028 Requisition of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to match the scanned data with the
approved indent and throw any exception on the
excise officer’s account.

CR.03.029 Generation of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to allow the excise officer at the plant to
approve the generation of the TP.

CR.03.030 Generation of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

The system to generate barcoded TP as per the
prescribed format of the department with details of
the consignment mapped to the TP barcode.

CR.03.031 Verification of
Transport Pass
(TP) - IMFL/Beer/
CL/ ENA

System should record the dispatch details when the
TP is scanned at the gate

CR.03.032 Export of-Bottled
Liquor

The system to allow the licensee to upload  the import
permit
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SN Area Requirement Description

CR.03.033 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country

The system to allow the licensee to submit export
permit request of bulk spirit outside state

CR.03.034 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the licensee to select the type of
bulk spirit and quantity to be exported

CR.03.035 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the excise officer at the plant to
either reject or approve the export permit request

CR.03.036 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the excise officer at the plant to
forward the export permit request to the next level of
approval by the concerned official

CR.03.037 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the second level approval or
rejection of the export permit request by the
concerned official

CR.03.038 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the scrutinizing authority to reject
the export permit request based on reasons

CR.03.039 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the second level approving
authority to forward the application to the excise
commissioner for final approval

CR.03.040 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported

The system to allow the excise commissioner to
accept or reject the export permit request based on
review of the application
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SN Area Requirement Description

outside the country
or state

CR.03.041 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the generation of the export
permit by the excise officer stationed at the plant
once it gets approved by the excise commissioner

CR.03.042 Generation of
export permit-Bulk
Spirit/ Bottled
Liquor exported
outside the country
or state

The system to allow the excise officer at the plant to
resolve any objections raised by approving
authorities in the complete approval process of the
export permit requisition.

Control & Regulation at Bond/ FL-2D/ District Wholesale

CR.04.001 Requisition of
Import Permit

The system to allow the bond licensee to request for
an import permit in case of liquor from outside state
or outside country

CR.04.002 Requisition of
Import Permit

The import permit application to be pre-filled with
basic data of the licensee.

CR.04.003 Requisition of
Import Permit

The system to allow the licensee to submit the
application with the mandatory documents and fee
details to the concerned authority of the excise
department of the state.

CR.04.004 Requisition of
Import Permit

The system to allow the authorised official to
scrutinize the import permit application and either
accept or reject the application.

CR.04.005 Requisition of
Import Permit

The system to allow the official to provide comments/
reasons for rejection of the application.

CR.04.006 Requisition of
Import Permit

The system to send the approved import permit to the
bond licensee

CR.04.007 Requisition of
Import Permit

The system to have a provision in the system to
display the approved import permit on the login page
of the  parent bottling unit outside the state registered
on the excise application.

CR.04.008 Requisition of
Transport Pass

The system to allow the parent bottling unit in other
state to request for transport pass.

CR.04.009 Generation of
Transport Pass

The system to generate bar coded TP with
consignment details.

CR.04.010 Receipt
Acknowledgement

The system to allow the excise officer at the bond/
district wholesale to generate the receipt
acknowledgement of the liquor consignment received
at the bond/ district wholesale after scanning of TP
and matching it with the scanned liquor consignment
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SN Area Requirement Description

received. Here the system should have a provision to
input damages during the transit of the consignment.

CR.04.011 Receipt
Acknowledgement

The system to send the receipt acknowledgement
with details of damages to the bottling unit from
where the consignment is received.

CR.04.012 Receipt
Acknowledgement

The system to have a provision to capture the
damages during the transit by scanning the damaged
bottles.

CR.04.013 Receipt
Acknowledgement

The system to alert the excise officer if the damages
entered are beyond the permissible limit. For this
purpose the system to allow the re-mapping of the re-
packed consignment after replacing the damaged
bottles.

CR.04.014 Receipt
Acknowledgement

The system to allow the data entry operator at the unit
to record the receipt details in the online excise
register.

CR.04.015 Receipt
Acknowledgement

The system to auto-calculate the cost of damages
during the transit and debit the cost from licensee’s
account at the time of generation of receipt
acknowledgement.

CR.04.016 Indent Request- at
Bond

The system to allow the wholesaler to place an indent
request to the bond unit using a mobile based
application/ web portal.

CR.04.017 Indent Request- at
Bond

The system to allow the wholesaler to select the
quantity and brand of liquor.

CR.04.018 Indent Request- at
Bond

The system to auto-calculate the duty against the
order.

CR.04.019 Indent Request- at
Bond

The system to allow the district wholesaler to submit
the indent request to the bond licensee.

CR.04.020 Indent Request- at
Bond

The system to allow the wholesaler to make payment
against the indent raised through the mobile app/ web
portal using the payment gateway.

CR.04.021 Indent Request- at
Bond

The system to allow the bond licensee to either
approve or reject the indent request as per the
availability of the stock at the bond.

CR.04.022 Indent Request- at
Bond

The system to allow the excise officer at the bond to
view and approve the indent request once it is
approved by the bond licensee.

CR.04.023 Capture details of
QR codes on bottle
labels

The system to capture details of packaging of bottles
before it is dispatched against an indent through
scanned data of QR codes on bottles and bar codes
on cases. (for (generation of QR codes please refer
to SCM module).

CR.04.024 Capture details of
QR codes on bottle
labels

The system to record the data after scanning of the
QR-coded consignment against the order. The
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system should capture details of the consignment
with case to bottle mapping.

CR.04.025 Indent Request- at
district wholesale

The system to allow the retailer to place an indent
request to the district wholesale unit using a mobile
based application/ web portal.

CR.04.026 Indent Request- at
district wholesale

The system to allow the retailer to select the quantity
and brand of liquor.

CR.04.027 Indent Request- at
district wholesale

The system to allow the retailer to submit the indent
request to the wholesale licensee.

CR.04.028 Indent Request- at
district wholesale

The system to allow the retailer to make payment
against the indent raised through the mobile app/ web
portal using the payment gateway.

CR.04.029 Indent Request- at
district wholesale

The system to allow the wholesaler to either approve,
reject or obtain modification against the indent
request as per the availability of the stock at the
wholesale unit.

CR.04.030 Indent Request- at
district wholesale

The system to allow the excise officer at the
wholesale to view and approve the indent request
once the wholesaler approves the indent request.

CR.04.031 Requisition of TP-
at Bond

The system to allow the bond licensee to send
requisition of TP to the excise officer at the unit.

CR.04.032 Requisition of TP-
at Bond

The system to capture the scanned bar code data of
the consignment to be dispatched in the system
before generation of TP

CR.04.033 Requisition of TP-
at Bond

The system to allow the excise officer to approve the
TP request.

CR.04.034 Requisition of TP-
at Bond

The system to auto debit the duty from the advance
duty paid by the licensee against the consignment

CR.04.035 Generation of TP-
at Bond

The system to generate bar coded TP with the
scanned consignment data and details of the
consignment. The TP format should be as per the
prescribed format of the excise department.

CR.04.036 Generation of TP-
at Bond

The system to generate an exception and alert in
case the scanned quantity is more than the approved
indent

CR.04.037 Requisition of TP-
at district
wholesale

The system to allow the wholesale licensee to send
requisition of TP to the excise officer at the unit.

CR.04.038 Requisition of TP-
at district
wholesale

The system to capture the scanned bar code data of
the consignment to be dispatched in the system
before generation of TP

CR.04.039 Requisition of TP-
at district
wholesale

The system to allow the excise officer to approve the
TP request.
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CR.04.040 Generation of TP-
at district
wholesale

The system to generate bar coded TP with the
scanned consignment data and details of the
consignment. The TP format should be as per the
prescribed format of the excise department.

CR.04.041 Generation of TP-
at district
wholesale

The system to generate an exception and alert in
case the scanned quantity is more than the approved
indent

CR.04.042 Generation of TP The system to have a provision to provide a list of
pre-authorized routes to be printed on the transport
pass for ensuring that that the transport truck only
moves in the designated route and any deviation
must be justified or reported to the excise office. For
this purpose, the system to provision a route master
in the system having primary and alternate route
between all the manufacturing units, bonds, district
wholesale and retail shops.

CR.04.043 Verification of TP-
at gate

The bar-coded TP to be scanned at the gate before
dispatch of the liquor consignment from the unit to
capture the dispatch time stamp and other details of
the consignment.

CR.04.044 Extension of TP
period

The system to allow the extension of the TP period
by authorization from the competent authority.

CR.04.045 Extension of TP
period

The system to extend the validity of the same TP by
reconfiguring the validity of the TP and issuing an
authorized system generated modified TP from the
nearest district excise office.

CR.04.046 Extension of TP
period

In the case of extension, the old TP to become non-
functional.

Control & Regulation at Retail Vends

CR.05.001 Receipt
acknowledgment

The system to allow the retail shop staff to provide
online receiving of the consignment received at the
retail end.

CR.05.002 Receipt
acknowledgement

The system to generate the receipt
acknowledgement only when the entire consignment
is scanned while unloading and the data is recorded
in the system.

CR.05.003 Receipt
acknowledgement

The system to have a provision to reconcile the
indent request of the retailer and the received
consignment.

CR.05.004 Receipt
acknowledgement

The system to have a provision to capture the
damages during the transit by scanning the damaged
bottles.

CR.05.005 Receipt
acknowledgement

The system to send the receipt acknowledgement
generated to the excise officer at the wholesaler.
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CR.05.006 Reverse Sale The system to allow the licensee to record a returned
bottle after it has been scanned using the PoS
machine. The system to allow the return of bottles
only till a permissible limit defined by the department

CR.05.007 Inventory Record  System should update the records of retail unit once
the TP is scanned at the receiving unit. The system
to record the inflow of stock and outflow sales by the
help of scanners and POS machines used at the time
of sales.

Control & Regulation Others

CR.06.001 Generation of
Transit Pass (TP)/
Permits - Records

The system shall have a provision of time out if the
application is not completed in a specified time.
However, there should be a provision for automatic
save of the entire document on lapse of certain time
intervals

CR.06.002 Generation of
Transit Pass (TP)/
Permits - Records

System will ensure that even if the user exits from the
online application without completing it but after
saving it, he should be able to access the saved data
even after re-logging

CR.06.003 Generation of
Transit Pass (TP)/
Permits - Records

The system shall periodically and automatically save
the data entered by the user into the system during a
live session and shall make the data available to the
user as intermediate save even after expiry of the
session

CR.06.004 Generation of
Transit Pass (TP)/
Permits - Records

System shall generate audit log for all actions
performed by the user in the system. The audit log
shall contain information like: user id, date and time
of access, type of access/action, etc.

CR.06.005 Storage of
Liquor/ENA/Beer

The complete account of Liquor moving in and out of
the unit would be maintained and recorded in the
system

CR.06.006 Storage of
Liquor/ENA/Beer

The system should have the feature for the excise
officer to check the account and balance of liquor sold
is maintained by the Licensee through workflows
defined within the system

CR.06.007 Breakage
Management

The system to have the provision to capture the
details of the breakage of the bottles during the transit
by capturing the data of the broken bottle through
scanning of its QR code. Based on the breakage
recorded in the system the received indent should
updated accordingly.

CR.06.08 Transport Pass
Time Extension

The system to have a provision for extension of the
transport pass in case the consignment reaches the
warehouse within the prescribed time of the transport
pass, but the warehouse is closed. In such a case the
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system to allow the licensee to raise a time-extension
till the opening of the warehouse the next day after
approval of the concerned excise official.

CR.06.009 Generation of MIS
Reports

The system should generate consolidated MIS
reports based on data recorded in excise registers
and through mobile application devices. The
following MIS reports should be generated:

o Requisition of Raw Material
o Requisition of Raw Material – Import/Export
o Storage of Liquor/ENA/Beer
o Requisition of Transport Pass (TP) -

Liquor/ENA/Beer
o Requisition of Transport Pass (TP) -

Transport/ Dispatch/Receive
o Creation of Transport Pass (TP)
o Status of Transport /Dispatch/ Receive of

liquor
Monitoring of Pass Through Trucks/ Vehicles

CR.07.001 Integration with
Commercial Tax
Department

The system to have a provision to integrate with the
state commercial tax department for fetching RFID
enabled data from pass through liquor consignment
trucks

CR.07.002 Registration of
Pass Through
Trucks

The system to provide interface to licensees from
outside state to register their vehicles used for
transporting liquor consignments for other states and
passing through UP state.

CR.07.003 Registration of
Pass Through
Trucks

The system to allow the licensees of other states to
provide prescribed details of the liquor consignment
passing through UP state.

CR.07.004 Generation of
Transit Pass

The system to capture the details of the consignment
in the system and generate a corresponding bar-
coded transport pass.

CR.07.005 Scanning of Transit
Pass Bar code

The system to have a provision to retrieve the
information mapped to the consignment by scanning
of the bar code on the transit pass.

CR.07.006 Monitoring through
RFID tags

The system to fetch the information of the
consignment from the RFID tags issued against the
vehicle by the commercial tax department and track
its entry into the state and exit from the state using
the information from RFID tags.

CR.07.007 Monitoring through
RFID tags

The system to generate alerts when the pass-through
vehicle stays beyond the permissible limit within the
state or does not exit the state after entering.
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5.3.4 Payment & Reconciliation Module

The core functional requirements covered in FRS document of ‘Payment & Reconciliation’
module is provided below:

o Online payment system

o Integration with Treasury and Banks

o Collection of payment

o Automatic reconciliation of payments & record keeping

o Reconciliation with AG Office records

o Refund processing

o Auto calculation of payment

o Automated arrears tracking system

SN Area Requirement Description

PR.01.001 Online payment
system

System should provide a secured interface between
all banks system, Treasury and Department of
Excise, Government of Uttar Pradesh (UP) payment
system

PR.01.002 Online payment
system

System should have provisions for online payment
gateway, payment database and payment
reconciliation etc. by means of confidential & trusted
methods (SSL, https, etc.)

PR.01.003 Online payment
system

A common & secured data exchange standard will
need to be evolved between Department of Excise,
Government of Uttar Pradesh (UP) payment portal
and treasury

PR.01.004 Online payment
system

System should provide e-payment facility with
multiple banks through various modes like internet
banking, Debit /Credit cards, RTGS, NEFT, IMPS,
etc.

PR.01.005 Online payment
system

System should have an e-payment form where all
information about the payment would be entered

PR.01.006 Online payment
system

System should conduct pre-defined checks on e-
payment form

PR.01.007 Online payment
system

System should generate a unique
identification/reference number instantly at the time
of payment made through system
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PR.01.008 Online payment
system

System should have provision to enter details of
unique identification/reference number and payment
details for each payment made

PR.01.009 Online payment
system

System should have provision to maintain the records
of licensee history and past payment transactions

PR.01.010 Online payment
system

System should send an SMS/e-mail notification and
notify the respective person of its payment
reconciliation status (successful/ unsuccessful)

PR.01.011 Online payment
system

System should allow use of multiple CIN (Challan
Identification Number) for a single transaction and
single CIN for multiple transactions

PR.01.012 Online payment
system

System should keep track of each CIN utilization and
generate consolidated records

PR.01.013 Online payment
system

System should be able to link CIN utilization with
licensee ledger to consolidate all payments made
and pending payment of licensee

PR.01.014 Online payment
system

System should be able to generate payment
defaulters list of licensees defaulting payments

PR.01.015 Online payment
system

System should update payment database once
payment dues are cleared by the licensee

PR.01.016 Treasury & Bank
integration

System should provide secured interface with
treasury & bank system to enable online payments

PR.01.017 Treasury & Bank
integration

System should allow to upload acknowledgment
details to Treasury/bank to return online
acknowledgment for all payments

PR.01.018 Treasury & Bank
integration

System should be able to generate transaction &
utilization reports based on treasury/bank’s feedback

PR.01.019 Treasury & Bank
integration

System should allow the authorized officers to
comment / upload of evidences to Treasury/bank in
cases of charge back requests

PR.01.020 Collection of
payment

The information on dues/pending/demanded amount
and related details to be populated by system
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PR.01.021 Collection of
payment

System should auto generate challan format with
option to submit online – followed by online
acknowledgment from bank/treasury

PR.01.022 Collection of
payment

System should have option to include a challan
number to fetch details & make payment online using
payment gateway

PR.01.023 Collection of
payment

Once payment transaction is successfully completed
in system, transaction/ reference/ acknowledgment
number to be auto-generated and updated

PR.01.024 Collection of
payment

System should have master lists of licenses,
tax/fee/duty rates, fine rates etc. to be kept updated
for appropriate due/demand amount computation &
display

PR.01.025 Collection of
payment

System should allow online collection of dues from
non-licensee on citizen portal through payment
gateway

PR.01.026 Collection of
payment

System should have provision for verifying officer to
enter all details of dues/penalty received from a non-
licensee to generate draft challan/draft challan
number

PR.01.027 Collection of
payment

System should have features search/view/track all
draft challans by challan number (unique, auto-
generated) & downloadable by licensee/non-licensee

PR.01.028 Reconciliation of
payment & record
keeping

System should provide online acknowledgement of
all submission and shall take care of reconciliation
simultaneously by generating statement of all
successful transactions

PR.01.029 Reconciliation of
payment & record
keeping

System should generate exception reports based on
processing & reconciliation of details from banks,
treasury & licensee (in cases of returns)

PR.01.030 Reconciliation of
payment & record
keeping

System should auto-update the payment records for
all payments made

PR.01.031 Reconciliation of
payment & record
keeping

System should generate reconciliation/utilization
report for verification/record keeping
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PR.01.032 Reconciliation of
payment & record
keeping

System should send an auto-notification to concern
officer, if in case any error found in report

PR.01.033 Refund processing Refund amount to be shown by system to
licensee/verifying officer

PR.01.034 Refund processing System should have feature to request for refund by
licensee &/or verifying officer be able to initiate refund
online

PR.01.035 Refund processing Online refund request to be passed to treasury &
feedback to be collected by system

PR.01.036 Refund processing System should able to fetch respective bank account
details of licensee which is collected during
grant/modification of license in license management
module

PR.01.037 Reconciliation of
payment

System should provide facility to summarize all
payment liabilities of each licensee according to
geographical area

PR.01.038 Reconciliation of
payment

System should provide facility to compare/reconcile
between - the payment record from bank, payment
record from treasury and payment liabilities of each
licensee

PR.01.039 Reconciliation of
payment

System should provide facility to compile all payment
information of each licensee from various banks

PR.01.040 Reconciliation of
payment

System should have ability to reconcile the
department data with reconciliation data received
from treasury on regular basis

PR.01.041 Reconciliation of
payment

System should provide alerts in case of reconciliation
failure

PR.01.042 Reconciliation of
payment

System should be able to reconcile utilization of CIN
with the payment received by treasury

PR.01.043 Reconciliation of
payment

System should generate reconciliation report for
reconciliation status (successful/ unsuccessful)

PR.01.044 Auto calculation of
payment

System should provide calculator(s) on Department
of Excise, Government of Uttar Pradesh (UP) website
for calculation of excise duty, tax/fees etc.
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PR.01.045 Auto calculation of
payment

System should have built in rates / tariff rules to
calculate the tax / fees / duty of various types

PR.01.046 Auto calculation of
payment

System should automatically update the rates / tariff
in calculation whenever input variables (e.g.
manufacturing cost) are changed by the
manufacturer

PR.01.047 Auto calculation of
payment

System should provide provision to authorized excise
officers to change rates / tariff as per the excise rules
/ policy

PR.01.048 Automated arrear
tracking system

System should be able to consolidate all payments to
be made by the licensee. Licensee to be aware of
pending payments/refunds and aware of suspension
of services in case of default using notifications,
alerts, SMS/e-mail etc.

PR.01.049 Automated arrear
tracking system

System should automatically update due payment
once the payment becomes due on the licensee

PR.01.050 Automated arrear
tracking system

System should have records of excess payment
received, if any, or refunds should be tracked and
refunded to source account/account of Department of
Excise, Government of Uttar Pradesh (UP)

PR.01.051 Automated arrear
tracking system

System should have interface to monitor arrears and
reconcile payments

PR.01.052 Automated arrear
tracking system

After a threshold, system should block e-services like
generation of transit pass, renewal of license etc. as
defined by authorized excise officers

PR.01.053 Automated arrear
tracking system

System should provide facility to configure the
schedule for checking for payments due from
licensee. Excise personnel should also keep track of
pending payments/refunds.

PR.01.054 Automated arrear
tracking system

System should automatically initiate a
communication to the licensee in form of notices, in
cases where amounts have not been paid or partially
paid

PR.01.055 Automated arrear
tracking system

System should allow configuration of rules for
automatic initiation of licensee communications for
payment collection purposes
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PR.01.056 Automated arrear
tracking system

System should check the license fees payment
record to check any payment defaulter

PR.01.057 Automated arrear
tracking system

System should be capable of scanning through the
licensee database based on a pre-programmed
schedule and generate a list of licensees with
payment debts

PR.01.058 Automated arrear
tracking system

System should allow authorized users to record
comments & proceedings

PR.01.059 Automated arrear
tracking system

System should provide the facility to set up a master
penalty schedule. This should be customizable for
each type of payment, category of licensee and type
of offence

PR.01.060 Automated arrear
tracking system

System should be capable of computation of
penalties for non-payment as per set penalty rules

PR.01.061 Automated arrear
tracking system

System should be capable of computation of interest
on arrear amounts due  basis of penalty rules

PR.01.062 Automated arrear
tracking system

System should allow manual entry/override of penalty
and interest amounts with an adequate audit trail

PR.01.063 Automated arrear
tracking system

System should on a periodic basis compute the
interest & penalty due against a licensee based on
amounts outstanding and post it to the licensee's
ledger

PR.01.064 Automated arrear
tracking system –
Appeal/Legal

System should provide the facility to capture amounts
against which an appeal has been raised by licensee

PR.01.065 Automated arrear
tracking system –
Appeal/Legal

Based on the business rules set in system, the
system should automatically flag a licensee for
commencement of legal proceedings

PR.01.066 Automated arrear
tracking system –
Appeal/Legal

System should update licensee account and arrear
settlement status in case a licensee makes a
payment against an arrear notice sent

PR.01.067 Automated arrear
tracking system –
Appeal/Legal

System should provide the functionality to add,
modify and delete the business rules for generation
of recovery notices
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PR.01.068 Automated arrear
tracking system –
Appeal/Legal

System should automatically move all arrears
management related notices sent to licensee to a
centralised point (e.g. document management
module)

PR.01.069 Automated arrear
tracking system –
Appeal/Legal

System should provide the facility to capture all
responses provided by licensee in response to
arrears related notices

PR.01.070 Automated arrear
tracking system –
Appeal/Legal

System should allow linkage of licensee response to
the respective recovery notices

PR.01.071 Automated arrear
tracking system –
Appeal/Legal

System should track the time gap between the first
notice and final notice to licensee

PR.01.072 Automated arrear
tracking system –
Appeal/Legal

System should generate read receipts when licensee
sees the notice served in his ledger account

PR.01.073 Automated arrear
tracking system –
Appeal/Legal

In case arrears are not settled within stipulated time
of final notice, the system should queue the licensee
for "enforced recovery" of the district office nearest to
licensee

PR.01.074 Automated arrear
tracking system –
Appeal/Legal

System should provide decision support tools to allow
prioritization of recovery activities on basis of:

o Amount of arrears

o Ability of licensee to pay the payment debt as
gathered from various sources

o Availability of Department of Excise, Government
of Uttar Pradesh (UP) resources (with requisite
skills) to handle the arrears issues

PR.01.075 Automated arrear
tracking system –
Appeal/Legal

System should allow assignment of recovery case to
an excise officer nearest to licensee

PR.01.076 Automated arrear
tracking system –
Appeal/Legal

System should provide facility to create one or more
recovery checklists which can be updated by officials
during recovery proceedings
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PR.01.077 Automated arrear
tracking system –
Appeal/Legal

System should allow a recovery case to be assigned
to a district officer

PR.01.078 Automated arrear
tracking system –
Appeal/Legal

System should be able to link various accounts of
licensee based on PAN number for arrear tracking

PR.01.079 Automated arrear
tracking system –
Appeal/Legal

System should have a form to be filled by licensee for
arrear payment specifying the dues it wants to clear

5.3.5 Return Filling Module

The core functional requirements covered in FRS document of ‘Return Filing’ module is
provided below:

o Preparation & consolidation of monthly report

o Verification of monthly report

o Filing of return through system

o Scrutiny of return

o Acceptance of return

o Pending revenue & recovery

o Generation of reports

SN Area Requirement Description

RF.01.001 Preparation &
consolidation of
monthly report

System should have the provision for filing e-stock
returns

RF.01.002 Preparation &
consolidation of
monthly report

System should generate and auto-consolidate
monthly stock returns from various online registers

RF.01.003 Preparation &
consolidation of
monthly report

System should allow to configure the rules &
timelines for consolidation of monthly statements
from various types of registers

RF.01.004 Preparation &
consolidation of
monthly report

System should notify to licensee of pending return
from the license on due date
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RF.01.005 Preparation &
consolidation of
monthly report

System should generate consolidated statement of
production and dispatch when the licensee selects
license type & number & return period (month,
quarter, year, date range) through system

RF.01.006 Preparation &
consolidation of
monthly report

System should generate statement which is verified
by licensee & submitted as return with
comments/request by licensee and sent to concern
Officer in Charge (from department)

RF.01.007 Monthly report –
Payment & Refunds

System should contain the refund claim form and
make it available to all users. The user should be able
to fill in the online form or take a print of the blank
form

RF.01.008 Monthly report –
Payment & Refunds

System should have the provision to adjust refunds
against other pending payments as requested by
licensee in the refund application. If no adjustment is
requested, amount would be refunded from the
treasury post necessary checks are completed

RF.01.009 Monthly report –
Payment & Refunds

System must mark out the mandatory fields clearly.
The form cannot be submitted without filling out the
mandatory fields

RF.01.010 Monthly report –
Payment & Refunds

System should allow the user to save drafts of the
form and be able to re-login and access the saved
draft

RF.01.011 Monthly report –
Payment & Refunds

In case of a Court ordered refund, the system should
have a provision for attaching the court order as a
mandatory supporting document

RF.01.012 Monthly report –
Payment & Refunds

System must generate an acknowledgement number
on submission of online application. The user can use
the acknowledgement number to track the status of
the application.

RF.01.013 Monthly report –
Payment & Refunds

System should ensure that the submitted refund
claim form is available to department in read-only
form. Any required changes will have to be requested
by the department and made at the licensee's end

RF.01.014 Monthly report –
Payment & Refunds

System should have provision to upload any
supporting documents along with the refund
application
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RF.01.015 Monthly report –
Payment & Refunds

A refund application can have any one of the
following status:

o Draft

o In process

o Accepted

o Rejected

o Clarification required

RF.01.016 Monthly report –
Payment & Refunds

System should ask for a mandatory reason/ comment
when status is changed to 'Rejected' or 'Clarification
required'

RF.01.017 Monthly report –
Payment & Refunds

System should send an auto-mailer and SMS to the
licensee, along with any accompanying comments,
every time there is a status change

RF.01.018 Monthly report –
Payment & Refunds

In case of refund claims where no risk is identified,
the system should first check against the licensee's
ledger to see if any adjustments are due against
arrears pending in the licensee's account

RF.01.019 Monthly report –
Payment & Refunds

System should be able to check whether the refund
has already been made in the past. Payment
database should be created accurately to verify the
refund claims

RF.01.020 Monthly report –
Payment & Refunds

System should be able to adjust refund amount
against any future payment to be made by the
licensee

RF.01.021 Monthly report –
Payment & Refunds

System should be able to automatically calculate
interest on refund and adjust the refund amount, in
case the payment of refund is delayed by the
department.

RF.01.022 Monthly report –
Payment & Refunds

System should have provisions on the refund
request:

o Entitlement of the claimant

o Any pending payments of claimant

o Verification of original payment

o Verification of payment already adjusted before
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RF.01.023 Monthly report –
Payment & Refunds

System should allow movement of online request/file
for the approval and auto-updates of the status

RF.01.024 Monthly report –
Payment & Refunds

System should allow the concerned officer to put up
bill to treasury for the payment to licensee and status
to be auto-updated in the system

RF.01.025 Monthly report –
Payment & Refunds

System should allow the licensee to claim the refunds
online. System would conduct internal checks from
the payment database before clearing the refund
application.

RF.01.026 Monthly report –
Verification

System should have provision for scrutinizing the
consolidated statement and conduct random auto-
check of the report

RF.01.027 Monthly report –
Verification

System should have provision to provide comments
by Officer in Charge (OC) against every record in the
statement before accepting &/or rejecting the
statement

RF.01.028 Monthly report –
Verification

System should send notification to licensee for
necessary correction with added remarks from
Officer in Charge (OC) for correction required

RF.01.029 Monthly report –
Verification

System should have provision for licensee to update
and resubmit the statement taking care of the
remarks provided by Officer in Charge (OC)

RF.01.030 Monthly report –
Verification

System should send notification to Officer in Charge
(OC) & permit issuing on resubmission of statement

RF.01.031 Monthly report –
Verification

System should allow the Officer in Charge (OC) to
scrutinize updated statement and provide comments
in system

RF.01.032 Monthly report –
Verification

System should have provision for Officer in Charge
(OC) to accept the statement for return filing if
satisfied with the statement

RF.01.033 Monthly report –
Verification

System should allow Officer in Charge (OC) to
recommend enquiry of Vigilance & Enforcement if not
satisfied with the statement

RF.01.034 Filing of return
through system

On acceptance of statement by Officer in Charge
(OC), the system should allow the statement to go to
dealing assistant for return filing through system
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RF.01.035 Filing of return
through system

System should able to capture the date & time of
submission of the return

RF.01.036 Filing of return
through system

System should have return formats as prescribed in
rules or as suggested by the department

RF.01.037 Filing of return
through system

System should provide a well-designed set of
instructions to the licensee to help in filling up the
return format

RF.01.038 Filing of return
through system

System should guide the licensee by providing a
series of well-defined options to select the right
format with drop down menu for return filing

RF.01.039 Filing of return
through system

System should automatically populate, consolidate
and validate the return formats from the data already
available in the registers

RF.01.040 Filing of return
through system

System should provide forms with drop down menu
wherever possible, to avoid erroneous data to be
entered by the licensee

RF.01.041 Filing of return
through system

System should allow upload of return forms which
have completed mandatory fields

RF.01.042 Filing of return
through system

System should be able to conduct checks on whether
all mandatory data has been supplied in return and
conduct internal consistency checks on data provided
in the return

RF.01.043 Filing of return
through system

System should perform all the computations required
in the return format

RF.01.044 Filing of return
through system

Upon successful submission of a return, the system
should automatically generate a receipt for the
licensee's reference. In addition, this receipt should
be available for the licensee's download at any time
in the future.

RF.01.045 Filing of return
through system

Upon successful submission of a return, the system
should automatically generate alert to the concern
officer for authorization of the return

RF.01.046 Filing of return
through system

System should update the status of return filing
compliance of a licensee upon successful submission
of a return
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RF.01.047 Filing of return
through system

Upon successful submission of a return, the system
must send a communication (in the form of an e-
mail/SMS or any other means) to the licensee
intimating that a return has been filed

RF.01.048 Filing of return
through system

System should be able to reconcile, and cross verify
information entered as part of returns.
Reconciliations would take place for (illustrative):

o Reconciliation of stocks at various levels

o Reconciliation of returns with stock levels at
manufacturing unit

o Reconciliation of requisition and pass

RF.01.049 Filing of return
through system

System should be able to compare the return of a
licensee with his previous returns

RF.01.050 Filing of return
through system

System should highlight any unusual increment/
decrement beyond the threshold limit (if any)
between any two fields of comparison

RF.01.051 Scrutiny of return System should allow the dealing assistant to
scrutinize return referring to system generated
records and provide acceptance/ rejection comments
against each record in system

RF.01.052 Scrutiny of return System should have provision that rejected record to
be sent back to the licensee for necessary
rectification &/or explanation

RF.01.053 Scrutiny of return System should send notification to licensee for
necessary correction with added remarks from
concerned officer for correction required

RF.01.054 Scrutiny of return System should facilitate the licensee to provide
correction &/or clarification on rejected records
through system

RF.01.055 Scrutiny of return System should notify to concerned officer when
licensee provides correction &/or clarification on
rejected records

RF.01.056 Scrutiny of return System should allow the concerned officer to
scrutinize and provide comments against each
submitted correction &/or clarification on rejected
records through system
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RF.01.057 Scrutiny of return System should have provision for acceptance or
rejection of correction &/or clarification by concerned
officer

RF.01.058 Scrutiny of return System should notify the concerned excise officers in
case of unsuccessful reconciliation

RF.01.059 Scrutiny of return System should be able to lock the ledger account of
the licensee not filing returns for stipulated period

RF.01.060 Scrutiny of return System should allow for manual account ledger lock
/ unlock of non-filers, maintaining an audit trail

RF.01.061 Scrutiny of return System should be able to update and unlock the
licensee ledger status, automatically after the receipt
of the returns for the pending period

RF.01.062 Scrutiny of return On acceptance of the correction &/or clarification by
concerned officer, the system should allow dealing
assistant for return filing

RF.01.063 Scrutiny of return System should have provision for dealing assistant to
forward the return to pass/permit issuing authority
with all comments & observations

RF.01.064 Acceptance of
return

System should allow pass/permit issuing authority to
see trail of comments, correction, clarification &
observation, as applicable, against each record

RF.01.065 Acceptance of
return

System should allow the pass/permit issuing
authority to accept the return, if satisfied

RF.01.066 Acceptance of
return

System should send return acceptance
acknowledgment automatically to the licensee

RF.01.067 Acceptance of
return

System should allow the pass/permit issuing
authority to recommend enquiry through system if not
satisfied with the statement

RF.01.068 Acceptance of
return

System should send notification to concern officer &
licensee on decision of pass/permit issuing authority

RF.01.069 Pending revenue &
recovery

System should be able to automatically identify
pending revenue (tax/fee/duty/fine) to be updated for
licensee, if any
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RF.01.070 Pending revenue &
recovery

System should provide alerts through email / SMS to
licensee on returns due and the due date for filing of
return

RF.01.071 Pending revenue &
recovery

System should maintain log of alerts / reminders
through SMS and emails sent to the licensee

RF.01.072 Generation of
reports

System should use the consolidated reports for
forecasting of sales / production at various levels

RF.01.073 Generation of
reports

System should have provision for forecasts at various
levels such as individual units, for regions, for groups
of licensees etc.

5.3.6 Alert & Case Management Module

The core functional requirements covered in FRS document of ‘Alert & Case Management’
module is provided below:

o Detection of anomalies and alerts generation, alerts management

o Creation of cases through alerts, authorities, flying squads

o Case management, tracking & monitoring of case

SN Area Requirement Description

ACM.01.001 Detection of
anomalies and
alerts generation

System should able to highlight any anomalies
observed in transaction system based on pre-defined
business rules

ACM.01.002 Detection of
anomalies and
alerts generation

System should allow configuration of business rules
for detection of anomalies and outliers to send the
alerts

ACM.01.003 Detection of
anomalies and
alerts generation

System should have provisions to generate multiple
alert mechanisms - any anomaly is immediately
brought to the notice of concerned officer

ACM.01.004 Alert generation System should have the provision for transaction
data to be created and stored, before rules can be
applied and alerts can be generated

ACM.01.005 Alert generation System should be able to generate alerts based on
business rules like:

o Matching of production records with production
data
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o Computation of yield, losses

o CCTV feeds

o Incidents on Digi-lock, GPS enabled navigation

o Report/outcome based on chemical analysis at
chemical examiner’s office

o Unsuccessful scan of QR code or bar code
across supply chain

o Duplication scan of QR code or bar code

o Identification of wrong QR code or bar code (not
issued from automated system) during scanning
across supply chain

o Use of or movement of PoS device outside geo-
fencing area of retail shop/wholesale/
bond/distillery/sugar-mill

o Address and geo code not matching

ACM.01.006 Alert management System should record alerts and main database of all
alerts generated

ACM.01.007 Alert management System should be able to evaluate alerts, score alerts
(business rule based) on a point system

ACM.01.008 Alert management System should send alerts to concerned officers
(Field or Vigilance/Enforcement) for action, in case of
any anomalies found based on score & priority

ACM.01.009 Alert management System should allow the concerned officer to record
the action taken against each alert

ACM.01.010 Alert management System should allow the senior officials to supervise
and monitor the progress & status of alerts. System
should generate the regular reports/MIS of alerts.

ACM.01.011 Creation of cases
through alerts

System should have provision of automated creation
of case from alert and send to concerned officer

ACM.01.012 Creation of cases
through authorities

System should have provisions to record online
registration of complaints, reports, information about
potential violations by licensee/ repeat offender/
smuggler/ criminals, etc. and creation of cases by
authorities or flying squads based on action taken
against alert
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ACM.01.013 Case management System should assign automatic unique serial
number to each case for tracking

ACM.01.014 Case management System should assign field lever officer to verify &
provide feedback on case

ACM.01.015 Case management System should allow the senior officers to assign/re-
allocate the cases to field officers / units

ACM.01.016 Case management System should allow the concern officer to record the
reports (FIR, penalties, action taken report) in system
and upload of supporting documents

ACM.01.017 Case management System should maintain the audit trails/logs for any
updates or changes by the concerned officer

ACM.01.018 Case management System should be able to sync the status of case with
other modules and send alerts to concerned officers

ACM.01.019 Tracking &
monitoring of case

System should allow to online track the case status

5.3.7 Vigilance & Enforcement Module

The core functional requirements covered in FRS document of ‘Vigilance & Enforcement’
module is provided below:

o Receiving intelligence information – by system, authorities, flying squads

o Conducting investigation

o Managing non-compliances/offences, decision & closure of cases

o Tracking & monitoring of case/offences/enforcement activities

o Knowledge management system and data digitization

o Reports, records and documentation

SN Area Requirement Description

VE.01.001 Receiving
intelligence
information

System should have provisions to record online
registration of complaints, reports, information about
potential violations by licensee/ repeat offender/
smuggler/ criminals etc. through mobile app and web
portal
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VE.01.002 Receiving
intelligence
information

System should assign automatic unique serial
number for tracking

VE.01.003 Receiving
intelligence
information

System should record information alongwith nature of
offence by offenders, details of offence, date, time
and place

VE.01.004 Receiving
intelligence
information

System should allow recording of complaints &
reports by Excise officer received through e-mail,
phone, letters etc.

VE.01.005 Receiving
intelligence
information

System should have provision of creation &
maintaining case history unique ID comprising details
of nature of offence, offenders’ details, date, time and
place

VE.01.006 Receiving enquiry
requests from other
modules

System should generate automatic receipt of enquiry
requests from other modules (like License
Management, etc.) with respect to violation/breach
cases of licensee/licensed premises

VE.01.007 Verification of
intelligence reports

System should be able to compile and sort all
intelligence reports for further analysis by system
(offence reportedly done by / done at, duplicate
reports, multiplicity of offence/offenders reported,
etc.)

VE.01.008 Verification of
intelligence reports

System should fetch the historic data of offence
reportedly done by same person &/or done at same
place and shown automatically for reference

VE.01.009 Verification of
intelligence reports

System should assign unique number to accepted
intelligence report for tracking through system

VE.01.010 Verification of
intelligence reports

System should assign field lever officer to verify &
feedback on accepted intelligence reports

VE.01.011 Verification of
intelligence reports

System should be able to verify the information based
on inputs available in system (all previous offence
history of the repeat offender is recorded and
integrated to same account)

VE.01.012 Detections by
authorities, flying
squads

System should have provision for preparation of
inspection schedule/roaster, assigning to respective
officers & recording compliance for the same
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VE.01.013 Detections by
authorities, flying
squads

System should allow the recording of
unplanned/random visits & inspection by officers to
licensed premises/places with history of offences
detected

VE.01.014 Assignment of
Investigating Officer

System should assign the concerned officer and
allow capturing of all intelligence reports in system

VE.01.015 Assignment of
Investigating Officer

On discretion, the system should allow EIB head to
assign any intelligence report to EIB field team or
concerned officer for detailed enquiry using system

VE.01.016 Assignment of
Investigating Officer

System should provide automatic notification to
Investigating Officer along with list of enquiries
assigned to him/her, dashboard & register/tracker to
update automatically

VE.01.017 Assignment of
Investigating Officer

System should send notification to Superior Officer
about the details of assignment/reports/inputs of
Investigating Officer through system

VE.01.018 Analysis of real
time information

System should have the features of analysis of real
time information of crime and criminal. Instant and
timely access to information of various EIB functions
to be provided by system.

VE.01.019 Analysis of real
time information

System should highlight certain anomalies in
transaction system by sending alerts to respective
officer

VE.01.020 Site visit, inspection
& search

System should allow the Investigating Officer to
update plan to conduct site visit, inspection & search,
and respective Superior Officer should get
notification automatically

VE.01.021 Site visit, inspection
& search

System should be able to inform officers in local
administration/Revenue/Police department online/
offline as applicable along with request for arms, if
required

VE.01.022 Site visit, inspection
& search

System should allow online creation of checklists for
conducting site visit, search & investigation &
collecting information as below:

o Collect evidence/photographs/videos, record
witness account, detain offender as applicable if
a breach/ violation detected



Page 199 of 324
Draft

SN Area Requirement Description

o Identify the acts/rules/guidelines found to be
violated

o Collect all information for seizure report, sample
of seized items to forensic lab &/or chemical
examiner for tests, as applicable

o Medical examination of detained offender
designated medical officer details

o Timeline to produce detained offender in court, as
applicable

VE.01.023 Site visit, inspection
& search

System should forward request to
auction/destroy/return confiscated items, request for
courts permission

VE.01.024 Site visit, inspection
& search

System should allow submission of details to record
seizure details/upload seizure report based on
checklist & actual findings

VE.01.025 Site visit, inspection
& search

System should allow submission of details collected
during search & seizure for creation of preliminary
report

VE.01.026 Site visit, inspection
& search

System should have the provision to prepare
Bail/bond and bail amount for detained offender

VE.01.027 Site visit, inspection
& search

System should update status of detained offender
produced before the court within prescribed timeline

VE.01.028 Site visit, inspection
& search

System should have the options to upload offence
report to be prepared & filed in the court within
prescribed timeline & the case status for further
monitoring until the closure

VE.01.029 Storage & disposal
of evidence &
seized items

System should have the option to update,
maintenance of – records for evidence, seized items
and place for storage etc.

VE.01.030 Storage & disposal
of evidence &
seized items

System should allow to maintain records of producing
the evidence & seized items/samples before court to
obtain permission to keep, return, auction &/or
destroy the same after recording the evidence by
court

VE.01.031 Inspection on
enquiry requests

System should allow to upload details of inspection
of documents, premises, collection of samples along
with recording inputs on the same
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received from other
modules

VE.01.032 Inspection on
enquiry requests
received from other
modules

System should record the acts/proofs of breach along
with the breached guidelines (part of rules, acts,
terms & conditions)

VE.01.033 Decision & closure
of the case

System should have the provision for licensing
authority to decide on compounding and/ or
cancellation as per the report/inputs generated in
system

VE.01.034 Decision & closure
of the case

System should be able to calculate the
fines/penalties on pending amount against licensee
for recovery through system

VE.01.035 Tracking &
monitoring of case

System should be able to online track the requests,
complaints, case status etc.

VE.01.036 Tracking &
monitoring of case

System should be able to track civil cases in lower
judiciary and should be linked up with e-court system

VE.01.037 Tracking &
monitoring of case

System should keep track of the status of breach
cases and criminal cases, proceedings right from
detection to filing of the charge-sheet, till its disposal

VE.01.038 Tracking &
monitoring of case

System should allow manual entry/override of penalty
and interest amounts with an adequate audit trail

VE.01.039 Tracking &
monitoring of case

System should automatically generate a trigger if any
field is left vacant

VE.01.040 Tracking &
monitoring of case

System should allow selection of date and time from
a drop-down menu

VE.01.041 Tracking &
monitoring of case

System should allow the user to manually type name
of licensee and nature of penalty for filter purpose

VE.01.042 Tracking &
monitoring of case

System should provide a facility for recording the
formal declaration for entries made

VE.01.043 Tracking &
monitoring of case

System should periodically & automatically save the
data entered by user into system during a live session
and shall make data available to the user as
intermediate save even after expiry of the session
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VE.01.044 Tracking &
monitoring of case

System should generate audit logs for all actions
performed by the user in system. The audit logs
should contain information like user id, date and time
of access, type of access/action, etc.

VE.01.045 Tracking &
monitoring of case

System should be capable to capture date and time
when the entries are made in system

VE.01.046 Tracking
enforcement
activities &
reporting

System should be able to sync/link with GPS enable
vehicle tracking system installed in enforcement
vehicles to track by system whether sensitive areas
are being covered through regular visits

VE.01.047 Tracking
enforcement
activities &
reporting

System should have options to upload pictures
(including through smart phones) of visited premises
and file a report of visits through the software
application within 24 hours of visit

VE.01.048 Tracking
enforcement
activities &
reporting

System should have provision for online reporting to
senior authority, monitoring of day to day work and
better monitoring of EIB operations (day to day
station diary)

VE.01.049 Data digitization System should be able to generate history of all
available breach cases and crime cases

VE.01.050 Development of
institutional memory

System should be able to store historic record of
breach / criminal cases for future reference

VE.01.051 Development of
institutional memory

System should have provisions to record and
document matters worthy for investigation, based on
some pre identified markers.

VE.01.052 Development of
institutional memory

System should have online library containing
checklists on investigations, answers to doubts and
questions regarding investigations, court judgments,
Excise manuals, rules and acts, etc. to facilitate
efficient investigation

VE.01.053 Development of
institutional memory

System should be able to analyse data to detect
patterns of duty/fee evasion and of criminal intent

5.3.8 Chemical Examination Module

The core functional requirements covered in FRS document of ‘Chemical Examination’
module is provided below:
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o Collection of samples

o Examination of sample

o Issuance of certificate

o Disposing of sample

o Tracking & monitoring

SN Area Requirement Description

CE.01.001 Collection of
samples

System should allow the licensee to send sample for
examination and upload the details of sample through
system

CE.01.002 Collection of
samples

System should have the provision to update details
of sample received from Distillery/Brewery/Sugar
Mills etc. in the system

CE.01.003 Collection of
samples

System should automatically send online receipt of
acknowledgement of sample to licensee by chemical
examiner laboratory of the department

CE.01.004 Collection of
samples

System should allocate automatic assignment of
unique encrypted serial number for tracking

CE.01.005 Examination of
sample

System should allow the chemical examination office
to update the results/status of sample examination

CE.01.006 Examination of
sample

System should have the provision to send result of
examination report (of sample test) to the licensee by
SMS/email and the details is auto updated in system

CE.01.007 Examination of
sample

If sample fails the examination, the system should be
able to send notification to licensee, concern group of
officers and respective district/unit office, and auto-
update the details in system

CE.01.008 Issuance of
certificate

If sample pass the examination, the system should
allow the chemical examination office to issue the
certificate. The system should be able to send
notification to licensee, concern group of officers and
respective district/unit office, and auto-update the
details in system.

CE.01.009 Issuance of
certificate

System should auto-update all accounts based on
inputs generated by the system

CE.01.010 Disposing of
sample

If all the samples failed in examination, the system
should send notification to licensee, concern group of
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officers, respective district/unit office and head office
to destroy the stock

CE.01.011 Disposing of
sample

After discarding stock of that batch, the details (batch
no., quantity, etc.) are updated in system and system
should send notification to concern group of officers,
respective district/unit office

CE.01.012 Disposing of
sample

System should allow the Excise officer to update all
records that need to be disposed off

CE.01.013 Disposing of
sample

System should allow record of all related information
and online stock registers should be automatically
updated as per the inputs

CE.01.014 Tracking &
monitoring

System should generate audit logs for all actions
performed by a user in system. The audit logs shall
contain information like: user id, date and time of
access, type of access/action, etc.

CE.01.015 Tracking &
monitoring

System should have the provision of online tracking
of sample received/examined/disposed sample, case
status etc. (to be done by system)

CE.01.016 Tracking &
monitoring

System should automatically generate a trigger if any
field is left vacant

CE.01.017 Tracking &
monitoring

System should allow selection of date and time from
a drop-down menu

CE.01.018 Tracking &
monitoring

System should be able to store historic record of
sample examined for future reference and analyse
the patterns

5.3.9 Grievance Monitoring Module

The core functional requirements covered in FRS document of ‘Grievance Monitoring’ module
is provided below:

o Grievance Registration

o Grievance Assignment

o Grievance Resolution

o Grievance Status Tracking

o Grievance MIS & Reporting
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GM.01.001 Grievance
Reporting

The system to allow the consumers, licensees and
other stakeholders to report any grievance related to
the excise matters

GM.01.002 Grievance
Reporting-Register

The system to allow any person to register a
grievance on the system

GM.01.003 Grievance
Reporting-Register

The system to allow the licensees to register
complaints using their registered login IDs only.

GM.01.004 Grievance
Reporting-Register

The system to provide a grievance registration form
in the prescribed format by the excise department.
The information may include the following
(indicative):

o Type of User (Licensee, Consumer, Others)
o Contact Details

o Name of Complainant
o Address of Complainant
o District
o Email Id
o Mobile Number

o Grievance Category
o Grievance Description

GM.01.005 Grievance
Reporting-Register

The system to allow the complainant to upload any
grievance supporting document with the registration
form.

GM.01.006 Grievance
Reporting-Register

The system to have a pre-defined customizable
grievance master approved by the department

GM.01.007 Grievance
Reporting-Register

The system to generate not to allow the complainant
to submit the grievance form till the time all the
required information is filled in the registration form

GM.01.008 Grievance
Reporting-Register

The system to generate a unique grievance case ID
for tracking and monitoring the status of the
grievance reported.

GM.01.009 Grievance
Reporting-Mobile
Application

The system to capture grievances from mobile based
application for consumers and licensees.

GM.01.010 Grievance
Reporting- Case
Assignment

The system to have a provision to auto -assign the
grievances reported by the complainant to excise
officers based on pre-approved jurisdiction-based
mapping of grievance category.

GM.01.011 Grievance
Reporting- Case
Assignment

The system to send system-based alerts and email
notifications to the concerned officials whenever a
grievance is reported.

GM.01.012 Grievance
Reporting- Case
Assessment

The system should have workflow-based system for
time- based grievance inspection and redressal.
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GM.01.013 Grievance
Reporting- Case
Assessment

The system to allow the inspecting officer to
scrutinize the grievance form and assess the matter
of concern.

GM.01.014 Grievance
Reporting- Case
Assessment

The system to allow the inspecting officer to forward
the case to some other section of the department with
reasons in case the matter is beyond the knowledge
of the inspecting authority

GM.01.015 Grievance
Reporting- Case
Assessment

The system to have defined SLAs for speedy
redressal of grievances. For this purpose, the system
to generate alerts and reminders to officers for
resolving pending cases.

GM.01.016 Grievance
Reporting- Case
Assessment

The system to allow the inspecting authority to
request for additional information from the
complainant.

GM.01.017 Grievance
Reporting- Case
Assessment

The system to have an in-built escalation matrix for
any delay in response or resolution from the
inspecting authority in any matter.

GM.01.018 Grievance
Reporting-
Resolution

The system to allow the inspecting officer to provide
the details of the resolution of the grievance by
submitting an online report.

GM.01.019 Grievance
Reporting-
Resolution

The system to allow the complainant to view the
grievance resolution.

GM.01.020 Grievance
Reporting-
Resolution

The system to have a provision to withhold a
grievance in case it has other dependencies.

GM.01.021 Grievance
Reporting-
Resolution

The system to have a provision to provide certain pre-
identified issues that any stakeholder might have and
provide its answers or solution then and there so that
the person does not have to file a complaint for petty
issues.

GM.01.022 Grievance
Reporting-
Resolution

The system to allow re-opening of a complaint in case
it was not resolved earlier

GM.01.023 Grievance
Reporting- Status

The system to allow the complainant to track the
status of the complaint by entering the grievance ID
and mobile number.

GM.01.024 Grievance
Reporting- Status

The system to have an OTP based authentication of
the mobile number provided by the complainant.

GM.01.025 Grievance
Reporting- Status

The system to send SMS notification to the
complainant whenever there is a change in status of
the case.

GM.01.026 Grievance
Reporting- Status

The system to provide complete status of the
grievance reported by the complainant. The status
shall be of the following types:

o Submitted
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o Received
o No response (if no change after receipt of

complaint)
o In Process
o Additional Information Required
o Resolved

GM.01.027 Grievance
Reporting- MIS
Reports

The system to provide the below period wise MIS
reports for monitoring grievances:

o Category wise most grievances reported
o All Grievances Received
o Grievances Unresolved
o Grievances Pending
o Grievances Resolved
o Grievances with No Response

5.3.10 MIS & Reporting Module

The core functional requirements covered in FRS document of ‘MIS & Reporting’ module is
provided below:

o Report Generation Protocols

o Raw Material Reports

o Production & Dispatch Reports

o Transport Pass Reports

o Import/ Export Permit Reports

o Monitoring and Surveillance Reports

o Receipt Acknowledgement Reports

o Discrepancy Reports

o Payment & Duty Reports

o Dashboards

o Revenue Management Reports

o Licensee report

o Check in each module above and detail the possible reports (grievance MIS, Alert MIS,
Enforcement MIS)

SN Area Requirement Description

M&R.01.001 Generation of MIS
Reports- General

The system to generate all the prescribed reports of
the excise department.

M&R.01.002 Generation of MIS
Reports- General

The system to allow customization of the reports as
and when required. The change in the format of the
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report shall only be done by an authorized system
admin.

M&R.01.003 Generation of MIS
Reports- General

The system to provide access to reports as per the
assigned user roles.

M&R.01.004 Generation of MIS
Reports- General

The system shall have a provision to generate user
defined reports based on pre-defined report
parameters.

M&R.01.005 Generation of MIS
Reports- General

The system to allow generation of new reports only
after system-based approval from the excise
department.

M&R.01.006 Generation of MIS
Reports- General

The system to generate reports based on data
captured either through data entered in the online
excise registers or directly from the measuring/
monitoring electronic devices/ tools used at the plant

M&R.01.007 Generation of MIS
Reports- General

The system to have provision to provide reports
based on jurisdiction of excise officers over excise-
controlled units.

M&R.01.008 Downloading of
MIS Reports-
General

The system to allow the user to download the
reports in pre-approved formats (e.g. MS Excel, MS
Word, PDF etc)

M&R.01.009 Generation of MIS
Report – License &
Registration

System should be able to generate following
illustrative MIS reports:
o History and records of all license applicants
o List of defaulters for renewal at any specified

time
o List of licenses granted by the Department at

any specified time
o List of suspended and cancelled licenses at

any specified time
o Payment status of each Licensee at any

specified time
o List of expiring letters of intent at any specified

time
o List of toddy licenses for renewal at any

specified time
o List of licenses modified at any specified time
o List of licenses surrendered at any specified

time
o Any ad-hoc report required

M&R.01.010 User Profiles –
License &
Registration

The system should be able to generate reports on
user profiles registered from the departmental
officials & licensees, applicants & others based on
their area of jurisdiction (Zone, Mandal, district,
sector/ circle)

M&R.01.011 License
Applications –

The system should be able to generate reports on
submitted, under process & processes Applications
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License &
Registration

for licenses (existing & new, renewal, surrender etc.)
& registrations (Brand, Label, any other registration)

M&R.01.012  Notifications Sent
– License &
Registration

The system should be able to generate reports on
the notifications and alerts sent via SMS & E-mail to
the concerned stakeholders

M&R.01.013 Suspension &
Cancellation –
License &
Registration

The system should be able to generate reports on
Suspension & Cancellation of licenses along with
the breach detected

M&R.01.014  MRP – License &
Registration

The system should be able to generate report on
application & approval of MRP authorization, license
endorsement etc.

M&R.01.015 Master Data –
License &
Registration

The system should be able to generate master data
reports and reports on the updates of the same by
updater, update time & date and updates
incorporated

M&R.01.016 Master Data –
License &
Registration

The system should be able to generate report of
verification of master data details with other
databases such as NSDL for PAN details, Tax
department for TIN details etc.

M&R.01.017 License Fee –
License &
Registration

The system should be able to generate report on
receipt of licensee fee/ other fees & duties paid by
the licensee through all channels & instruments
major, minor, detail head wise as applicable

M&R.01.018 Status Report –
License &
Registration

The system should be able to generate reports on
status of setting up of manufacturing unit activities
such as allotment of land, start of construction,
excavation, purchase of machinery etc. for existing
& new licenses

M&R.01.019 Advanced Search
– License &
Registration

The system should be able to generate consolidated
MIS reports for across any other functions of the
License & registration through advanced search
feature

M&R.01.020 System Services
and Account
Management –
Control &
Regulation

System should be able to generate discrepancy
reports and highlight data as indicated below:
o Transaction data of that Licensee as against

historical trends
o Information reported by seller and purchaser for

the same transaction
M&R.01.021 Generation of MIS

Reports- Raw
Material

The system to generate period wise (as prescribed)
production and sale of molasses at the sugar mill.

M&R.01.022 Generation of MIS
Reports- Raw
Material

The system to allow the concerned excise officer to
view licensee wise procurement of molasses.
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M&R.01.023 Requisition of Raw
Material – General
– Control &
Regulation

The system should be able to generate reports on
requisition for spirit, application for transport pass,
filing of monthly returns and reports etc.

M&R.01.024 Discrepancy
Reports – Control
& Regulation

The system should be able to generate discrepancy
reports with highlighted data of ‘Transaction data of
that Licensee as against historical trends and
Information reported by seller and purchaser for the
same transaction

M&R.01.025 Permit Requisition
– Control &
Regulation

The system should be able to generate reports on
requisition for Transport Pass (TP) for IMFL/ ENA/
Beer

M&R.01.026 Consignment
Details   – Control
& Regulation

The system should be able to generate reports on the
details of the consignment (Transport/
Dispatch/Receive of Liquor/ENA/Beer) receiving unit

M&R.01.027 TP verification   –
Control &
Regulation

The system should be able to generate reports on
Verification of Transport Pass (TP) for Transport
/Dispatch/ Receive of liquor

M&R.01.028 Raw Material –
Control &
Regulation

The system should be able to generate reports on
requisition for raw material and on request for IMFL /
ENA/ Beer from consigner through system

M&R.01.029 Raw Material
Receipts – Control
& Regulation

The system should be able to generate reports on the
quantity of Raw Material received and those based
on entries made by the excise officer into the system

M&R.01.030 Advanced Search
– Control &
Regulation

The system should be able to generate consolidated
MIS reports for across any other functions of the
Control and Regulation modules through advanced
search feature

M&R.01.031 Generation of MIS
Report – Chemical
Examination

The System should generate consolidated MIS
reports with (Licensee Name, date, batch no.,
quantity, etc.):

o Status of sample received
o Examination sample report
o Disposed sample report
o Issue of Certificate

M&R.01.032 Generation of
report – Chemical
Examination

The system should allow the access to head office
information of all the chemical examinations
conducted by chemical examiner and generate a
consolidated date wise report

M&R.01.033 Generation of MIS
Reports-
Production/ Bottling
of Liquor/ ENA

The system to allow the excise officer at the plant to
download and share all the reports prescribed in the
excise registers. These reports shall include date
wise (indicative):

o Raw Material Received Stock (Molasses,
Grain, Hops etc)

o Production of ENA
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o Storage of ENA
o Production of IMFL
o Daily Bottling
o Payments & Duties
o Daily Dispatch
o Sample Drawn
o Chemical Test Report
o Requisition of Transport Pass
o Generation of Transport Pass
o Total Dispatch Bottle at any manufactory

M&R.01.034 Sample
Examination –
Chemical
Examination

The system should be able to generate reports on the
sample for examination

M&R.01.035 Samples Received
– Chemical
Examination

The system should be able to generate reports on the
sample received from Distillery, Brewery, Inspection,
search & seizure, evidences & confiscated items etc.
in the system

M&R.01.036 Stock/Batches
Sent for Chemical
Examination –
Chemical
Examination

The system should be able to generate reports on the
details of stock, batch details (batch no., quantity,
etc.) are sent for examination process

M&R.01.037 Sample Receipt
Acknowledgment
by Testing
Laboratory –
Chemical
Examination

The system should be able to generate reports on
online receipt acknowledgement of sample to
licensee by Testing Laboratory

M&R.01.038 Test Results –
Chemical
Examination

The system should be able to generate reports on the
results (pass/fail as per BIS standards) of
examination of sample, Issuance of Certificate etc.

M&R.01.039 Consolidated
Sample Report –
Chemical
Examination

The system should be able to generate reports on
sample received, examined, disposed sample etc.

M&R.01.040 Report Sent –
Chemical
Examination

The system should be able to generate reports on
result of Examination report sent to the licensee by
SMS/email

M&R.01.041 Advanced Search
– Chemical
Examination

The System shall generate consolidated MIS reports
for any other required functions of the Testing
Laboratory module through advanced search feature

M&R.01.042 Generation of
Reports – Monthly
Stock & Returns
Filing

The system should provide various types of MIS
reports on electronically filed returns and online
payments.
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M&R.01.043 Monthly Report -
Payment &
Refunds – Monthly
Stock & Returns
Filing

MIS report would be generated from the system of
the refunds claimed, adjusted and actual amount
refunded.

M&R.01.044 Returns Filed -
Monthly Stock &
Returns Filing

The system should be able to generate reports on
filed e-stock returns licensee-wise, licensee type
wise, licensee location wise

M&R.01.045 Adjustment &
Refunds – Monthly
Stock & Returns
Filing

The system should be able to generate reports on
adjustment &/or refunds against the other pending
payments (requests, in-process, completed etc.)

M&R.01.046 Pending Revenue
– Monthly Stock &
Returns Filing

The system should be able to generate reports on
identified pending revenue (fee/duty/fine) to be
updated for licensee, if any

M&R.01.047 Automated Arrear
Tracking System –
Collection of Fees

The system should provide MIS Reports on trends in
arrears and recovery cases: This report should
provide details of amounts of arrears at the beginning
of the month, new arrears identified during the month,
amount of arrears paid during the month and balance
arrears at the end of the month.

M&R.01.048 Payment
Reconciliation –
Collection of Fees

The system should be able to generate reports on
payment reconciliation.

M&R.01.049 Licensee
Payments –
Collection of Fees

The system should be able to generate reports on the
licensee history with past payment transactions

M&R.01.050 Bank/Treasury
Acknowledgment –
Collection of Fees

The system should be able to generate reports on
online acknowledgment from bank/treasury

M&R.01.051 Payment Pending
– Collection of
Fees

The system should be able to generate reports on all
payment liabilities of each licensee according to the
geographical area (Excise Circle/ Sector, Sub-
division, District, State)

M&R.01.052 Arrears/Refunds –
Collection of Fees

The system should be able to generate reports on
arrears and pending payments & refunds etc.

M&R.01.053 Arrear Recovery –
Collection of Fees

The system should be able to generate reports on
trends in arrears and recovery cases

M&R.01.054 Advanced Search
– Collection of
Fees

The system should be able to generate consolidated
MIS reports for across all functions of the Collection
of Fees & Duties module through advanced search
feature

M&R.01.055 MIS Report –
Pending Arrear –
Collection of Fees

The system must provide MIS reports regarding
arrears on the following parameters:

o Amount of arrears by office
o Amount of arrears by district
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o Amount by each payment type

M&R.01.056 MIS Report –
Pending Recovery
– Collection of
Fees

The system must provide MIS reports regarding
recovery of arrears based on enforcement steps.
This should provide (illustrative) details of:

o Number of notices sent to licensee
o Statistics on payments received (This should

be stage-wise. For example: Number/Amount
of payments received after 1st notice, Amount
of payments received after 2nd notice, etc.)

o Amount collected from instalment agreements
o Amount collected from third party
o Amount collected from seizure
o Expense incurred on a recovery activity

M&R.01.057 Generation of MIS
Report – Collection
of Fees

MIS report would be generated from the system of
the refunds claimed, adjusted and actual amount
refunded.

o Consolidated of Monthly Preparation of
Report

o Payment & Refund’s status - Monthly
o Acceptance of Return
o Pending Revenue & Recovery

M&R.01.058 MIS reporting of
Offence/Non-
Compliances –
Enforcement &
Vigilance

The System should generate a consolidated MIS
report and for the following:

o Status of Intelligence Information/ enquiry
requests

o Status of Detections by authorities, flying
squads

o Status of Assignment of case to the
Investigating officer

o Follow up action and penalties recovered on
each Case Number of breach cases detected
and status

o Site visit, inspection & search Report
o Status of Storage & disposal of evidence &

seized items
o Status Report on Decision & closure of the

case
o Day to day Reporting Status

M&R.01.059 Data Digitization –
Enforcement &
Vigilance

The System should generate a consolidated report
details of currently active cases

M&R.01.060 Tracking and
Monitoring cases
through the system

Notifications and reports could be generated by
system to track the number of cases that are at
various stages at a particular point in time. Ageing
report for cases could also be generated
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– Enforcement &
Vigilance

M&R.01.061 Complaints –
Enforcement &
Vigilance

The system should be able to generate reports on
registration of complaints, reports, information about
potential violations by licensee, repeat offender,
smuggler, criminals etc.

M&R.01.062 Case History –
Enforcement &
Vigilance

The system should be able to generate reports on
Case history/ with basic details of Information to be
recorded with nature of offence, Offender’s details,
Date, time and place along with unique ID created by
the system for the same

M&R.01.063 Enquiry Requests
– Enforcement &
Vigilance

The system should be able to generate reports on
enquiry requests from other modules like License
management, Collection of fee & duties, Return filing,
Regulation & Control etc. with respect to
violation/breach cases of licensee/licensed premises

M&R.01.064 Transactions –
Enforcement &
Vigilance

The system should be able to generate reports on
anomalies observed in the transaction and outliers &
sent for the same

M&R.01.065 Intelligence
Reports –
Enforcement &
Vigilance

The system should be able to generate reports on
verification of intelligence reports

M&R.01.066 Offence History –
Enforcement &
Vigilance

The system should be able to generate reports on all
previous offences of the repeat offenders

M&R.01.067 Assignment of
Intelligence
Reports –
Enforcement &
Vigilance

The system should be able to generate reports on
assignment of intelligence report to EIB field team for
details assignment/reports/inputs with Investigating
Officer assigned for the same

M&R.01.068 Inspection Plan –
Enforcement &
Vigilance

The system should be able to generate reports on
plan to conduct site visit, inspection & search and
reports on notification sent through SMS/e-mail to
respective superior excise officer

M&R.01.069 Evidence –
Enforcement &
Vigilance

The system should be able to generate reports on
producing the evidence, storage & disposal & seized
items/samples before court & obtained permission to
keep, return, auction &/or destroy the same

M&R.01.070 Tracking Open
Cases –
Enforcement &
Vigilance

The system should be able to generate reports on
Tracking and Monitoring of cases, the number of
cases at various stages,

M&R.01.071 Compounding–
Enforcement &
Vigilance

The system shall have the provision of the Licensing
authority to decide on compounding and or
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cancellation as per the report/inputs generated in the
system

M&R.01.072 Complaints –
Enforcement &
Vigilance

The system should be able to generate reports on
Tracking and Monitoring of complaints, type,
complainant, complaint status etc.

M&R.01.073 Breach Cases –
Enforcement &
Vigilance

The system should be able to keep track of the status
of breach cases and criminal cases, proceedings
right from detection to filing of the charge-sheet, till its
disposal

M&R.01.074 GPS Tracking –
Enforcement &
Vigilance

The system should be able to generate reports on
GPS enable vehicle tracking systems & sensitive
areas, other areas being covered through visits

M&R.01.075 Matters Reported –
Enforcement &
Vigilance

The system should be able to generate reports on
matters reported to the senior Authority

M&R.01.076 Advanced Search
– Enforcement &
Vigilance

System shall be able to generate consolidated MIS
reports for across all functions of the Vigilance and
Enforcement through advanced search feature

M&R.01.077 Revenue
Management -
Forecasting Ability
– Other
Department
Processes

System should be able to generate ad- hoc reports
as required by officers

M&R.01.078 Revenue
Management-
Sales

The system to generate area wise (zone/ Mandal/
district/sector/circle) sales report for the entire state

M&R.01.079 Revenue
Management-Sales

The system to generate performance-based reports
of retail shops based on their daily sales.

M&R.01.080 Revenue
Management

The system to generate area wise (zone/ Mandal/
district/sector/circle) revenue report

M&R.01.081 Audits through
system – Other
Department
Processes

Auditing authority audits the administrative functions
of the office using the system generated log reports

M&R.01.082 Audits through
system – Other
Department
Processes

System should be able to generate consolidated
report of the audit conducted

M&R.01.083 Generation of MIS
Report – Other
Department
Processes

The System should generate MIS reports with:
o Revenue Management Forecasting
o Appeals & Revision Status
o Inward-outward movement of files
o Intra – department letters / files Movement
o Online submission & tracking of RTI
o Audits through system
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M&R.01.084 Revenue
Management –
Other Department
Processes

The system should be able to generate reports on
Revenue Management forecasting trends

M&R.01.085 Appeals &
Revisions – Other
Department
Processes

The system should be able to generate reports on
memorandum for Appeal, Review, or application for
reference, rectification etc.

M&R.01.086 Appeals &
Revisions – Other
Department
Processes

The system should be able to generate reports on
appeals, service levels for escalation and alerts,
format for appeal filing would have to be designed

M&R.01.087 Appeals &
Revisions – Other
Department
Processes

The system should be able to generate reports on
notices and appeals to record the case history,
hearing dates, hearing proceedings and outcome of
the hearing, status of the appeal

M&R.01.088 Classifications of
Records – Other
Department
Processes

The system should be able to generate reports on
classification of records following details with respect
to each file: file no, author of file, licensee no,
licensee name, date of file creation and nature of
importance

M&R.01.089 Record Movement
– Other
Department
Processes

The system should be able to generate reports on
Inward outward / Intra department movement and
inter district movement of files

M&R.01.090 RTI– Other
Department
Processes

The system should be able to generate reports on
online RTI application, queries through Application,
RTI application etc.

M&R.01.091 Internal Audit –
Other Department
Processes

The system should be able to generate reports on
Information required by the internal auditors.

M&R.01.092 External Audit –
Other Department
Processes

The system should be able to generate reports on
data, record, Information required by the external
auditor.

M&R.01.093 Advanced Search
– Other
Department
Processes

System shall be able to generate consolidated MIS
reports for across all functions of the Other
Department Module through advanced search
feature

M&R.01.094 Report on Vehicles
in Carrying
Excisable Items –
Goods Movement

The system should be able to generate reports on the
vehicles carrying excisable items for all types of
goods movement e.g. import into the state, export
from the state or passing through the state

M&R.01.095 Report on Pass –
Transport & Export
– Goods
Movement

The system should be able to generate reports on
pass for goods movement of excisable items
originated from the state (transport, export)
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M&R.01.096 Report on Pass –
Import & Pass-
through – Goods
Movement

The system should be able to generate reports on
pass for goods movement of excisable items
originated from the sates other than the state (import,
pass through)

M&R.01.097 Tracking of
Vehicles – Goods
Movement

The system should be able to generate reports on
tracking information of the vehicle from the driver &
Excise officers through formatted SMS/ mobile
app/any other third-party system (location check-in),
compliance status of the movement with specified
route

M&R.01.098 Advanced Search -
Goods Movement

System shall be able to generate consolidated MIS
reports for across all functions of the Goods
Movement Module through advanced search feature

M&R.01.99 Indent
Management

Indent pendency report at all levels

M&R.01.100 Dashboards The system to have a provision to provide officer
dashboards with desired parameters and KPIs
defined by the department

5.3.11 Internal & External Audit Management Module

The core functional requirements covered in FRS document of ‘Internal & External Audit
Management’ module is provided below:

o Uploading of Audit Reports

o Resolution of Audit Objections

Internal and External Audit in Excise Department will be managed through Integrated Excise
Audit Management System.

Internal audit is performed by the departmental internal audit team. The internal audit team
performs audit of records maintained by the concerned officers at Breweries/Distilleries for the
smooth and efficient data management. The system should be user friendly. The system
should allow officers to prepare online report and generate compliance report based on the
parameters decided by the department.

Similarly, for the external audit i.e. Audit by AG, system should allow authorized users to
prepare and upload the audit report in system and generate compliance report through
system.
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5.4 Technical Requirement Specification
Technical specifications provided here are the set of requirements that the proposed
Integrated Excise Management System of Purchaser must meet. This document provides
information to the SI on the business requirements, various standards and guidelines and is
an essential guide for defining a proposed system and ensuring mutual understanding among
key stakeholders.

All the technical specifications provided in this section are minimum and have been provided
for immediate reference only.

All the software (if any) along with proposed Integrated Excise Management System shall
initially be supplied with minimum of 5 (five) years comprehensive on-site OEM warranty/
support from the date of Go-live of phase 1. Also, if the contract period is extended, then SI
must ensure that all the supplied software’s OEM warranty, service and support, subscription
is also extended for the same extended period.

5.4.1 Implementation of IESCMS

1. Application must be web based, built on enterprise application platforms, use multi-
tier/ N tier application architecture with sufficient flexibility for customization based on
Purchaser requirements.

2. The Application should be built on enterprise application platform with flexibility to
implements desired Modules / Functionality and should have Multiple User Access
modes like GUI, Web, Portal etc.

3. The application shall be inbuilt with automated workflow management system.

4. Implementation of the application shall be based on the approved SRS and Design
documents.

5. The application shall be integrated with all the required third-party services.

6. The application shall support all popular/ common web browsers i.e. Google Chrome,
Mozilla Firefox, Internet Explorer and Safari.

5.4.2 Design and Development of Mobile Application

1. The application shall also be available on Mobile for both Android and iOS platform

2. The Mobile Application should be user friendly and shall have modern corporate look
and feel.

3. Design should not be font dependent. The content of the site should be readable with
default standard fonts.

4. The Mobile Application should be responsive so that it should adjust as per the screen
size. Thus, design should be compatible with tablet, mobile phone and other handheld
devices.

5. Mobile Application should cater all the functionalities specifically mentioned for Mobile
application in FRS.
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5.4.3 System Architecture

1. The System shall be designed, implemented and deployed by considering the
scalability, reliability, security, business continuity, optimum performance of the entire
solution and based on the requirements of the Purchaser.

2. The system architecture needs to be designed in a manner that will be based on
loosely coupled components making it easy to extend.

Solution Architecture

3. All the modules/ components of the proposed excise department application should be
deployed in centralized manner/ platform.

4. The architecture should be highly scalable and capable of delivering high-performance
as and when transaction volume increases. It is required that application and
deployment architecture should provide the flexibility of Scaling-up (vertical scaling)
and Scaling-out (horizontal scaling) on Application and Web Servers, Database
Servers, and all other solution components.

5. The system should allow addition of more modules/ sub-modules and more users
without affecting the performance of overall application/ other functioning modules.

6. The system should support customization to meet the project requirements. In case
need for customization arises, the same should be done in the form of add-ons and
routines/ patches that can be plugged/ unplugged from the base software package as
the situation arises.

7. The system should provide facility for 'single point data entry at source' and fully
integrated, unified and interfaced so that there are no redundancies. It should have the
ability to have an update occur in one module and be immediately available to all other
modules of the system even among geographically dispersed sites.

8. The system should support clustering and high availability.

9. The system should have real-time data update among modules.

10. As specified above, the application should have multiple layers as described below:
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a. Presentation Layer: This layer should be web-enabled and should run on all
major web browsers. This layer interfaces the business components and
implements automated data workflows for GUI initialization, loading, saving data,
enabling and disabling forms. Multi-language support is also implemented at this
layer which allows runtime modification of terms and phrases.

b. Service layer: this layer contains a class library which takes care of inter-
operability and open standard/ protocols like web service, windows services, APIs,
which make this Business Layer a platform-independent. This layer is used to give
functionality for data exchange using web services-based component or database
synchronization with external agency.

c. Business layer: this layer should implement the process flow and logic that drives
the business functionality. Framework should have provision to keep all the user
activity to be audited and logged during the business process.

d. Persistence layer: It has been visualized that the application for this project would
be managing very high volume of data, storing a large amount of data for long-
term preservation of records at various repositories. It is mandatory for the SI to
ensure faster access and better manageability of this data. It is expected that the
SI shall consider mechanisms which would improve the performance of this layer.

e. Data layer: Data layer will have Data Access class library which provides methods
for exchanging data between business components/ layer and databases/
persistence layer.

5.4.4 Internet and Intranet Enabled

1. The Integrated Excise Management application should support access via LAN, WAN
and Internet with secured connectivity.

2. The system should be scalable and flexible enough to provide access and information
to all the users from the different functions/ departments/ offices of the Purchaser and
other key stakeholders.

3. The system should support all TCP/ IP/ SMTP/ or any other related protocols.

5.4.5 Graphical User Interface

1. The system should be user friendly and should have interactive Graphical User
Interface (GUI).

2. All the application modules and sub-modules shall use uniform theme in the GUI. The
application should be consistent in the sequences in the visual presentation to the user
and in use.

3. Online forms should have mandatory fields marked out clearly. The system should not
allow submission of the form without completing the mandatory fields.

4. The system should have sufficient validation checks at GUI/ presentation layer for
validating the data formats, completeness of the forms in terms of mandatory fields,
checking for file type and size of files uploaded etc.

5. The system shall support uploading of scanned documents. There must be check(s)
for ensuring the upload of all the mandatory documents.

6. It should have provision for warning and alert messages in case of validation failure,
incomplete data etc.
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7. It should have facility to display confirmation/ warning windows for deletes, changes
etc.

8. The system should provide consistent screen layouts and access methods across all
modules so that they look and behave the same.

9. The system should provide various reports/ MIS in graphical and tabular views along
with facility to drill down to navigate to the next levels of details and so on.

10. The/ user interface shall give flexibility to toggle between graphical and tabular views,
and tile different views in the same interface.

11. User specific/ customized dashboard should allow authorized user to take action on
pending activities in a secured manner in a system seamlessly integrated with other
modules of the application. Submission of every activity in the system should suitably
update database on real-time basis.

5.4.6 Workflow Integration Approach

1. The application shall support the creation of workflows which shall be implemented
using an automated workflow management system.

2. The application should support creation of secondary workflows as well, which would
be fully integrated with the primary workflows.

3. The application should be able to support/ configure complete workflow required for
successful coverage of various processes of the Purchaser. It should allow designing
of workflow with the ability to define business rules, process flows, alerts and triggers
without programming.

4. The application should automatically raise alerts, messaging, notifications, emails etc.
across functional areas/ modules and concerned stakeholders based on the various
timelines assigned for particular tasks or if an attempt is made to amend the entries
already entered in the system.

5. Workflow management/ control must be an integrated part of the application. The
application should allow authorized user to configure the workflow as per the guidelines
of the department for handling the processes successfully. The workflow management/
control should provide consistent method of defining business rules, process flows for
all Purchaser offices and concerned stakeholders.

6. Mandatory approval should be uploaded in the application prior to making any changes
in the workflow. Audit trail of the modifications should be maintained in the system.

7. The application should allow devising of simple or complex rules to suit the Purchaser
requirements and the requirements specific to certain stakeholder(s). The rules should
be stored in a central repository and the same must be shared across all business
processes.

5.4.7 Integration

1. The system should be designed to ensure that current and new applications can be
seamlessly integrated (through an application integration solution) within its
architecture with minimal impact and changes.

2. The system should be fully integrated across modules and functional areas.
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3. Identify the data/ services which is to be exchanged between the application and other
internal/ external systems.

4. Identify integration touch points for ensuring seamless integration with these internal/
external systems and the Purchaser application.

5. The application should support integration with the following (but not limited to)
application/ systems:

a. Payment gateway: The application would provide the online payment services
(for payment of bills, fee etc.) through integration with the payment gateways.
The application shall support card payments using all the popular debit and
credit cards, net banking, wallets, and other popular payment methods.

b. Digital certificate services: The application should have DSC enabled and
should automatically enable/ disable the Digital Signature Certificates (DSCs)
of employees depending on the status of each employee namely, fresh
appointment/ transfer/ suspension/ leave/ training/ retirement etc. The system
should accordingly enable DSC only for an active employee.

c. SMS service: the application should be integrated with SMS gateway for
sending confirmations, status, alerts, reminders, notifications, messages etc.
via SMS.

d. E-Mail services: the application should provide the user to send and receive
formal communication, confirmation, status, alerts, messages, reminders,
notifications etc. via email.

e. Document Management System (DMS): The application shall be integrated
with the DMS to access and view various legacy digitized content/ files for
business continuity.

f. Integration with GS1: The application shall be integrated with GS1 standards
application for validation of GS1 compliant codes.

5.4.8 Import/ Export Facility

1. The system shall support the upload and download of the XML, MS Word files, MS
Excel files, Adobe Acrobat files, Image files etc. type into/ from the system.

2. Any other file-format as required by UP Excise department in due course of time.

5.4.9 Hosting Services

1. SI shall be responsible for hosting the entire application and all ancillary in-scope
applications on Cloud from MeitY empanelled Cloud Service Providers (CSPs).

2. In no case, SI shall host the application on Cloud of any company which is not
empanelled with MeitY and has a history of data loss and security breaches.

3. SI shall be responsible for installation of all the software required for the successful
hosting of the application and all ancillary in-scope applications.

4. Other than cloud DC-DR, the SI shall also be responsible to back up the business and
daily transactional data at SDC.

5. SI to manage the data repository at State Data Center (SDC) and to ensure that
complete transactional data is backed up at SDC as per following:

Á Incremental backup – daily basis
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Á Full backup – weekly basis
The data replication on DR site must be on real time basis.

6. The SI shall be responsible to supply and setup an infra which includes – replication
tools, servers, drives and any other hardware/software etc. at SDC for the data backup.

7. SI shall be providing required bandwidth for seamless and flawless data flow between
DC and data backup centre at SDC.

8. The integration of Cloud DC-DR and on-premise Data backup centre at SDC shall be
responsibility of SI for seamless flow of data.

9. SI to adhere to the state policies for data security, data back-up and data retention. SI
to also adhere all industry best practices security guidelines and MeitY & CERT-IN
security guidelines, polices, controls & advisories releases on time to time.

10. The Cloud, where the newly developed system shall be hosted should comply with the
SLA requirements as provided in this RFP document, shall have following capabilities:

a. Scalability: The configuration of the Cloud is expected to have adequate
upgrade capability in terms of processors, RAM, disk storage etc. which should
be achievable with minimum disruptions to running system/ processes and no
additional cost to the Purchaser. Also, for any software upgrades, updates,
patches etc. released by the various product owner/OEM, the Cloud should be
capable to implement the same seamlessly as and when it gets released by
the application owner/OEM with no additional cost to UP Excise department.

b. Reliability: The Cloud shall be reliable to comply with the SLA requirements
provided in this RFP document and there shall not be any outages. Cloud
platform shall always run in redundancy/High Availability so that in case of any
outage system shall automatically switch to the available servers.

c. Security: The Cloud shall have highest level of security features against both
physical as well as cyber threats.

d. Backup: Appropriate archiving system (i.e. SAN, tape library, optical backup
equipment or better alternative etc.) to be available on Cloud. In the event of
serious failure, backed up data must be restored in quickest possible time to
ensure continuity of the services.

11. The SI shall formulate an effective Back-up Strategy and Disaster Recovery Plan and
take sign-off from UP Excise Department. SI shall be responsible for the
implementation of approved Back-up and Disaster Recovery plan.

12. DR shall be at least with 50% compute capacity of DC. All the software & related
licenses, replication links, etc. will be in the scope of SI. The database storage at DR
site should be of 100% capacity of DC site. DC/DR site should have Recovery Point
Objective (RPO) of <=15 minutes and Recovery Time Objective (RTO) of <1 hour.

13. During any outage, DRC shall become the primary site and 100% data recovery shall
be ensured.

14. The specification of the servers shall be designed to ensure high availability of servers.
All the major servers shall be configured in such a way that there is no single point of
failure. In case there is any requirement of application specific server at any point of
time, the supplier shall be required to provide the same also without any additional cost
to the Purchaser.
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15. Cloud platforms shall provide sufficient capacity in terms of data processing, data
storage and network bandwidth to handle the overall load and traffic coming to the
application without compromising the overall performance of the system.

16. SI shall consider 5% Y-o-Y data growth after completion of Year 1.

17. It shall be the responsibility of SI to prepare the specification for Cloud i.e. CPUs, RAM,
storage, required software, other equipment and the network requirements for running
the application efficiently. Whatever infrastructure is needed shall be clearly accounted
in the bid document. SI shall provision all the servers (development, test, staging and
production) on cloud.

18. Appropriate redundancies shall be built in the IT infrastructure as per standard industry
practices. The cost of Cloud shall also include cost of Disaster Recovery (DR) site as
well.

19. The SI shall also ensure that the hosting services shall be portable to another CSP
without any changes to hosting environment and no additional cost to the Purchaser.

20. The Cloud service shall provide dedicated IP, dedicated TLS certificate.

21. Minimum Requirements from Hosting Services:

Virtual Machines:

i. The underlying processors shall be latest by the processor OEM at the time of
bidding.

ii. Self-service provisioning of multiple VMs concurrently either through a
programmatic interface (i.e. API/CLI) or through a management console or Web
Portal.

iii. VMs shall be customizable, i.e., ability to modify configuration settings for vCPUs
and RAM

iv. Ability to automatically increase/scale the number of Instances/VMs during
demand spikes to maintain performance (i.e. ‘scale-out’)

v. Cloud service architecture shall be in such a way so as to avoid VM outages or
downtime when the provider is performing any kind of hardware or service
maintenance at the host level

Network Services:

i. DNS as Service: Highly available and scalable Cloud Domain Name System
(DNS) web service with features like DNS Failover, DDOS Mitigation, Geo DNS,
Latency Based Routing, Weighted Round Robin (WRR) functionality Private DNS
for Cloud-based servers, access to management console. The service shall
support internal domain names for intranet portals.

ii. IPSec VPN Connections: The remote access VPN solution shall enable users to
access IT resources from outside the organization’s network securely and
seamlessly without requiring a dedicated client to be installed on the remote
computer. The clientless web access (SSL VPN) solution must be able to:

¶ Provide support for multiple desktop and mobile platforms including
Windows, MAC, and Linux, mobile OS (Android and iOS) environments.

¶ Easily integrate with existing authentication services: LDAP, Active
Directory for user authentication and authorization.
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¶ Provide built-in support for two-factor authentication methods (such as
SMS/email-based token etc.)

¶ Provide easy web-based management, role-based administration, detailed
audit and logs for incident isolation and troubleshooting, and extensive
filters and statistics per day, week and month.

Cloud Management, Monitoring and Compliance Services:

i. Cloud Resource Monitoring: System shall have the capability to monitor Cloud
environment centrally, custom monitoring metrics, monitor and store logs, view
graphs and statistics, set alarms, monitor and react to resource changes. Support
monitoring of custom metrics generated by your applications and services and any
log files your applications generate. Gain system-wide visibility into resource
utilization, application performance, and operational health, using these insights
to react intelligently and keep applications running smoothly.

ii. Personal Health Dashboard: System shall provide alerts and remediation
guidance when CSP is experiencing events that may impact the customer.
Personalized view into the performance and availability of the Cloud services
underlying your Cloud resources.

iii. Audit Trail: Logs of all user activity within a CSP account including actions taken
through the CSP's Management Console, CSP's SDKs, command line tools, and
other CSP services. The recorded information includes the identity of the API
caller, the time of the API call, the source IP address of the API caller, the request
parameters, and the response elements returned by the Cloud service.

iv. Governance and Compliance: System shall have the capability to discover all of
Cloud resources and view the configuration of each. It shall continuously monitor
and record Cloud resource configurations and allows to automate the evaluation
of recorded configurations against desired configurations. Users shall receive
notifications each time a configuration changes, as well as dig into the
configuration history to perform incident analysis. System shall have the capability
to obtain details of what a resource’s configuration looked like at any point in the
past. Also, system shall notify each configuration change so that users can
process these notifications programmatically. SI shall also provide the real-time
dashboard to UP Excise Department for monitoring Cloud utilization and other
Cloud reports.

v. Cloud Advisor: System shall analyse the Cloud environment and provides best
practice recommendations (or checks) in five categories: cost optimization,
security, fault tolerance, performance, and service limits.

5.4.10 Online Training and Help Facility

1. The system shall have comprehensive online help facility (user manuals,
troubleshooting content etc.) wherein the users can obtain system specific technical/
functional help online.

2. The system shall maintain a database of FAQ(s).

3. The system shall also maintain a Feedback database.

5.4.11 Installation/ Upgrade/ Enhancement

1. The system shall facilitate seamless upgrades (deployment of patches/ new version)
without any adverse impact on the system and its components.
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2. The SI shall provide notification and patches for system enhancements and fixes to
the application after implementation on a proactive basis.

3. The system shall have facility to maintain versions with changes/ modifications made
in each release.

5.4.12 Scalability

1. The system shall be scalable to handle the peak load coming from different types of
users i.e. Internal and External Users, and shall support high volume of data upload,
without compromising response time or efficiency of the system.

2. A load balancer shall be deployed to optimize resource use, maximize throughput,
minimize response time, and avoid overload of any single resource.

3. Scalability of the solution is to be achieved at least along the Dimensions described
below:

i. Scalability in terms of the volumes of transactions handled: This translates to the
facility to enhance the hardware, software and network capacities to maintain the
performance levels always in tune with the SLA metrics.

ii. The system shall allow addition of more users as and when required, without
affecting the performance of overall application/ other functioning modules.

iii. Scalability in terms of addition of new services of an existing department: This
translates to seamless and effortless integration with the backend application such
that new citizen services can be added and deployed with relative ease.

iv. Scalability in terms of addition of new departments: This translates to seamless
integration with heterogeneous systems at the backend with relative ease of
deployment of the applications and services, maintaining the common look and
feel and functionality at the front-end.

v. The system shall allow addition of more modules/ sub-modules without affecting
the performance of overall application/ other functioning modules.

vi. Scalability in terms of addition of new channels of delivery: This translates to
designing the systems suitably to provide services through other delivery channels
like the mobile devices and other devices.

5.4.13 Security

1. The system shall provide well-designed identity and access management system,
security of digital assets, data, network security, backup and recovery/ disaster
recovery system.

2. The system must have proper security and maintenance facility with access control
features for controlling the access rights over the system and over the various
functions/ features available for different types of users.

3. Unauthorized access shall be restricted and only authorized users with valid login-ID
and password shall be allowed to access the legitimate features i.e. access to data
file, module, screen, data table, record, field, etc. If required, second level password
may be provided for accessing certain features/ screens/ transactions.

4. To maintain information security during transaction the developed system shall support
both HTTP and HTTPS, all internal data communication shall be done through
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encrypted mode using latest version of TLS (Transport Layer Security)/ SSL (Secure
Socket Layer).

5. The system shall have a capability to assign activities to roles, and map roles to users
and provide role-based access to users.

6. The system shall notify security/ system administrator regarding unauthorized access
or attempt to access and record in a log with reporting mechanism.

7. The system shall have the feature of automatic log-off if there is no user activity for
specified period.

8. The application shall have sufficient validation checks at GUI/ presentation layer for
validating the data formats.

9. The application shall provide safeguards to prevent damage to data from user errors,
simultaneous updates, module unavailability or system failures.

10. The system data must be kept on storage media with high tolerance of failure/ accident/
natural calamity.

11. The application must have integrated security/ monitoring features with the following:

i. Definition of roles and users
ii. Define role-wise add/ edit/ view/ delete rights for each entry form/ report in all

modules
iii. Digital time and user stamping of each transaction
iv. Online monitoring of the user activities using user activity logs

12. Anti-Virus and Anti-Spam Services: Anti-Virus and Anti-Spam shall be deployed to
keep the servers and application secure from the attack of virus, spyware, Trojans and
spam. This shall also act as a centralized system for updating the virus definitions on
the systems across offices of UP EXCISE DEPARTMENT.

13. Virtual Firewall: Instance Level and Subnet Level and Web Application Firewall:

i. System shall have capability to protect network subnets with access controls that
provides an optional layer of security that provides a stateless firewall for
controlling traffic in and out of a subnet.

ii. System shall have capability to segregate public subnet and private subnet.
iii. System shall have capability to configure route tables that define which subnets

are allowed to route external traffic over backend VPN or site-site connections,
VPC peering connections, Internet connections, or even specific virtual machine
instances.

iv. System shall prevent packet sniffing: Virtual instances shall be designed to prevent
other instances running in promiscuous mode to receive or “sniff” traffic that is
intended for a different virtual instance. Even if tenants configure interfaces into
promiscuous mode, the hypervisor shall not deliver any traffic to them that is not
addressed to them.

v. System shall prevent IP Spoofing: The Cloud service shall not permit an instance
to send traffic with a source IP or MAC address other than its own.

14. Anti-Malware / HIPS (Host Intrusion Prevention System) and NIPS (Network
Intrusion Prevention System):
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i. Firewall with Intrusion Prevention System shall be configured and deployed to stop
intrusion and other threats coming from the network before it enters the system.

ii. The solution shall be able to deliver Antimalware, Firewall, HIPS, Integrity
Monitoring features, Log Inspection and Application control through an agent.

iii. System shall be capable of performing recommendations scan and able to monitor
critical OS and application elements (files, directories, and registry keys) to detect
suspicious behaviour, such as modifications, or changes in ownership or
permissions.

iv. The solution shall deliver virtual patching updates and HIPS shall work in detect
only mode and prevent mode.

v. Solution shall support creation of custom packet inspection rule, protect against
fragmented attacks and shall allow to block based on thresholds. Packet
Inspection shall protect operating systems and web applications etc. against
attacks such as SQL injections and cross-site scripting.

vi. Detailed events data to provide valuable information, including the source of the
attack, the time, and what the potential intruder was attempting to exploit, shall be
logged.

vii. Solution shall provide vulnerability scanning to automate provisioning and de-
provisioning of HIPS rules and shall provide recommendation scanning against
existing vulnerabilities.

viii. Solution shall support virtual patching both known and unknown vulnerabilities and
Virtual Patching shall be achieved by using a high-performance packet inspection.

ix. Firewall rules shall filter traffic based on source and destination IP address, port,
MAC address, etc. and shall detect reconnaissance activities such as port scans,
Computer OS fingerprinting, SYNFIN SCAN, XMAS Scan etc.

15. DDoS Protection: Managed DDoS protection service that defends against most
common, frequently occurring network and transport layer DDoS attacks that target
web site or applications. When used with Content Delivery Network and global DNS
service, shall provide comprehensive availability protection against all known
infrastructure (Layer 3 and 4) attacks. Shall provide always-on detection and automatic
inline mitigations, minimize application downtime and latency.

16. Identity and Access Management: Securely control users' access to Cloud services
using a range of security credentials including passwords and key pairs. Create and
manage users and groups, and grant or deny access to compute, storage and network.

17. Managed Threat Detection Service: Continuously monitor for malicious or
unauthorized behaviour to help you protect your accounts and workloads. It shall
monitor for activity such as unusual API calls or potentially unauthorized deployments
that indicate a possible account compromise. The service shall also detect potentially
compromised instances or reconnaissance by attackers.

18. There shall be 3 levels of Security Considerations as described below:

¶ Application Level Security:

o User authentication

o User authorization i.e. role-based access to services, transactions and data

o Digital Certificate to be used for signing the documents

o Secure storage of user credentials



Page 228 of 324

o Comprehensive logging and audit trail of sessions and transactions

¶ Network/ Transport Level Security:

o Network Link Encryption (IPSEC)
o Encrypted HTTP session using SSL (HTTPS)

¶ Server Level Security:

o Firewall to filter unauthorized sessions/traffic
o Intrusion Prevention System to detect/ prevent unauthorized activities/

sessions
o Server –to-server communication encryption
o Secured/ encrypted storage of data/ data elements in Database and DB

Backups

19. Two Factor Authentication

i. The solution (mobile and web) shall support the Two Factor Authentication both
OTP (One Time Password)/soft tokens and PKI authentication technologies.

ii. The solution shall have the capability to be deployed in such a way that the user’s
login experience shall remain unchanged – there shall be no user training required.

iii. The solution shall prevent against all Man-in-the-Middle including advanced
phishing, pharming, Man-in-the-Browser, Key logger and Mouse click logger
attacks.

iv. For the hardware/software token management system, all activities at admin
console shall have an audit trail of all logon attempts and operations. Confidential
logs shall be tamper proof. The tools shall be provided to check the integrity of
logs.

v. The solution shall not store user credentials in any form at the server like
passwords, hash of passwords, any pre-shared secret etc. In other words, there
shall be only copy of the user credential which shall reside only with the user.

5.4.14 System Control and Audit

1. The system shall maintain all the instances, audit trails, audit logs and transaction logs
(what, when, who has changed).

2. The application shall log all the actions done by individual users with user name, date
time stamp and the administrator shall be able to generate detailed audit logs and
history of the process instance.

3. It shall enable availability of user wise online audit trails/ logs which shall be archived
based on user, date, time etc. as part of audit records keeping.

4. All the edited and deleted (if any) records shall be traceable and copy of all records
shall be kept in the system and which shall be available with MIS reporting of the same.

5.4.15 Data Backup/ Data Archival/ Restore

1. In case of server failure, system shall support auto-switching of failover to another
available/ backup server.

2. The system shall be able to archive data, based on user specified parameters (i.e. date
range) and restore archival data for online use whenever required.
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3. Backup and recovery of all the system software, application software, database, etc.
as per GoI policy (Guidelines for Government Departments for Adoption/ Procurement
of Cloud Services).

4. The system shall provide features to schedule backup/ restore operations. The SI shall
ensure that activity such as proper Data Backup, Data Restoration, and Data
Synchronization at Disaster Recovery site are tested and implemented properly as per
the standard norms.

5. The system shall produce a report for each backup/ restore activity.

6. The system shall support direct backup of data from one machine to another/ from
server to back tapes/ CDs/ Storage Area Network etc.

7. The system shall have provision to keep data on storage media with high tolerance of
failure.

8. The system shall allow recovery of data in case of hardware/ software failure and data
corruption. It shall be able to perform recovery to a point of time, to known backup
database.

9. For backup data, highly available durable Storage shall be offered with minimum two
copies of the data in the Primary Site.

10. System shall offer users the ability to increase the size of an existing block storage
volume without having to provision a new volume and copy/move the data.

11. System shall support complete eradication of data such that it is no longer readable or
accessible by unauthorized users and/or third parties.

12. System shall offer server-side encryption of data ‘at-rest’, i.e., data stored on volumes
and snapshots

5.4.16 Database

1. The database technology shall be a full-featured RDBMS and shall adhere to ANSI
standards.

2. Database shall be able to compress structured data and unstructured data such as
documents, images, and multimedia.

3. Database shall support data mining techniques and allow seamless integration with a
data warehouse. The data mining techniques like classification, clustering, regression
and association rule learning shall be supported by the database to support data
mining applications developed in the application layer.

4. Database shall support continuous Log replication between primary node and
secondary node in Synchronous or Asynchronous mode.

5. The solution shall use appropriate storage options for storing unstructured data such
as documents, images, and multimedia instead of storing it in RDBMS system.

6. Database shall provide high availability and disaster recovery using cost effective
option of automatically synchronizing the transaction logs to disaster site, which in case
of fail over the other node provides the availability of all data.

7. The solution shall provide controls for database security and monitoring.
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8. The solution shall have database health monitoring components which can ensure
application availability and performance.

5.4.17 Enterprise Management System

1. The new system shall be able to support the proposed hardware and software
components at DC and DR over the tenure of the contract. The system shall be
capable of providing early warning signals to the Purchaser on the solution
performance issues, and future infrastructure capacity augmentation.

2. SI is expected to provide and implement the new system encompassing the following
functions:

¶ Configuration Management

¶ Fault Management

¶ Incident, Problem and Change Management

¶ Asset Management

¶ Remote Control

¶ SLA management and monitoring

¶ Performance management

¶ Monitoring Backup and Management

¶ Event Management

¶ Server, storage and other infrastructure management

¶ Network Link Monitoring

¶ Other modules as required by SI to meet the requirements of this RFP

3. Also, the new system shall be extended to any new device which shall be added in
future to fulfil the project requirements.

4. SI shall also provide the Login of EMS to the Purchaser, so that key members of the
Project Management Committee (PMC) can monitor the SLA compliances.

5. SI shall provide access on EMS for live monitoring of resources or for the
validation/audit of rules/SLAs configured. The Purchaser shall have rights to access
the live and historical reports. The admin credentials shall be with the purchaser only,
so that SLA reports cannot be tampered.

5.4.18 Operations

1. The application shall have inbuilt analytics capability and able to generate user friendly
MIS reports, Graphical reports etc. in customized and standard form. The following
types of reports, but not limited to, are required to be generated from this sub module.
The report shall be generated in standard formats like MS Word, MS Excel, Adobe
Acrobat files etc.:

¶ Fixed Format Reports: Application shall have robust reporting capability, and shall
be able to generate in multiple formats including XML, MS Word, MS Excel, Adobe
Acrobat files etc. The output shall be delivered through email or shall be printed.
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¶ Ad-hoc Reports: Application shall provide ad hoc query and analysis capability so
that business users could create new analyses from scratch or modify existing
analyses.

¶ Tools and utilities shall be provided to facilitate design layout using MS Word, MS
Excel, Adobe Acrobat etc.

¶ System shall allow user to generate MIS reports/previous trends/graphics etc. as
per the business process requirements. They shall be customizable as per user
requirements

2. The application shall provide dynamic dashboards to all end-users. The layout and
content of the dashboard would be based on the user role/ category/ type etc.

3. The application shall periodically and automatically save the data entered by the user
into the system during a live session and shall make the data available to the user as
intermediate save even after expiry of the session. System shall prompt the user
regarding availability of intermediate/ draft data and ask for the permission to save or
discard this data.

4. The application shall display data according to user profile/ access rights.

5. The application shall provide functionality to users in generating customized reports on
their own without having knowledge about technical programming.

6. Any document or report shall be previewed before printing.
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6. Section E: Payment and Business Model

6.1 Payment Model
o The entire cost for development, testing, implementation, operation & maintenance of

integrated solution and all required systems & functionalities would be borne by

System Integrator and factored in single transaction rate to be quoted in commercial

proposal.

o System Integrator is required to quote an all-inclusive single “per bottle transaction

rate” i.e. INR ‘X’. The per bottle transaction rate quoted by System Integrator in

commercial proposal shall cover all costs anticipated by it, on basis of scope &

requirements listed in RFP.

o For milestones of implementation phase for 12 months, the System Integrator shall be

paid after getting the administrative approvals from department on completion of

milestones.

o The disbursement schedule for implementation phase would be as follows:

SN Particular / Milestone Timeline Payment2

1 Development of SRS & system design
documents

T + 2 months Nil

2 Phase 1: Pilot go-live of following:

o License Management module
o Payment & Reconciliation module
o Pass & Permit module
o POS, Handheld devices
o QR code & security features at all

bottling plants/bonded
warehouse/FL2D/CSD/wholesales
etc.

o Centralized helpdesk setup

T + 5 months Monthly Payout =
[0.5 * (X * BSM)]

This payment will be
applicable after pilot
go-live of Phase 1
i.e. on getting the
approvals from
department for
completion of all due
pre-requisites for
pilot go-live for
Phase 1.

Payment will be
made on monthly
basis for period from
T+5 months or date
of approval from
department for
completion of all due
pre-requisites for

2 Payment will be effective from the date of approval on said milestone
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SN Particular / Milestone Timeline Payment2

pilot go-live for
Phase 1, whichever
is later to T+6
months or till the
completion of state-
wide go-live of Phase
1, whichever is
earlier.

3 Phase 1: State-wide go-live of
following:

o License Management module
o Payment & Reconciliation module
o Pass & Permit module
o POS, Handheld devices
o QR code & security features at all

bottling plants/bonded
warehouse/FL2D/CSD/wholesales
etc.

o Centralized helpdesk setup

1 month beyond
date of Pilot go-
live for Phase 1*

* = Maximum two
extensions (each
of 1 month) are
allowed subject
to approval from
department

Monthly Payout =
[0.5 * (X * BSM)] –
[SLA Adjustments]

This payment will be
applicable after
state-wide go-live of
Phase 1 i.e. on
getting the approvals
from department for
completion of all
milestones for Phase
1.

Payment will be
made on monthly
basis for period from
T+6 months or date
of approval from
department on
completion of pilot
go-live for Phase 1,
whichever is later to
T+12 months or till
the completion of
state-wide go-live of
Implementation
Phase, whichever is
earlier.

4 Phase 2: State-wide go-live of
following:

o Mobile apps for all stakeholders
o State-wide go-live of all remaining

components of Supply Chain
Management Module as per
detailed scope of work, including
but not limited to – CCTV
surveillance system, Digi-locks,
GPS enabled vehicle tracking

T + 8 months Monthly Payout =
[0.5 * (X * BSM)] –
[SLA Adjustments]
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SN Particular / Milestone Timeline Payment2

system, Geo-fencing application,
centralized command rooms,
mobile tablets, end computing
infrastructure at potable distilleries
/ breweries

5 Phase 3: State-wide go-live of
following:

o Control & Regulation module
o Vigilance & Enforcement module
o MIS & Reporting module

T + 10 months Monthly Payout =
[0.5 * (X * BSM)] –
[SLA Adjustments]

6 Phase 4: State-wide go-live of
following:

o Alert Management module
o Case Management module
o Chemical Examination module
o Grievance Monitoring module
o Return Filling module
o Internal & External Audit

Management module

T + 12 months Monthly Payout =
[0.5 * (X * BSM)] –
[SLA Adjustments]

7 Operations & Maintenance Support for
5 years (effective from date of state-
wide go-live of integrated solution)

On monthly basis Monthly Payout = [X
* BSM] – [SLA
Adjustments]

Payment for
operations &
maintenance period
will be made on
monthly basis
effective from the
date of approval by
department on state-
wide go-live of
Implementation
Phase (i.e. date of
approval by
department on all
milestones for
Implementation
Phase).

T = Date of issuance of work order by the purchaser

o During the operation & maintenance period for five years, System Integrator would be

paid monthly on basis of quoted “Per Bottle Transaction Rate” i.e. “X” subject to
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adjustments as detailed in sections for SLA measurements and actual number of

bottles scanned & sold at all retail outlets within UP for that period.

o The period of first monthly payment for O&M period would be effective from the date

of approval by department on state-wide go-live of Implementation Phase (i.e. date of

approval by department on all milestones for Implementation Phase). For definition of

State-wide go-live of complete solution, please refer detailed sub-section of ‘Scope of

Work’.

Monthly Payout for Seven months of Implementation Phase = [0.5 * (X * BSM)] – [SLA Adjustments]

Monthly Payout for Sixty months of Operations & Maintenance Phase = [X * BSM] – [SLA Adjustments]

BSM = Actual total number of bottles scanned & sold at all retail outlets within UP for a

month

X = [Y + applicable GST on Y]

Y = Per Bottle Transaction Rate exclusive of GST (applicable for services)

X = Per Bottle Transaction Rate inclusive of GST (applicable for services)

SLA Adjustments = Penalty amount to be deducted as per the SLA measurements for a

month (for details, please refer section for SLAs)

One bottle is a unit (irrespective of size / volume in ml) on which a unique QR code is

added and that is scanned & sold at retail level. For introduction of new size of

bottle/unit below 200 ml in future by the purchaser (other than the existing sizes as on

date of submission of bid), the “X/2” rate factor will be applicable for such bottles/units

on computing the monthly payment of System Integrator.

Note: Payment eligibility criteria for SI in case of wastages of liquor bottles:

1. Wastages of bottles shall be of the following types:

a) Damaged/ Broken

b) Expired

2. Will be applicable for only those bottles that are scanned and dispatched from

distilleries/ breweries/ bonds/ district wholesale premises.

The damaged/ broken bottles have to be captured in the IESCMS system by scanning the QR

code on the damaged bottle and reported as wastage (s) by the licensee and verified by the

excise official as per the standard protocol issued by the department.

Notional Contract Value

The indicative total contract value to be calculated as (at the time of issuance of work order):

Notional Contract Value SI for 1+5 years = [0.5 * (X * (BASM * 7))] + [X * (BASM * 60)]
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BASM = Average number of bottles sold/dispatched to all retail outlets within UP for a

month (to be computed based on the statistics of number of bottles sold for previous

12 months). Period of previous 12 months will be considered based on the date of

issuance of work order by department to System Integrator.

X = [Y + applicable GST on Y]

Y = Per Bottle Transaction Rate exclusive of GST (applicable for services)

X = Per Bottle Transaction Rate inclusive of GST (applicable for services)

7 = Seven months of Implementation Phase for which payments will be applicable i.e.

for period from T+5 months to T+12 months

60 = Sixty months of Operations & Maintenance Phase for which payments will be

applicable

One bottle is a unit (irrespective of size / volume in ml) on which a unique QR code is added

and that is scanned & sold at retail level. For introduction of new size of bottle/unit below 200

ml in future by the purchaser (other than the existing sizes as on date of submission of bid),

the “X/2” rate factor will be applicable for such bottles/units on computing the monthly payment

of System Integrator.

For calculation of monthly growth in number of bottles/units, the bidders may at their own,

refer to the statistics of number of bottles sold/dispatched to retail shops for period from April

2018 to June 2019 and MGQs & actual lifting of Country Liquor by licensees for period from

April 2018 to June 2019.

The details of number of bottles sold/dispatched to retail shops for period from April 2018 to

June 2019 are provided in Annexures.

The statistics of MGQs and actual lifting of Country Liquor by licensees for period from April

2018 to June 2019 are placed below:

o MGQ for FY 2018-19: 36.32 Crore Bulk Litre

o Actual lifting by licenses for FY 2018-19: 41.21 Crore Bulk Litre

o MGQ for FY 2019-20: 43.64 Crore Bulk Litre

o Actual lifting by licenses for three months of FY 2019-20 (April to June 2019): 12.34

Crore Bulk Litre

The annual growth on scan & sale of number of bottles for a financial year will be calculated

at the end of each financial year.
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o If the annual growth on scan & sale of number of bottles remains <= 15%, “1*X” rate

factor on number of such bottles will be applicable for computing the payment of SI.

o If the annual growth on scan & sale of number of bottles is >15%, the following will be

applicable for computing the payment of SI:

- “1*X” rate factor on number of bottles calculated for annual growth till <=15%

- “0.85*X” rate factor on number of bottles calculated for annual growth >15% and

<=20%

- “0.75*X” rate factor on number of bottles calculated for annual growth >20%

Example for illustrative purpose:

Total bottles scanned & sold for FY-1 is 100. Total bottles scanned & sold for FY-2 is 130. X

factor quoted by System Integrator is 1 rupee.

The annual growth on scan & sale of number of bottles at end of FY-2 is 30%. Annual payment

for FY-2 to be calculated as: [(1*1)*115] + [(0.85*1)*5] + [(0.75*1)*10] = 126.75

The annual growth on scan & sale of number of bottles for a financial year will be calculated

at the end of each financial year and applicable annual pay-out will be calculated by the

department. Any adjustments with respect to monthly pay-outs of 11 months (April to

February), if needed, will be made by the department while processing the monthly payment

for last month (March) of that financial year.

6.2 Business Model
o The entire cost for development, testing, implementation, operation & maintenance of

the integrated solution and all required systems & functionalities would be borne by

the SI and factored in single transaction rate to be quoted in commercial proposal.

o SI to supply, operate & maintain the assets installed across various nodes of supply

chain, and provide desired services as per service contract.

o The SI is required to quote an all-inclusive single “per bottle transaction rate” i.e. INR

“X”. The per bottle transaction rate quoted by SI in commercial proposal shall cover all

costs anticipated by it, on basis of scope & requirements listed in RFP.

o SI will sign an MSA (Master Service Agreement), which includes the service levels,

with the Purchaser covering all services required for the project. SI will be paid for such

services accordingly to payment terms, subject to the performance as reflected by

service levels metrics defined in this RFP and/or the contract.
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o During period of service contract, the entire equipment and systems shall remain

property of Department. SI will maintain & operate the system as well as maintain

adequate insurance cover to safeguard against any damage/ theft/ fire/ vandalism, etc.

o After the state-wide go-live of integrated solution, the SI will pass on the ownership of

assets namely project assets at Cloud (DC & DR), SDC and supply chain

infrastructure, application & monitoring software (including source codes / software

product) and system software (in form of licenses obtained in favour if department) to

the department within 15 days from the date of state-wide go-live of integrated solution

i.e. date of approval on implementation phase by the department.

o For the period of next 5 years from date of state-wide go-live of integrated solution, SI

will manage/control the project assets & software on behalf of department. After

completion of the contract, department may either extend the period of services or may

ask SI to transfer management/control of assets of complete/partial system including

hardware, licenses and agreements with respective OEMs to new SI.
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6.2.1 Role of different stakeholders

Procurement
Supply /

Development
Commissioning

Operations &
Maintenance

Site visits to
identify spots for

installation

Supply
of item

Installatio
n of item

Ownership
of item

Issuance of
necessary
directions

to Licensee
or MSP

Ethical &
safe use of

item

Report an
issue /

complaint
with Helpdesk

or Police
Station

Return device
to Department

if license
cancelled or
not-renewed

Collect item
from Licensee

if license
cancelled or
not-renewed

1 PoS Devices including SIM cards Retail Shops SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Wholesales SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Bonded Warehouses SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Wholesales SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Bonded Warehouses SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Trucks (to be used for liquor consignments) SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Retail Shops SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Wholesales SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Bonded Warehouses SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Sugar Mills SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
Bonded Warehouses SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department

Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department

7 Control Rooms Headquarter SI SI SI SI SI & Department SI SI Department Department SI SI Not Applicable Not Applicable
8 GPS Monitoring System Headquarter SI SI SI SI SI & Department SI SI Department Department SI SI Not Applicable Not Applicable
9 Mobile Tablets for Officers To be decided SI SI SI SI SI & Department SI SI Department Department Department Department Not Applicable Not Applicable
10 Centralized Helpdesk Headquarter SI SI SI SI Not Applicable SI SI Department Department SI Not Applicable Not Applicable Not Applicable
11 Mobile App Cloud (for all stakeholders - licensees,

consumers, officers)
SI SI SI SI Not Applicable SI SI Department Department All

stakeholders
All stakeholders Not Applicable Not Applicable

12 End computing ICT Infrastructure Distilleries / Breweries SI SI SI SI SI & Department SI SI Department Department Licensee Licensee Licensee Department
13 Software & Cloud Services Cloud and DR SI SI SI SI Not Applicable SI SI Department Department Licensee Licensee Licensee Department

Notes:
1. Supply/procurement of IT infrastructure (end computing including desktops, printers, network, etc.) for client offices is not covered in the scope of MSP

Responsibility Matrix

LocationComponentSN

Accountability Matrix

6

Handheld Scanners (for QR code /
Barcode) including SIM cards

CCTV Surveillance System

Digi-locks / Smart-locks

Geo-fencing of vehicle routes and
licensee premises

Barcode & QR coded secured
Excise labels (Stationary)

3

2

4

5
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7. Section F: Bid Formats

7.1 Eligibility Criteria

7.1.1 Form 1: Eligibility Criteria Bid Submission Letter

(Letter on the OEM Letterhead)

To

The Commissioner of Excise,

Department of Excise, Government of Uttar Pradesh (UP)

1st Floor, Building. No. TC-12V

Vibhuti Khand, Gomti Nagar, Lucknow-226 010

Sir,

Subject: SI for Project Integrated Excise Supply Chain Management System (IESCMS)
for Department of Excise -Eligibility Criteria Bid

We, the undersigned bidders, having read and examined in detail all the bidding documents
in respect to Eligibility Criteria Bid of SI for project Integrated Excise Supply Chain
Management System (IESCMS) for Department of Excise, do hereby propose to provide our
services as specified in the RFP.

1. Eligibility Criteria Response

We hereby confirm that our bid complies with the eligibility criteria as stated in the RFP, details
of which have been given in the formats provided in the section below.

2. Deviations

We hereby declare that all terms and conditions mentioned in RFP (including corrigendum)
are acceptable to us without any deviation and all the services shall be performed strictly in
accordance with the bid documents.

3. We hereby declare that our bid is made in good faith, without collusion or fraud and the
information contained in the bid is true and correct to the best of our knowledge and belief.

4. We understand that our bid is binding on us and that you are not bound to accept a Bid you
receive.

5. It is hereby confirmed that I/We are entitled to act on behalf of our company and empowered
to sign this document as well as such other documents, which may be required in this
connection.

Thanking you,
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Yours faithfully

(Signature of the Authorized signatory of the Bidder)

Name:

Designation:

Seal:

Date:

Place:

Business Address:
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7.1.2 Form 2: Bid Responsiveness Checklist for Eligibility Criteria

Sr.
No.

Particulars Document uploaded
on e-Procurement
Website (Yes/No)

Page Number of supporting
documents

1 Eligibility Criteria Bid
Responsiveness Checklist

2 Eligibility Criteria Bid
Submission Letter

3 Eligibility Criteria
Compliance Checklist

4 Self-declaration for non-
blacklisting

5 Relevant Project
Experience Credential

6 Undertaking- No Conflict of
Interest

7 Availability of Key
Manpower Resources

8 EMD (Hard Copy
Submission)

9 Cost of bid document
(Hard Copy Submission)

10 Power of Attorney/Letter of
Authorization

(Hard Copy Submission)
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7.1.3 Form 3: Eligibility Criteria Compliance Checklist

SN Eligibility Criteria Complian
ce (Yes/
No)

Type of supporting
document and
reference page
number in the
proposal

1 Legal Entity

- Bidder should be a company registered under
the provisions of the Indian Companies Act, 1956
/ 2013 or a partnership firm registered under the
Indian Partnership Act, 1936 or the Limited
Liability Partnerships Act, 2008
- Bidder should be registered with the Tax
Authorities

- Bidder should have been operating for the last
five years.

2 Debarment / Blacklisting

Bidder should not be under a declaration of in-
eligibility for corrupt, fraudulent or any other
unethical business practices and should not be
debarred or blacklisted by any State Government
/ Central Government / PSU for any reason, during
previous 3 years from the date of submission of
bid. The bidder or any of its directors should not
have been convicted of a cognizable offence by
any court of law with imprisonment for a term
exceeding one year.

3 Sales Turnover

Average annual sales turnover of last 3 financial
years (FY 2016-2017, FY 2017-2018, FY 2018-
2019) should be at least INR 150 crores.

4 Net Worth

Bidder should have a positive net worth in each of
last 3 financial years (FY 2016-2017, FY 2017-
2018, FY 2018-2019).

“Net worth” of the bidder, as defined under
Companies Act 2013 as may be amended from
time to time, means – the aggregate value of the
paid-up share capital and all reserves created out
of the profits and securities premium account,
after deducting the aggregate value of the
accumulated losses, deferred expenditure and
miscellaneous expenditure not written off, as per
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SN Eligibility Criteria Complian
ce (Yes/
No)

Type of supporting
document and
reference page
number in the
proposal

the audited balance sheet, but does not include
reserves created out of revaluation of assets,
write-back of depreciation and amalgamation

5 Technical Capability

Bidder should have successfully implemented
(completed/ongoing) at least one e-Governance
project for software development & maintenance
for work-flow based IT applications / integrated
system with State or Centre Government, of value
more than INR 25 crore.

The work order/agreement for such project should
have been issued within last 7 years, from date of
submission of bid. The ongoing project should
have completed the state-wide go-live phase.

6 Technical Capability

Bidder should have successfully completed
full/state wide go-live of at least one project for
supply, installation and operations & maintenance
of POS devices (POS / mobile terminals /
handheld scanner devices / AEBAS). Total
number of POS devices supplied for such single
project should be more than 10 thousand.

The work orders / agreement for such project
should have been issued within last 7 years, from
date of submission of bid.

In case of full/state wide go-live project, the supply
& installation of more than 10 thousand POS
devices should be completed successfully and be
in the operations & maintenance phase as on the
date of submission of bid.

7 Availability of Key Manpower Resources

Bidder should have requisite number of key
manpower resources meeting the minimum
qualification & experience requirements as
specified in ‘Technical Bid Evaluation Criteria’.



Page 245 of 324

7.1.4 Form 4: Non-Blacklisting/ Non-Debarment Declaration

(On notarized affidavit on stamp paper of INR 100/-)

To

The Commissioner of Excise,

Department of Excise, Government of Uttar Pradesh (UP)

1st Floor, Building. No. TC-12V

Vibhuti Khand, Gomti Nagar, Lucknow-226 010

Sub: Declaration for not being blacklisted by any Government Entity

Ref: Request for Proposal (RFP) For Selection of System Integrator (SI) for Integrated Excise
Supply Chain Management System (IESCMS) for Department of Excise, Government of Uttar
Pradesh (UP),

 (RFP Ref. No: the  Dated: / / )

Dear Sir,

In response to the above mentioned RFP I/We, the , as the<Designation> of
M/s , hereby declare that our Company / Firm is having unblemished past record and is not
declared blacklisted or ineligible to participate for bidding by any State/Central Govt., Semi-
government or PSU for corrupt / fraudulent or any other unethical business practices.

We hereby also declare that our company or our directors have not been convicted of a
cognizable offence by any court of law with imprisonment for a term exceeding one year.

Yours Faithfully,

[Authorized Signatory] [Designation]

[Place]

[Date and Time] [Seal & Sign] [Business Address]
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7.1.5 Form 5: Project Experience Credential

General Information

Name of the project

Client for which the project was executed

Name and contact details of the client

Start Date

Completion Date

Duration of the project

Project Details

Description of the project

Scope of services

Make and Model of <Product/ Device
supplied>

Quantity Supplied/ Solution

Brief Description of Solution (if applicable)

Value of the Order (in INR)

Other Relevant Information

Supporting Documents enclosed (ƒ):

Letter from the client to indicate the successful completion of the projects
Work Order received from Client and Contract signed between vendor and
client

Completion certificate if any (would be preferred)

Other (if any)
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7.1.6 Form 7: Details of Key Manpower Resources

(Letter on the Bidder’s letterhead)

To

The Commissioner of Excise,

Department of Excise, Government of Uttar Pradesh (UP)

1st Floor, Building. No. TC-12V

Vibhuti Khand, Gomti Nagar, Lucknow-226 010

Sub: Details of Technical Manpower with << Bidder’s name>> for support regarding
Design, Development, Supply, Commissioning, Implementation and Maintenance of
Integrated Excise Supply Chain Management System (IESCMS)

Ref: Request for Proposal (RFP) For Selection of SI for Integrated Excise Supply Chain
Management System (IESCMS) for Department of Excise, Government of Uttar Pradesh (UP),

 (RFP Ref. No: the  Dated: / / )

Dear Sir,

We hereby declare the details of key personnel provided below are full time employees of <<
Bidder’s name>> and meet the minimum qualification & experience requirements as specified
in the RFP. We hereby confirm their deployment for the compete during of the project.

S. No Name Designation Education Experience Years with
the current
Organization

Key
Trainings

1.

2.

3.

Yours Faithfully,

[Authorized Signatory]
[Designation]

[Place]

[Date and Time]
[Seal & Sign]
[Business
Address]
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7.1.7 Form 6: Undertaking- No Conflict of Interest

To

The Commissioner of Excise,

Department of Excise, Government of Uttar Pradesh (UP)

1st Floor, Building. No. TC-12V

Vibhuti Khand, Gomti Nagar, Lucknow-226 010

Dear Sir,

Subject: Undertaking for No Conflict of Interest

We, the undersigned bidders, do hereby confirm that we are not involved in any conflict of
interest situation with one or more parties in this bidding process, including but not limited to:

i) Receive or have received any direct or indirect subsidy from any of them; or

ii) Have common controlling shareholders; or

iii) Have the same legal representative for purposes of this Bid; or

iv) Have a relationship with each other, directly or through common third parties, that puts

them in a position to have access to information about or influence on the Bid of another

Bidder, or

v) Influence the decisions of Department of Excise, Government of Uttar Pradesh regarding

this bidding process; or

vi) Bidder participates in more than one bid in this bidding process. Participation in more

than one Bid will result in the disqualification of all Bids in which it is involved. However,

this does not limit the inclusion of the same product (commercially available hardware,

software or network product manufactured or produced by the firm), as well as purely

incidental services such as installation, configuration, routine training and ongoing

maintenance/support, in more than one bid; or

vii) Bidder participated as a consultant in the preparation of the design or technical

specifications of the goods and services that are the subject of the bid.

viii) Bidder gets associated as Consultant / Advisor / Third party independent evaluating

agency with any of the agencies taking part in the bid process.

Thanking you,

Yours faithfully

(Signature of the Authorized signatory of the Bidder)

Name:
Designation:
Seal:
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Date:
Place:
Business Address:
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7.2 Technical Evaluation Criteria

7.2.1 Tech 1: Technical Evaluation Submission Letter

(Letter on the OEM Letterhead)

To

The Commissioner of Excise,

Department of Excise, Government of Uttar Pradesh (UP)

1st Floor, Building. No. TC-12V

Vibhuti Khand, Gomti Nagar, Lucknow-226 010

Dear Sir,

Sub: SI for Project Selection of System Integrator (SI) for Integrated Excise Supply
Chain Management System (IESCMS) for Department of Excise - Technical Bid

We, the undersigned bidders, having read and examined in detail all the bidding
documents in respect of Technical Bid SI for Project Selection of System Integrator (SI)
for Integrated Excise Supply Chain Management System (IESCMS) for Department of
Excise, do hereby propose to provide our services as specified in the RFP.

1. Technical Response

We confirm having submitted the information as required by you in your Request for
Proposal document. This is enclosed in Section x to Section xx of our technical bid.
In case you require any other further information/documentary proof in this regard for
evaluation of our bid, we agree to furnish the same in time to your satisfaction.

2. Earnest Money Deposit

We have enclosed an Earnest Money Deposit in the proforma as per Earnest Money
Deposit form in the form of a DD/Bank Guarantee or crossed demand draft for a sum of
INR xxx (as mentioned of the RFP). This bid security is liable to be forfeited in accordance
with the provisions of bid documents.

3. Deviations

We hereby declare that all terms and conditions mentioned in RFP (including
corrigendum) are acceptable to us without any deviation and all the services shall be
performed strictly in accordance with the bid documents.

4. Validity of this Bid

We agree that the bid shall remain valid for a period of 120 days from the last date of
submission of bids and it shall remain binding upon us with full force and virtue.

5. We hereby declare that our bid is made in good faith, without collusion or fraud and the
information contained in the bid is true and correct to the best of our knowledge and belief.

6. We understand that our bid is binding on us and that you are not bound to accept a Bid
you receive.
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7. It is hereby confirmed that I/We are entitled to act on behalf of our company and
empowered to sign this document as well as such other documents, which may be
required in this connection.

(Signature of the Authorised signatory of the Bidder)

Name:

Designation:

Seal:

Date:

Place:

Business Address:
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7.2.2 Tech 2: Bid Responsiveness Checklist Technical Evaluation

Sr. No. Particulars Document
uploaded on e-
Procurement

Website (Yes/No)

Page Number
of supporting

document

1 Technical Evaluation Submission Letter

2 Technical Evaluation Criteria Bid
Responsiveness Checklist

3 Technical Evaluation Criteria Compliance

4 Bidder’s and Sub-Contractor’s Details

5 Relevant Project Experience Compliance

6 Solution Proposed

7 Work Schedule

8 Details of requisite manpower available with
the Bidder

9 Curriculum Vitae of Proposed Personnel

10 Performance Bank Guarantee

11 Bill of Material

12
Compliance sheet for Functional & Technical
Requirements

13
Compliance sheet for Technical
Specifications of Devices

14
Original Equipment Manufacturer (OEM)
Developer Authorization Form

15 Self Declaration Certificate for Source Code
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7.2.3 Tech 3: Technical Evaluation Criteria Checklist

SN Particulars Complianc
e (Yes/ No)

Type of
supporting

document with
proposal page
reference no

Self-
Evaluation

Marks

1 Industry Standard Certification

1A CMMI certification for software
services/development
organizations

2 Relevant Experience

2A Experience of successful
implementation of eGovernance
project for software development
& maintenance for work-flow
based IT applications / integrated
system with State or Centre
Government, of value more than
INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
of all software modules.
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SN Particulars Complianc
e (Yes/ No)

Type of
supporting

document with
proposal page
reference no

Self-
Evaluation

Marks

2B Experience of successful
implementation of project related
to integrated end to end supply
chain management (management
of flow of goods and services
which involves the movement and
storage of raw materials, work-in-
process inventory, and of finished
goods from point of origin to point
of consumption) across the
Government or Private sector, of
value more than INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
phase.

2C Experience of successful
implementation of project for
software development &
maintenance related automation
of core excise functions of State
Excise Department, of value
more than INR 10 crore.

The work order/agreement for
such project should have been
issued within last 7 years, from
date of submission of bid. The
ongoing project should have
completed the state-wide go-live
of all software modules.
















































































































































































































































































































